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Introduction to Administration

Administration contains the following sections:

B Overview of User Management in Alma — This section provides an
overview of the way in which users are created and managed in Alma. For a
detailed explanation, see Overview of User Management in Alma on
page 9.

B User Management — This section governs user information that is managed
by an authorized operator. User management includes the management of
both public, staff, and contact users. For a detailed explanation, see User
Management on page 47.

B User Configuration — This section describes configuration management
activities. For a detailed explanation, see Configuring User Management on
page 119.

B General Configuration — This section describes Administration
configuration activities. For a detailed explanation, see Configuring
General Alma Functions on page 181.

B Alma Processes - This section provides an overview of processes in Alma
and describes the monitoring process options. For a detailed explanation,
see Managing Jobs on page 285.

B  Running Processes on Defined Sets — This section describes how to run
specific processes on specific sets of records in Alma. For a detailed
explanation, see Running Jobs on Defined Sets on page 305.
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Overview of User Management in Alma

This section provides an overview of the way in which users are created and
managed in Alma.

This section includes:

B Introduction — User Accounts, Record Structure, Roles, and
Identifiers on page 9

B  Loading External Users from the Student Information System into
Alma on page 14

B Authentication of Users in Alma on page 21

Infroduction — User Accounts, Record Structure,
Roles, and Identifiers

There are two basic types of user accounts in Alma:
B Internal users
B External users

Internal users are users that exist only in Alma. They are created manually by
library staff and are managed entirely within the library’s scope.
Authentication, updates, and user-related queries are performed using the
Alma internal database.
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Authentication,
Updates and
Queries

Alma DB

Figure 1: User Management with an Internal Database

External users are users that are stored and managed outside the library’s
scope, usually in another system maintained by the institution (for example, in a
Student Information System). These users’ information is loaded into Alma and
synchronized on a regular basis. It is possible to update an external user’s
information manually in Alma, but these updates are overridden by the next
synchronization with the user information system.

Authentication of external users is performed outside of Alma—for example, in
LDAP:

January 2015
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Alma DB

Figure 2: Aima Loading External Users - Using LDAP for Authentication

IMPORTANT:
Users in Alma should generally be external. Only in exceptional cases
(such as for guests in the library) should users be added as internal users
in Alma. Note that your external authentication system must be up and
running before you can begin Alma implementation.

User Record Structure

A user in Alma consists of core user information (such as first name, last name)
and the following related segments: identifiers, addresses, phone numbers,
email addresses, notes, blocks, and statistics. A user may have multiple
occurrences of each segment:
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Core User
Information

Identifiers

Addresses

Phone
numbers

Email
Addresses

Figure 3: Structure of a User in Aima

For internal users, the entire user record is considered to be internally owned.
This means that it is possible to edit any user information manually in Alma.

For external users, the information that was loaded from the Student
Information System (SIS) is considered to be externally owned. It is possible to
manually edit this information in Alma, but it is overridden by the next
synchronization with the SIS.

You can also manually add new user-related segments for an external user.
Such segments are similar to internally owned segments and are not affected by
the synchronization process. However, you can choose to mark segments as
external when creating them manually. In this way, you can keep data updated
between synchronizations, but also ensure that the data is then synchronized
with the SIS.

User Roles and Types

User roles define a user’s functions and privileges in Alma. Users can have
multiple roles.

As described above, authentication of users is performed internally in Alma or
in external systems such as LDAP, depending on the user account. However,
authorization is always performed within Alma, based on the user’s assigned
roles.

Roles can be assigned manually for both internal and external users. In addition,
it is possible to create role assignment rules, defining the set of roles that should
be assigned to certain users. For example, an institution may decide that all the
users with a job category of Administration Cataloger should be granted all the
cataloging-related roles. When a new user is created —manually or via the SIS
load —roles are automatically assigned to this user based on the role assignment
rules.

January 2015
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The main users of a library are the library’s staff (who provide services) and
patrons (who receive services). The user type in Alma (Staff, Public, Contact) is
used for categorizing only. The functions that users can perform in a library are
based on user roles. Staff users are assigned roles such as Circulation Desk
Manager and Requests Operator; patrons are assigned the Patron role. Thus, by
assigning a staff user the role of Patron in addition to staff operation roles, a staff
user can also receive services from the library.

Both staff and patrons can be of the internal or external account type. However,
patrons are usually external users.

NOTE:

Staff users can be defined as external in Alma only if LDAP or SAML is
used for authentication. For details on LDAP authentication, see
Authentication in LDAP on page 22. For details on SAML authentication,
see Authentication Using SAML on page 25.

For details on user roles, see Managing User Roles on page 89.

User Identifiers

All users in Alma have a primary identifier, which is part of the core user
information. They may also have additional identifiers (for example, a student
ID, barcode, and so forth).

During the migration and implementation phase, the Ex Libris administrator
and institution’s IT staff define the possible additional identifier types and their
level of uniqueness, which can be one of the following:

B Unique cross-institution - The identifier value cannot be repeated in any
identifier.

B Unique cross-type - The identifier value is unique within the type, but can
be repeated in a different identifier type.

The primary identifier is always unique cross-institution. Additional identifiers
may be unique cross-institution or cross-type. It is recommended, however, to
use cross-institution uniqueness where possible.

The User Identifier Type code table (configured by Ex Libris staff) defines the
additional identifiers. The User Identifier Definition mapping table (configured
by Ex Libris staff) defines the level of uniqueness for each additional identifier.

The identifier that is used as the LDAP match identifier must be unique cross-
institution. This identifier must exist for all the external users in order to
support their login to Alma (see Authentication in LDAP on page 22) and their
Alma-related services in Primo (see Authentication of Primo Users to Retrieve
Alma Information on page 44).

The identifier that is used as the SIS match identifier can be unique cross-
institution or cross-type. This identifier must exist for all the external users in
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order to synchronize their information with the SIS (see What is the match ID?
on page 15).

It is recommended to use the same identifier as the match identifier for both
LDAP and the SIS.

IMPORTANT:
The primary identifier is case-insensitive. Additional identifiers are case-
sensitive.

Loading External Users from the Student
Information System into Alma

NOTE:
The term Student Information System (SIS) is used in this section as the
system in which the external user’s information is kept. It can, of course,
be any system in which the institution manages users.

The loading from a Student Information System is performed using zipped
XML files that are placed at a predefined, secure FTP location. Alma fetches the
files, parses them, and updates external users according to the input file and the
parameters defined in the integration profile (see Defining the SIS Profile on

page 15).
The following diagram illustrates the communication between the SIS and
Alma:
S =
L) 3
steem— (2R 17777/
— Zipped XML Files - Zipped XML Files
) — > s @ g e
— o e External Users
T
SIS S/FTP RTme

Figure 4: Communication Between the SIS and Alma

The loading of external users into Alma can be performed in one of two modes:
B  Import

B Synchronize

14 January 2015
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The import mode is a one-time load, used to initially create new external users.
It is intended to be used only when you have a file of users you know are new,
such as during the migration process, when you want to load users from your
legacy system into Alma. The synchronize mode is an ongoing load, used to
update external users and add new ones.

VIDEO:
For more information on loading external users into Alma, see the
Uploading Users into Alma video (20 mins). Note that you must be logged
in to the Learning Center to view this video.

Defining the SIS Profile

To load external users from the SIS system, an external system profile must be
defined (Administration > General Configuration > Configuration

Menu > External Systems > Integration Profiles). A separate profile is
generally defined for each SIS used by the institution.

Out-of-the-box, Alma provides a predefined SIS type of integration profile. You
can update the properties for this profile as required.

Following is a list of the decisions that must be taken when defining a profile:

B Of what type are the users? — The SIS profile loads one type of user (Staff,
Public, or Contact). Each SIS generally manages one type of user, so you
should select this type of user as the Record type when creating your
profile. If your institution has more than one type of user in a single SIS, it is
recommended that you define the Record type in the profile as Public. This
means that all the users will be created in Alma as public users. You can then
use the user roles (see User Roles and Types on page 12) to differentiate
between patrons and staff.

B What is the match ID (for synchronize mode)? — The IT department and the
library must determine the identifier that Alma and the SIS have in common
in order to provide a matching point when synchronizing external users in
Alma with the incoming data from the SIS. This may be the primary
identifier or any other identifier, unique cross-institution or cross-type (see
User Identifiers on page 13). The determined identifier must exist as part of
the input XML of each user, for both new and existing users.

January 2015 15
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NOTE:
Because the determined identifier is used for matching purposes, it cannot
be changed by the loading process.

Match ID - Example

If your institution uses the student ID as the user identifier in the SIS, this ID
type should be defined in Alma as a possible additional identifier.

For example, the User Identifier Type code table (accessible to Ex Libris staff
only) would be configured as follows:

= 01

Student ID

Figure 5: User Identifier Code Table

The student ID is unique cross-institution, so the User Identifier Definition
mapping table (accessible to Ex Libris staff only) would be configured as
follows:

Student ID Across Institution True

Figure 6: User Identifier Definition Mapping Table

In the SIS integration profile, the student ID should be defined as the match
identifier (by selecting it from the Match ID type drop-down list):

Synchranize
Active * @Actve CNon Active

L L_ZanH lak o=
Inpant File Path * patrons
Schedule  Every day 3t 11:00 [=]

Figure 7: Selecting Student ID in Profile Definition

The input file XML should include this identifier for each external user. The
following is an example of the identifier part of a user XML file.

16 January 2015
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<userRecords

xmlns="http://com/exlibris/digitool /repository/extsystem/xmlbeans"
xmlns:xsi="http://www.w3.0org/2001/XMLSchema-instance">
<userRecord>
<userDetails>
<firstName>John</firstName>
<lastName>Smith</lastName>
<status>Active</status>
<userGroup>02</userGroup>
<userName>10002395</userName>
<defaultLanguage>en</defaultlanguage>
<jobTitle></jobTitle>
</userDetails>
<userIdentifiers>

<userldentifier:>
<type>01</type>
<value>10002399</value>

</userIdentifier>

</userldentliriers-

</userRecord>

-</userRecords>

Figure 8: User Identifier in User XML

NOTE:

The identifier code (defined in the User Identifier code table) should be
supplied in the type field.

In this example, during the synchronization process, the system searches for
a user with the 10002399 student ID. The data from the SIS then replaces the
existing data for this user.

IMPORTANT:

The input file should contain the LDAP match identifier (see Defining the
LDAP Profile on page 22) in addition to the SIS match identifier.

The userName tag contains the primary identifier of the user. If the
primary identifier is the match ID, it must always be supplied in the input
file. If it is not the match ID, it should always be supplied for existing
users. For new users, if the primary identifier is not supplied, the system
generates a default one by concatenating the first and last name. If this
value already exists cross-institution, a sequence starting from 0 is added
until no match is found. For example, if a user with the identifier John
Smith already exists, the primary identifier will be John Smith0. If this
user also exists, the primary identifier will be John Smith1.

Where will the zipped input XML files be stored? — You must define a
secure FTP location in which the zipped input XML files will be stored by
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the SIS system and fetched and processed by Alma (see Configuring S/FTP
Definitions on page 219). A separate folder should be defined on the secure
FTP server for each profile. The S/FTP path specified in the SIS profile
should not include the root directory.

For further details on configuring an SIS profile, see Student Information
Systems in the Alma Integrations with External Systems Guide.

The Input File

The input file containing external user information must be in XML format,
adhere to the rules defined in the XSD schema, and contained within a .zip file.

IMPORTANT:
It is recommended to have one zip file, containing a consolidated XML
tile. Note that there is a maximum limit of 50 XML files in one zip file and
a maximum of 20 zip files for each import/synchronization.

Note that the maximum size for a zip file is 4 GB.

The zip file should be placed on a secure FTP server, as defined in the
integration profile (see Where will the input XML files be stored?).

After the file is handled by Alma, its name is changed to <filename>.zip.old.

For an XSD schema, a data dictionary, and an XML sample, see https://
developers.exlibrisgroup.com/alma/integrations/user-management/sis.

NOTE:
You can create sample user files from existing users to assist you in
accurately creating the user file(s) that you want to upload. See the Create
Sample File option in the Student Information Systems section of the
Alma Integrations with External Systems Guide.

Synchronization Workflow

For each external user in the input file, the synchronization job attempts to find
a match according to the defined match identifier (see What is the match ID? on
page 15). All the existing external users are checked, regardless of the SIS to
which they initially belonged. (Internal users are not considered for matching
purposes.)

If no match is found, the synchronization job adds the user as a new external
user or rejects the user, according to criteria selected in the external system
profile. The addition of a new external user is similar to the addition of a new
user via the import mode (see Import Workflow on page 20).

If a match is found (that is, the external user already exists in Alma), all the
external information of the user is replaced as follows:
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B Core information — All the fields are replaced by those in the input file. Only
the following fields are not replaced if they were updated manually (or if
they are empty in the incoming user record): User group, Job title, PIN
number, User language.

B Related segments (identifiers, addresses, phone numbers, email addresses,
notes, blocks, and statistics) — The existing external segments are deleted
and the segments from the input file are added. Internal segments (that were
added manually) are not deleted.

NOTE:
The existing external segments are deleted even if the input user file
contains a list of empty segments.

IMPORTANT:
The synchronization is performed in a “swap all” mode. This means that
all of the existing information is replaced. If a field does not exist in the
input file, it is deleted from the existing user. The input file must therefore
always include all of external user’s information, not only the updated
tields. An exception to this rule are the above-mentioned fields (User
group, Job title, PIN number, and User language), which are not replaced
if they have been updated manually or if they are empty in the incoming
user record.

The synchronization job workflow is illustrated in the following diagram:

Get user from
input xml

Hovwr should un
matched users be
handied? Replace core
(defined he userinformation

exernal interface
Report error

profile)

Report arror
Replace External
sagmants

¥
e

Assign roles

@

-END-

Figure 9: Synchronization Job Workflow

January 2015 19
Ex Libris Confidential



Alma Administration
Chapter 2: Overview of User Management in Alma

Import Workflow

For each external user in the input file, the import job checks the validity of the
information. The validations are similar to those performed when creating a
new user manually.

If an error is found, it is added to the load report (see Error Handling on
page 20) and the user is rejected. The system continues to process the next user
in the input file.

If the user information is valid, a new external user is created with the
information from the input file. Alma assigns roles to the user according to the
role assignment rules (see Configuring Role Assignment Rules on page 127).

IMPORTANT:
Import does not try to match users. It is therefore faster than the
synchronization mode. Use it only when you have a file of users you
know are new.

The import job workflow is illustrated in the following diagram:

Gat userfrom
Inputxml

Reporterror

Figure 10: Import Job Workflow

Error Handling

As described in the synchronization and import workflows above, errors may
occur during loading from the SIS. These errors may be related to the input file
structure or to the user information.

20
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Identifier-related errors cause a user to be rejected. For example, if you are
importing a user whose primary identifier (userName tag in the XML) matches a
primary identifier of one of the existing users, a User rejected on identifier
event is generated:

Ewvents Report

= File parse

Description User rejected on identifier

File parse

1 -1 of 1 Records
Description __Jriename _____ username ___Jparsetype gt |
User Rejected patronload xml Users identifier already exists  userName arangegyw

across Instiution

Figure 11: User Rejected on Identifier Event

NOTE:
The configuration of the Mandatory Fields section (in User Management
Configuration) is not taken into account during the SIS load. This means

that even if a record is missing fields defined as mandatory, it is not
rejected.

For further details on monitoring SIS import/synchronization, see Student
Information Systems in the Alma Integrations with External Systems Guide.

Use Case: Fast Registration

It may happen that a patron comes to the circulation desk and the circulation
desk staff finds that no such user exists in Alma. This can occur, for example, in
the case of a new student whose information was not yet loaded from the SIS.

In such a case, the circulation desk staff can perform a “fast registration” of the
user by creating the user manually as an external user. The user’s information is
updated by the next synchronization.

When using the fast registration process, you must supply the SIS match
identifier. This is information that should be known by the user requiring the
registration.

If the supplied identifier is incorrect, the user information will not be
synchronized. If this occurs, the identifier must be manually corrected.

Authentication of Users in Alma

As described in Introduction — User Accounts, Record Structure, Roles, and

Identifiers on page 9, internal users are authenticated within Alma and external
users are authenticated outside of Alma.
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IMPORTANT:
Users in Alma should generally be external. Only in exceptional cases
(such as for guests in the library) should users be added as internal users
in Alma. Note that your external authentication system must be up and
running before you can begin Alma implementation.

To enable external users to log in to Alma, you must configure where these
users are to be authenticated.

The following two options are supported:
B Authentication in LDAP below
B Authentication Using SAML on page 25

You must also configure Primo users so that they can retrieve Alma user-related
information. For detailed information, see Authentication of Primo Users to
Retrieve Alma Information on page 44.

Authentication in LDAP

The Lightweight Directory Access Protocol (LDAP) is an application protocol
for accessing and maintaining distributed directory information services over an
IP network. Directory services may provide any organized set of records, often
with a hierarchical structure.

The usage referred to here is the authentication of user records.

Defining the LDAP Profile

To authenticate external users in LDAP, an external system profile must be
defined. Only one LDAP profile can be defined for an institution.

Following is a list of the decisions that must be taken when defining a profile:

B  What is the LDAP server? — It is currently possible to define up to three
LDAP servers which will be searched in sequential order until a user is
authenticated. Each of these servers must be active and open for the Alma
client. For information on the ports that should be opened, refer to the
Technical Requirements for Alma Implementation document under
Alma > Implementation in the Documentation Center.

The following command may be used to ensure that the LDAP server is up:

ldapsearch -LLL -h <LDAP server host> -p <LDAP server port> -D
<initial bind user> -w <initial bind password> -b <search base>
uid=<specific user name>
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This command should retrieve all entries on the given host machine, using
the given port, searching in the given base for the given user, using the
initial bind password.

For each of the three LDAP servers, the following should be specified:
B the host name and port of the LDAP server

B that the communication between Alma and LDAP should be performed
using SSL

NOTE:
SSL connections must be secured with a certificate issued by a recognized
certificate authority (such as Comodo, Verisign, or Thawte).

B  whether the communication between Alma and LDAP should be done
using Transport Layer Security (TLS). Note that this requires LDAP
version 3 or later.

B the connection timeout (If not specified, the default is 60000 or one
minute.)

B the initial bind DN
B the initial bind password

B the DN for binding before each search. Use this parameter to specify the
DN when you want to use dynamic password binding instead of a hard-
coded password for the initial bind.

B whether response encoding is required. This setting is used to encode
the LDAP response before sending it back to the calling application. The
only possible value is UTFS.

B  What are the search bases and filters? — The user record is searched in the
LDAP tree, based on the search base and search filter. For each of the three
defined LDAP servers, it is possible to define up to five bases and filters.

If the results of the search base/search filter are not unique (or a zero-size
result), the search step is repeated for the next provided search base/search
filter.

Following is an example of a search base and search filter for querying the
LDAP server. The search base defines the LDAP base to be searched and the
search filter defines the LDAP user.

Search base: o= City University, st=New York ,c=US
Search filter: uid=johndoe

In the above example, if a user named johndoe is trying to log in to Alma,
the LDAP server is searched on the base City University, filtering the results
by uid= johndoe.
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NOTE:
The filter syntax can be any of the following: uid=, uid, or uid=USERNAME.
In all three of these cases, Alma searches for uid=<the entered login
user names>.

B  What is the match ID? — For each of the three defined LDAP servers, the
LDAP user needs to be mapped to a user Alma recognizes.

One of the user attributes that is returned by LDAP should be used as a
matching point in Alma. External users must have an identifier, unique
cross-institution, that matches this attribute. This identifier can be the
primary identifier, or any other identifier that is unique cross-institution.

For example, the LDAP code can return:

sn: Orange

cn: Becky Orange

maillLocalAddress: becky.orange@exlibris.co.il
PortalName: EBSCO

If the cn attribute is defined as a matching point, an external user in Alma
with the Becky Orange identifier should exist. If a user is authenticated in
LDAP, but no matching external user is found in Alma, the user is logged in,
but has permissions to access the default areas only.

For further details on configuring the LDAP profile, see LDAP Support in the
Alma Integrations with External Systems Guide.

The LDAP authentication workflow is illustrated in the following diagram:
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=
w

Up to 3 defined LDAP servers, searched
consecutively until a match is found

Figure 12: LDAP Authentication Workflow

Authentication Using SAML

Security Assertion Markup Language is an XML-based, open standard data
format for exchanging authentication and authorization data between
parties—in particular, between an identity provider and a service provider such
as Alma.

The most important problem that SAML addresses is the Web browser single
sign-on (SSO) problem —that is, a user should be able to sign in once and be
recognized in all other applications without requiring additional authentication.

The SAML specification defines three roles: the user, the identity provider (IDP),
and the service provider (SP).

In the use case addressed by SAML, the user requests a service from the service
provider. The service provider requests and obtains an identity assertion from
the identity provider. On the basis of this assertion, the service provider can
make an access control decision—in other words, it can decide whether to
perform a service for the connected user.
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Before delivering the identity assertion to the SP, the IDP may request some
information, such as a user name and password, from the user in order to
authenticate the user.

Alma supports the SAML 2.0 Web Browser SSO profile. This enables Alma to
exchange authentication and authorization information.

Login to Alma Using SAML - Workflow

1 The user logs in to Alma with the following URL:
https://alma.exlibrisgroup.com/institution/INST CODE/SAML

2 Alma redirects to the IDP and sends an authentication request using the
HTTP-Redirect binding.

3 The IDP performs a single-sign-on check.

4  If the user is not logged in to the IDP, a login page is displayed (this is not
the Alma login page, but the IDP login screen).

5 After the user logs in, the IDP redirects back to Alma with a SAML response,
including an assertion (encrypted or non-encrypted), using the HTTP-POST
binding.

6  Alma retrieves the user name based on the SAML response and logs the
user in.

NOTE:

Local users can still log in internally using the current URL: https:/
alma.exlibrisgroup.com/institution/<INST _CODE>

The SAML authentication workflow is illustrated in the following diagram:
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Figure 13: SAML Authentication Workflow

Logout from Alma Using SAML - Workflow
1 Alma logs the user out and removes the user’s session.

2 (Optionally) Alma redirects to a remote logout page.

Identity Provider Configurations

Before configuring a SAML profile (see SAML-Based Single Sign-On in the
Alma Integrations with External Systems Guide), use the following files to
communicate with the IDP and describe the format Alma requires for a
successful single sign-on:

B the Alma metadata file — see https://developers.exlibrisgroup.com/alma/
integrations/user-management/saml

B sample SAML assertions — see XML Examples on page 34
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Certificate Management

The following steps are required to enable secure SAML 2.0 communication
between Alma and the IDP.

1 Obtain your certificate from the IDP and rename it <INST CODE>.crt.

NOTE:
If copying the certificate from a Web browser, make sure to right-click and
select View Source/View Page Source, then copy from the source of the
page. This ensures that the certificate format is copied correctly.

2 Add the following to the beginning of the certificate:

3 Copy the alma_saml. jks file from https://developers.exlibrisgroup.com/
alma/integrations/user-management/saml to a new file:
alma saml <INST CODE>.jks.

4 Import your certificate into the new JKS file using the following command:

keytool -importcert -file INST CODE.crt -keystore
alma saml <INST CODE>.jks -alias "idp saml jks" -trustcacerts -
storepass p5909206323797881374

NOTE:
If the certificate includes a “chain of trust,” this process needs to be
followed for all the intermediate certificates (see Use Case: Chain of Trust
on page 28 for details).

5 Upload the alma_saml_<INST CODE>.jks file via the SAML profile
configuration user interface (SAML-Based Single Sign-On in the Alma
Integrations with External Systems Guide).

Use Case: Chain of Trust

A hierarchy of trust begins with at least one certification authority —known as
the root authority —that is trusted by all entities in the certificate chain. This can
be an internal certification authority administrator, or an external company or
organization that specializes in verifying identities and issuing certificates. The
root authority then certifies other certification authorities—known as first-tier
certification authorities—that can both issue certificates and certify additional or
second-tier certification authorities. This “hierarchy of trust” is shown in the
following illustration:
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Hierarchy of Trust
Root CA
Tier 1 Tier 1
CA#1 CA#2
Tier 2 Tier 2 Tier 2 Tier 2
CA#3 CA#4 CA#5 CA#6

Figure 14: Hierarchy of Trust Diagram

The identity of the certification authority issuing a certificate is part of a
certificate. This certification authority is known as the certificate’s issuer. When
a certificate’s issuer is a tier 1 or tier 2 certification authority, the receiver of the
certificate can determine whether the certificate’s issuer is certified as a valid
certification authority by a certification authority at a level above it, and that the
higher-level certification authority is certified as a valid certification authority
by an even higher level certification authority. Thus it can be determined that a
chain of trust exists between the lowest level certification authority and the root
certification authority.

For example, in the above illustration, it can be verified that CA #4 was certified
as a certification authority by CA #1, and that CA #1 was certified as a
certification authority by the root CA. Thus, when a certificate from a lower-
level certification authority is passed along with the encrypted message,
information about all of the certificates in its chain of trust up to the root is
transferred along with it.

To upload a certificate that includes a chain of trust:

1 Perform Step 1 to Step 3 in the above procedure (under Certificate
Management).

2 Perform Step 4 (under Certificate Management) once.

3 Open the INST CODE.crt file. For example:

January 2015 29
Ex Libris Confidential



Alma Administration
Chapter 2: Overview of User Management in Alma

Certificate

Certification Path

Certification path
@ USERTrust

View Certificate

Certificate status:

’Tnis certificate is OK.

Learn more about certification paths

Figure 15: Example of INST_CODE.crt File

4 Double-click each of the intermediate certificates (in the above example,
TERENA and UTN). Each opens a separate certificate.
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Certificate @

| General | Details |Cerh’ﬁmﬁon Path

Shaow: ’qAJI:: vl
Field Value il
D\l'ersion W3 -
=] serial number 4B 1403207 facaad ... |
DSignamre algorithm shalRSA
BSignature hash algorithm shal
Dlssuer UTN-USERFirst-Hardware, htt...
BValid from Manday, May 18, 2009 3:00:0...
[=] valid to Saturday, May 30, 2020 1:48:...
=l & ihiart TERFMA 851 A TFRFMA NI i

Edit Froperties. .. ]‘ﬂ Copy to File... ,

Learn more about certificate detsils

Figure 16: Certificate Details

5 Copy the intermediate certificate to a new .crt file

6 For each certificate, repeat Step 4 (in the previous procedure, under
Certificate Management) to import the .crt files to the JKS under a new
alias.

For example, in the above illustration, there are two intermediate
certificates:

B keytool -importcert -file TERENA.cer -keystore
alma_saml_ 44MAN_ INST.jks -alias "CAl" -trustcacerts -
storepass p5909206323797881374

B keytool -importcert -file UTN-USER.cer -keystore
alma saml 44MAN INST.jks -alias "CA2" -trustcacerts -
storepass p5909206323797881374

After you have performed the above procedure, the JKS file includes all the
certificates of the trust chain.

7  Perform Step 5 (under Certificate Management).
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Defining the SAML Profile

To authenticate external users using SAML, an external system profile must be
defined. Only one SAML profile can be defined for an institution.

Following is a list of the decisions that must be taken when defining a profile:

What is the IDP? — You must specify the IDP issuer, as well as the IDP login
URL, which is the URL to which Alma redirects for login. It is also possible
to specify a logout URL to which Alma redirects after a user has logged out.
To do so, use the IDP login URL from the
urn:oasis:names:tc:SAML:2.0:bindings:HTTP-Redirect attribute and
the IDP Issuer from the entityID attribute of the IDP’s metadata file.

What is the match ID? — One of the user-related details that are returned by
the IDP should be used as a matching point in Alma. The IDP returns an
assertion with two parts:

B asubject part that includes a NameID or NameIdentifier element

B an attribute part that includes a list of user-related attributes
(phoneNumber, mailAddress, and so forth)

The user match identifier may be located in the NameID element, or in one of
the attributes. When defining the SAML profile, you must specify the user
ID location. The user ID can be located in one of the following;:

B the NameIDelement of the Subject statement
B the Attribute element (in which case, the attribute must be specified)

External users must have an identifier, unique cross-institution, that
matches this data. This identifier can be the primary identifier, or any other
identifier that is unique cross-institution.

For example, the IDP can return the following assertion:

<saml :Assertion>
<saml: Subjects>
<saml :NameID SPNameQualifier="https://
eu.alma.exlibrisgroup.com/mng/login"
Format="urn:oasis:names:tc:SAML:2.0:nameid-
format:uri">73b393827e543cc2d8abe6f0c3df889£f835b7e43</saml : NameID>
</saml:Subject>
<saml :AttributeStatement>
<saml :Attribute Name="cn"
NameFormat="urn:oasis:names:tc:SAML:2.0:attrname-format:uri">
<saml:AttributeValue xsi:type="xs:string">Becky Orange </
saml :AttributeValue></saml :Attribute>
<saml :Attribute Name="telephoneNumber"
NameFormat="urn:oasis:names:tc:SAML:2.0:attrname-format:uri">
<saml:AttributeValue xsi:type="xs:string">12345</
saml :AttributeValue></saml:Attribute>

</saml :AttributeStatement>
</saml :Assertion>
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If the telephoneNumber is used as a matching point, the SAML profile
definitions should be as follows:

SAML Definitions
IDP Issuer * hitps:/fidp.server.com/fidp/shibboleth
IDP Login URL * htEs:mdE,sewer.cowidErEroﬁle!SAML2fRedirea|'SSO
User ID Location * User ID is in an Attribute element [3
User ID Attribute Name * telephoneNumber

IDP Logout URL | http:imy.app.com/Shibboleth.sso/Logoutf

Upload Certificate 1 7]

Figure 17: SAML Profile Definitions When telephoneNumber Used as Matching Point

If the NameID is used as a matching point, the SAML profile definitions
should be as follows:

SAML Definitions
IDP Issuer * hitps:/fidp.server.com/fidp/shibboleth
IDP Login URL * https:/fidp.server.comfidp/profile/SAML2/Redirect/SSO

User ID Location * User ID is in the Nameldentifier element of the Subject statement B

IDP Logout URL | hitp:/imy/app/com/Shibboleth.ssollogout

Upload Certificate E

Figure 18: SAML Profile Definitions When Nameld Used as Matching Point

For further details on configuring the SAML profile, see SAML-Based Single
Sign-On in the Alma Integrations with External Systems Guide.
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XML Examples
B Alma Metadata Template Example:

<?xml version="1.0" encoding="UTF-8" ?>
- <md:EntityDescriptor
xmlns:md="urn:oasis:names:tc:SAML:2.0:metadata"
ID="_ a7b6d339daS601692b0eda5ed476cc3d7ae4dcas"
entityID="https://###SERVER DOMAIN###/mng/login">
- <md:SPSSODescriptor
protocolSupportEnumeration="urn:oasis:names:tc:SAML:2.0:proto
col urn:oasis:names:tc:SAML:1.1:protocol
urn:oasis:names:tc:SAML:1.0:protocol">
- <md:Extensionss>

<init:RequestInitiator
xmlns:init="urn:oasis:names:tc:SAML:profiles:SS0O:request-
init" Binding="urn:oasis:names:tc:SAML:profiles:SSO:request-
init" Location="https://###SERVER DOMAIN###/Shibboleth.sso/
Login" />

<init:RequestInitiator
xmlns:init="urn:oasis:names:tc:SAML:profiles:SSO:request-
init" Binding="urn:oasis:names:tc:SAML:profiles:SSO:request-
init" Location="https://###SERVER DOMAIN###/Shibboleth.sso/
WAYF" />

<init:RequestInitiator
xmlns:init="urn:oasis:names:tc:SAML:profiles:SSO:request-
init" Binding="urn:ocasis:names:tc:SAML:profiles:SSO:request-
init" Location="https://###SERVER DOMAIN###/Shibboleth.sso/
DS" />

<idpdisc:DiscoveryResponse
xmlns:idpdisc="urn:ocasis:names:tc:SAML:profiles:SSO:idp-
discovery-protocol"
Binding="urn:oasis:names:tc:SAML:profiles:SS0O:idp-discovery-
protocol" Location="https://###SERVER DOMAIN###/
Shibboleth.sso/DS" index="1" />

</md:Extensions>
- <md:KeyDescriptors>
- <ds:KeyInfo xmlns:ds="http://www.w3.0rg/2000/09/xmldsig#">

<ds:KeyName>###SERVER DOMAIN###</ds :KeyName>
- <ds:X509Data>
<ds :X509SubjectName>CN=###SERVER_DOMAIN###</
ds:X509SubjectName>
<ds:X509Certificate>MIIEUDCCArigAwIBAgIEUWQ+bzANBgkghkiGOw0OBA
QUFADBMQswCQYDVQQOGEwJJTDESMBAGA1UE
CBMJSmVydXNhbGVEMRIWEAYDVQQHEW1KZXJ1c2FsZWOXETAPBgNVBAOTCEV4b
GlicmlzMQOwCwYD
VQQLEWRBbG1hMREWDWYDVQQDEWhTQUIMIEpLUZzAeFw0OxMzAOMDkxXNjEOMz1laF
w0yMzAOMDcxNjEO
Mz1aMGoxCzAJBgNVBAYTAkK1MMRIWEAYDVQQIEW1KZXJ1c2FsZWOXEjAQBgNVB
AcTCUplcnVzYWx1
bTERMA8SGA1UEChMIRXhsaWJyaXMxDTALBgNVBASTBEFSbWEXETAPBgNVBAMTC
FNBTUwgSktTMIIB
0jANBgkghkiG9wOBAQEFAAOCAYSAMIIBigKCAYEAKZEP11/
7z1Bnl fvByEfwmvkEeWdS4h0500wh
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QeaSyLAeIQLNBvvVOAL+yrnHUCQhdXtuKcB2KP1hHKORuUj T/
AoyX5KaV6i0+afUWdMfePg6nHRXhg /
Efpkg4pzglsuDRN1Y36nloFU39LHMTDOm6fc6cli5/
hvOmSgEI3rwTQRYKxe3gt 7¥x2HCnyehxd
EMYxxLgTUst+fnDv1J8XSeLcIgwMe8S65tDQIDxCSuUmMDGIgLv4mHIe INKbAaX
3boeDKXM0cj 7k1M
AO0ppD]jXZiYeTeM11lc3A9YNHNosQPNO3vK12Z38Qtg5wBIfGKxbI9mmO5171iLp
ZWwOppnW0VuxOuz
UoIRRgM8HIOIc4MdrHrOBpdk]jTdiC5P6Dy9CVPsKAL53L201lwlWtv0OfAljQ1Zd
7tABvUj zOHDI+0G LmP5JKt42Prl1xQtA3HEmM6Gdi7CMcl1BAFqOb/ /
Xt 9fmCh608ElxXr4p70qU48ShZAXj5G1oykPWWLO Z9/
Jf106wQ4 fK5ePxhapAgMBAAEWDQYJKoZ IhveNAQEFBQADggGBAI fkCOJbJuch
cJJOQValRyw6
T5MDAOS81uZW8MyFR1IBI9bBOCfcM0BcddzFsWAGs1gQra8XWpTQXUrkyY+Ugt
5pM1fIupPciVoeC JcK899u+5RM5D6gP5HPC/
yce3IKyHg91S1Gq3nUynaMsRUgGPHZ5r ] sXoFg+wYbfT6fDcO+cady80 I/
mrGezTRI WoWWDkVX4R zUZgk 8DqwIMyt £0dUzhml 7gKfdoJyP7+ScfhEkwrilz
inIJ+Drn71Qdw xCofIkXed/
211GWekavHYf+wCINX2m7zrsl7u0pBdbvOrgB54xJ9Jd03tK1lyFs7k871A702
qwCOx kOQ1PmbzjBji8NOq05yfUEHZKG/13mPfj25HTLgLQ8M8Qs87S/H/
21A7QhxVaWc0V7kPWolyIEOK
YVnXbHy4Hw2on+dcwH7wPLItCneryp8rM1WRSE+Xs7Q3F7NVAvvEPrcXUfxwe
7jc3NQEGPGESNn2Z CdcD8SQNPBymdG0572nebb4AhmBR2PN4Eg==</
ds:X509Certificate>

</ds:X509Data>

</ds:KeyInfo>

</md:KeyDescriptor>
<md:ArtifactResolutionService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:SOAP"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/
Artifact/SOAP" index="1" />

<md:SingleLogoutService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:SOAP"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SLO/
SOAP" />

<md:SingleLogoutService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-Redirect"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SLO/
Redirect" />

<md:SingleLogoutService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SLO/
POST" />

<md:SingleLogoutService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-Artifact"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SLO/
Artifact" />

<md :ManageNameIDService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:SOAP"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/NIM/
SOAP" />
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<md :ManageNameIDService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-Redirect"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/NIM/
Redirect" />

<md :ManageNameIDService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST"
Location="https://###SERVER DOMAIN###/mng/pdsHandleLogin" />

<md :ManageNameIDService
Binding="urn:oasis:names:tc:SAML:2.0:bindings :HTTP-Artifact"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/NIM/
Artifact" />

<md:AssertionConsumerService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST"
Location="https://###SERVER DOMAIN###/mng/pdsHandleLogin"
index="1" />

<md:AssertionConsumerService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST-
SimpleSign" Location="https://###SERVER DOMAIN###/
Shibboleth.sso/SAML2/POST-SimpleSign" index="2" />

<md:AssertionConsumerService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-Artifact"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SAML2/
Artifact" index="3" />

<md:AssertionConsumerService
Binding="urn:oasis:names:tc:SAML:2.0:bindings:PAOS"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SAML2/
ECP" index="4" />

<md:AssertionConsumerService
Binding="urn:oasis:names:tc:SAML:1.0:profiles:browser-post"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SAML/
POST" index="5" />

<md:AssertionConsumerService
Binding="urn:oasis:names:tc:SAML:1.0:profiles:artifact-01"
Location="https://###SERVER DOMAIN###/Shibboleth.sso/SAML/
Artifact" index="6" />

</md:SPSSODescriptor>

</md:EntityDescriptors>
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Authentication Request XML Example:

<?xml version="1.0" encoding="UTF-8" ?>
- <samlp:AuthnRequest AssertionConsumerServiceURL="https://
alma.exlibrisgroup.com/mng/pdsHandleLogin"
Destination="https://idp.example/idp/profile/SAML2/Redirect/
SSO" ForceAuthn="false" ID="3D7269750B960FEF2E4471446CBC2A94"
IsPassive="false" Issuelnstant="2013-05-06T11:01:47.1102Z"
Version="2.0"
xmlns:samlp="urn:oasis:names:tc:SAML:2.0:protocol">
<saml:Issuer
xmlns:saml="urn:ocasis:names:tc:SAML:2.0:assertion">https://
alma.exlibrisgroup.com/mng/login</saml:Issuer>
<saml2p:NameIDPolicy AllowCreate="true"
Format="urn:oasis:names:tc:SAML:2.0:nameid-format:transient"
SPNameQualifier="https://alma.exlibrisgroup.com/mng/login"
xmlns:saml2p="urn:oasis:names:tc:SAML:2.0:protocol" />
</samlp:AuthnRequest>
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B Assertion XML Example:

<?xml version="1.0" encoding="UTF-8" ?>
- <saml2:Assertion ID="_2a2b834fb8ffcll00ecbdbc437af2ddad"
IssueInstant="2013-05-06T11:05:14.437Z" Version="2.0"
xmlns:saml2="urn:oasis:names:tc:SAML:2.0:assertion">

<saml2:Issuer Format="urn:oasis:names:tc:SAML:2.0:nameid-
format:entity">urn:mace:incommon:example.idp</saml2:Issuer>
- <saml2:Subjects>

<saml2:NameID Format="urn:oasis:names:tc:SAML:2.0:nameid-
format:transient"
NameQualifier="urn:mace:incommon:example.idp"
SPNameQualifier="https://alma.exlibrisgroup.com/mng/
login"> 8691d18b7d7755ae14785dad13b21590</saml2: NameID>
- <saml2:SubjectConfirmation
Method="urn:ocasis:names:tc:SAML:2.0:cm:bearer">

<saml2:SubjectConfirmationData Address="212.179.71.70"
InResponseTo="3D7269750B960FEF2E4471446CBC2A94 .app0l.prod.alm
a.dc04 .hosted.exlibrisgroup.com:1801" NotOnOrAfter="2013-05-
06T11:10:14.437Z" Recipient="https://alma.exlibrisgroup.com/
mng/pdsHandleLogin" />

</saml2:SubjectConfirmations>

</saml2:Subject>
- <saml2:Conditions NotBefore="2013-05-06T11:05:14.4372Z"
NotOnOrAfter="2013-05-06T11:10:14.437Z2">
- <saml2:AudienceRestriction>

<saml2:Audience>https://alma.exlibrisgroup.com/mng/login</
saml2:Audiences>

</saml2:AudienceRestrictions>

</saml2:Conditions>
- <saml2:AuthnStatement AuthnInstant="2013-05-
06T11:05:14.1282"
SessionIndex="45cb2f13c99767996e5973656b3eb87d4a7e9844b424118
35¢1373916628db08" >

<saml2:SubjectLocality Address="212.179.71.70" />
- <saml2:AuthnContexts>

<saml2:AuthnContextClassRef>urn:oasis:names:tc:SAML:2.0:ac:cl
asses:unspecified</saml2:AuthnContextClassRef>
</saml2:AuthnContext>
</saml2:AuthnStatement>
- <saml2:AttributeStatement>
- <saml2:Attribute FriendlyName="givenName"
Name="urn:0id:2.5.4.42"
NameFormat="urn:oasis:names:tc:SAML:2.0:attrname-format:uri">
<saml2:AttributeValue xmlns:xs="http://www.w3.org/2001/
XMLSchema" xmlns:xsi="http://www.w3.o0rg/2001/XMLSchema-
instance" xsi:type="xs:string">John</saml2:AttributeValue>
</saml2:Attribute>
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- <saml2:Attribute FriendlyName="eduPersonPrincipalName"
Name="urn:0id:1.3.6.1.4.1.5923.1.1.1.6"
NameFormat="urn:oasis:names:tc:SAML:2.0:attrname-format:uri">

<saml2:AttributeValue xmlns:xs="http://www.w3.org/2001/
XMLSchema" xmlns:xsi="http://www.w3.o0org/2001/XMLSchema-
instance" xsi:type="xs:string">johndoe@example.idp</
saml2:AttributeValue>

</saml2:Attribute>
- <saml2:Attribute FriendlyName="cn" Name="urn:0id:2.5.4.3"
NameFormat="urn:oasis:names:tc:SAML:2.0:attrname-format:uri">

<saml2:AttributeValue xmlns:xs="http://www.w3.org/2001/
XMLSchema" xmlns:xsi="http://www.w3.o0rg/2001/XMLSchema-
instance" xsi:type="xs:string">John Doe</
saml2:AttributeValue>

</saml2:Attribute>

</saml2:AttributeStatement>

</saml2:Assertion>
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B Encrypted Assertion XML Example:

<?xml version="1.0" encoding="UTF-8" ?>
- <saml2p:Response
xmlns:saml2p="urn:oasis:names:tc:SAML:2.0:protocol"
Destination="https://alma.exlibrisgroup.com/mng/
pdsHandleLogin" ID=" bee02d0778f4433df42e96aa6aa827d8"
InResponseTo="3D7269750B960FEF2E4471446CBC2A94 .app0l.prod.alm
a.dc04 .hosted.exlibrisgroup.com:1801" Issuelnstant="2013-05-
06T11:05:14.437Z" Version="2.0">

<saml2:Issuer
xmlns:saml2="urn:oasis:names:tc:SAML:2.0:assertion"
Format="urn:oasis:names:tc:SAML:2.0:nameid-
format:entity">urn:mace:incommon:example.idp</saml2:Issuer>
- <ds:Signature xmlns:ds="http://www.w3.0rg/2000/09/
xmldsig#">
- <ds:SignedInfos>

<ds:CanonicalizationMethod Algorithm="http://www.w3.org/
2001/10/xml-exc-cl4n#" />

<ds:SignatureMethod Algorithm="http://www.w3.0org/2000/09/
xmldsig#rsa-shal" />
- <ds:Reference URI="# bee02d0778f4433df42e96aa6aaB827d8">
- <ds:Transforms>

<ds:Transform Algorithm="http://www.w3.0rg/2000/09/
xmldsig#enveloped-signature" />

<ds:Transform Algorithm="http://www.w3.0rg/2001/10/xml-exc-
cl4an#" />

</ds:Transforms>

<ds:DigestMethod Algorithm="http://www.w3.0rg/2000/09/
xmldsig#shal" />

<ds:DigestValue>P/7JHHRnLT4ptnaG+pOIlyiCDBMA=</
ds:DigestValue>

</ds:References>

</ds:SignedInfo>

<ds:SignatureValue>EOPFOOexwoN0s7w8FCoyc9NzdctUQjZpXn/
YrsdTWGanOiN9sxFghSHZdcfxcNe/
n3JZaEKnQQoglmg0YLO0zr31vxIj7d1lyNy4xYsokR7kUeWS8UPH/
GOVnoUEuUQ+bKPQsszJU2ab9ykkNe5WeVguFk7RQsOKJeDFPt Thoypgeudh7+C
+Rf8glICwtrcZpWnbNEfDHHOVTC86tzlreKsl0jgL+pGRDGKfa9VKmwbYBpeou
WR1lePILugwwSw/
8kP3r1hpLONOKgN]170mjMZQyoEQ6X1zn06X4jvb2phUF57 Z+qTj z3HIZWW5Z
+hNbA+8LFOXF6gxXD0/GFMLO9FeZIdQ==</ds: SignatureValue>
- <ds:KeyInfo>
- <ds:X509Data>
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<ds:X509Certificate>MIIBnTCCAQYCAQAWXTELMAKGA1UEBhMCUOCXETAPB
gNVBAOTCEOyQ3J5CcHRVMRIw
EAYDVQQDEw1sb2NhbGhve3QxJzA1BgkghkiGIw0BCQEWGGFKkbW1uQHN1cnZlc
i51
eGFtcGx1LmRvbTCBnzANBgkghkiGO9wOBAQEFAAOB]QAWgYKCgYEAr1nYY1Qrl
1llr uB/
FgqlCRrr5nvupdIN+3wF7g915tvEQoc74bnu6b8IbbGRMhzdzmvQ4SzFEVEAUM
MuTHeybPg5th7YDrTNizKKxOBngE2KYuX9X22A1Kh4 9soJJFg6kPb9MUgiZBi
M1lv
tb7K3CHfgw5SWagWnL18Lb+ccvKZZ1+8CAWEAAAAAMAOGCSGSIb3DQEBBAUAA
4GB AHpORpP5YS55CZpy+wdigQEwjL/
wS1luvo+WjtpvPOYoBMJu4VMKeZi4 05R7080Ewil
PdlrrliKNknFmHKIaCKTLRcU59ScA6ADEIWUzgmUzP5Cs6jrSRo3NKfglbd0o9
D1K 9rsQkRc9UrvImRBIsredGnYECNeRaK5R1yzpOowninXCx</
ds:X509Certificate>

</ds:X509Data>

</ds:KeyInfo>

</ds:Signature>
- <saml2p:Status>

<saml2p:StatusCode
Value="urn:oasis:names:tc:SAML:2.0:status:Success" />

</saml2p:Status>
- <saml2:EncryptedAssertion
xmlns:saml2="urn:oasis:names:tc:SAML:2.0:assertion">
- <xenc:EncryptedData xmlns:xenc="http://www.w3.0rg/2001/04/
xmlenc#" Id=" 95a5e7589a27aa906fa69d1fff63e5b2" Type="http://
www.w3 .0rg/2001/04/xmlenc#Element " >

<xenc:EncryptionMethod Algorithm="http://www.w3.0rg/2001/
04 /xmlenc#aesl28-cbc" xmlns:xenc="http://www.w3.o0rg/2001/04/
xmlenc#" />
- <ds:KeyInfo xmlns:ds="http://www.w3.0rg/2000/09/xmldsig#">
- <xenc:EncryptedKey Id=" c64d9592a7d3b5831617d0b561£fb9b08"
xmlns:xenc="http://www.w3.0rg/2001/04/xmlenc#" >
- <xenc:EncryptionMethod Algorithm="http://www.w3.org/2001/
04/xmlenc#rsa-ocaep-mgflp" xmlns:xenc="http://www.w3.org/2001/
04/xmlenc#">

<ds:DigestMethod Algorithm="http://www.w3.o0rg/2000/09/
xmldsig#shal" xmlns:ds="http://www.w3.0rg/2000/09/xmldsig#" /
>

</xenc:EncryptionMethod>
- <ds:KeyInfo>
- <ds:X509Data>
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<ds:X509Certificate>MIIEUDCCArigAwIBAgIEUWQ+bzANBgkghkiGOw0OBA
QUFADBgMQswCQYDVQQGEwJJTDESMBAGA1UE
CBMJSmVydXNhbGVEMRIWEAYDVQQHEW1KZXJ1c2FsZWOXETAPBgNVBAOTCEV4b
GlicmlzMQOwCwYD
VQOLEWRBbG1hMREWDwYDVQODEWhTQUIMIEpLUzAeFw0xMzAOMDkxNjEOMz1laF
w0yMzAOMDcxNjEO
Mz1aMGoxCzAJBgNVBAYTAk1MMRIWEAYDVQQIEW1KZXJ1c2FsZWOXEjAQBgNVB
AcTCUplcnVzYWx1
bTERMASGA1UEChMIRXhsaWJyaXMxDTALBgNVBASTBEFSbWEXETAPBgNVBAMTC
FNBTUwgSktTMIIB
0jANBgkghkiG9wOBAQEFAAOCAYSAMIIBigKCAYEAKZEP11/
7z1Bnl fvByEfwmvkEeWdS4h0500wh
QeaSyLAeIQLNBvVOAL+yrnHUCQhdXtuKcB2KP1hHKORuUj T/
AoyX5KaVe6iO+afUWdMfePg6nHRXhg /
Efpkg4pzglsuDRN1Y36nloFU39LHMTDOm6fc6cli5/
hvOmSgEI3rwTQRYKxe3gt 7¥x2HCnyehxd
EMYxxLgTUst+fnDv1J8XSeLcIgwMe8S65tDQIDxCSuUmMDGIgLv4amHIe INKbAaX
3boeDKXM0cj 7k1M
AO0ppD]jXZiYeTeM11lc3A9YNHNosQPNO3vK12Z38Qtg5wBIfGKxbI9mmO5171iLp
ZWwOppnWoVuxOuz
UoIRRgM8HIOIc4MdrHrOBpdk]jTdiC5P6Dy9CVPsKAL53L201lwlWtv0fAl1jQ1Zd
7tABvUj zOHDI+0G LmP5JKt42Prl1xQtA3HEmM6Gdi7CMcl1BAFqOb/ /
Xt 9fmCh608Elxr4p70qU48ShZAXj5G1oykPWWLO Z9/
Jf106wQ4 fK5ePxhapAgMBAAEWDQYJKoZ IhveNAQEFBQADggGBAIfkCOJbJuch
cJJOQValRyw6
T5MDAOS81uZW8MyFR1IBI9bBOCfcM0BcddzFsWAGs1gQra8XWpTQXUrkyY+Ugt
5pM1fIupPciVoeC JcK899u+5RM5D6gP5HPC/
yc3IKyHg91S1Gg3nUynaMsRUgGPHZ5r] sXoFg+wYbfT6fDcO+cady80 I/
mrGczTRIWoWWDkVX4RzUZgk8DgwTMyt £0dUzhml 7gKfdoJyP7+ScfhEkwrilZ
inIJ+Drn71Qdw xCofIkXed/
211GWekavHYf+wCINX2m7zrsl7u0pBdbvOrgB54xJ9Jd03tK1lyFs7k871Aj02
qwCOx kOQ1PmbzjBji8NOq05yfUEHZKG/13mPfj25HTLgLQ8M8Qs87S/H/
21A7QhxVaWc0V7kPWolyIEOK
YVnXbHy4Hw2on+dcwH7wPLItCneryp8rM1WRSE+Xs7Q3F7NVAvvEPrcXUfxw6
7jc3NQEGPGESNn2Z CdcD8SQNPBymdG0572nebb4AhmBR2PN4Eg==</
ds:X509Certificate>

</ds:X509Data>

</ds:KeyInfo>
- <xenc:CipherData xmlns:xenc="http://www.w3.org/2001/04/
xmlenc#" >
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<xenc:CipherValue>LKGT62wPwaB30jyBpRhiNxvnS2vdRjtjAFfVSGDhriG
g0kgwh5n04KyTblTRryqfbjQ36B6MejDiMulnlX+R4fYZ3KWT81i7mRX9Pbo3t
/xRr6H5BMOEYJ5eBZ1iViUwyEgME 9/
nyeb4t0jKeAORRygwJ+1pyCP4bGB5gcN6pyTi5ZJIZzMNKerOCHKZY /
YVybvRq/gqMRP700cOamgv4GsmrizZUOFhI /
hc30K7AVE+gS23goFQcTxZHG2CEcujdRePx0CWv1TUmpkgaW7kD/ +V++/
vyVXznc3uYFKsJCkpmH7gXpf 8ppDNVv1E6HGFX+/
9D5aK1gDhgA9X1IpXI1QomOleALMN11/
alcHVw71kZ4K6MXrdQrX5Qtnh+PpGXtY6KE1k8MgN1OI /
QTzAlcqgLBo+LJIpFTCBTIgmznCn7gr77FW1E4AWUuw3ODORmt 9LM6 02T90FA2PE
4WOs0TM1cggMQKSmX30HZmRY /R1bK3uQNu9zF9111j8p48gK5byZZj6éu</
xenc:CipherValues>

</xenc:CipherDatas>

</xenc:EncryptedKey>

</ds:KeyInfo>
- <xenc:CipherData xmlns:xenc="http://www.w3.0rg/2001/04/
xmlenc#"><xenc:CipherValue>JyAiWOIiNAbgDLc89VEIfkYeM8gk3onxwe
RebJdD70T5wILk00jbagvQU6z0s2Q2FsvFghYxxowyufOc0rdS7hKviGsQxuGE
+rYDDXghP2GAcVGoJsFNt4Ha6t5GT1ufCeL+WZCKsLrth5EGIJTXNuWjGtortk
X8boc6Y1VIQ1xPjb5RM6W1POalb7Ky4ZJArjTofiI0udgNU7IasLKshydai2y
6xro+gJOFK5NwgOa3ug8QPZ8su3Q/HQgcTeYzifAOgtnp7/n/
GF2Ca0A8dWW6Ky8f2QQBOmM7WWOLbV1£fvV19/
alszrINjWumfArS8B7Xxdzaw6S9PYfTVcj33Ee8E281VEfY0ZprhSxAEgsh3X
8DPfrX8HVEEtQ5TEat FCATHMeQKPNyrDag6pAvysB32mOcCxP80nhgc9mWw5K
F4u9wpCRYtS020zhNBZMwFt /
JtHeQ292WRNxaIphgD7gCeGuYdFEcru0CYNviiNPez5IDOC6UZUglz1ZKgVeO
Jaw4Lf fA7nGEteMe6 LbEPcyRGggGSeMmN6uAlilryI40eQqIOkKkUESqOGBz0CO
OTSEfY00Z1C0czx66Frh6wf7PSrwgsOFS1601zd+JxU9wwaalR/
w2EW] jyMxP99b51TDipdhQS75VnYIUmX3 TwdvEF7W3WXZGaO0FY8cVIgpP4 INf
1ROY3SSROWVFAfwtHXv3LiBRp0O1x6jXVHbp8NTSn+q7JGbDI /
mzi5+g5avuzg2yHFPV4620dp38psmi80urzfo/
bzrHZFuTeAV8CPPdZ+Hjgi5UN6Ru5CcynPcAnalv4 jXupvuQl8kW9ozYJI3VRNk
BvBZi2FQfD4Zh/4ThGKOT5swrS0yJ/
Vxt71YHLO9SzrvEj7TcKuxPkulvgDniku5ugxlaFNKmOREXwIFVVt90z2I6ggp
6UdFam9epMMbsncxbJadE1Dd1Q440LavyobUDd1z2+FaUJfzMFDkB54Ng8zel
YoMHHB3g7Jdmt80ucatHo7SKSXrLBDOTgZxXLXW7V54tDhITI+ptFINXINBHEpPK
6LWrn31ZUUBSg7w]jZeDzr6x0SF1KJIL+p9f/
adEsWgVkunS4r4ABsdqdwdp2Lh4Z7kc5kwK7wQlgtonRkvdrySS4 zGZPyxFKI
PY+tcMKIMxQE644vKIg3Ezg/
60A91gGPgRL5g1JF4zCzyRPFpuSdlYxviWnjmdr7IBDicInKJyu6H4vsXKWEOW
TIR3Z70KhCoOXi1leUPvzgEV1TZLkST62aAe4npwTxunOpaknXK7dal+tWROyp
GFkCkmrQQGm7VwBs+GJIYhs6WEVY5+1IQD3x5ST1mI/dXN5CeTOCdik887k/
nF/ReCANrPDBik/nFmCVFzkjxyAlyvohj/x/
g7WO0XmhVRDVXIMwCGoC2j03NRGDUN6apPAVrdX4bwll40ZEscsuyTH3IxcDNr
199gc3rHDP1s4HOiUEQWD] sEfPdft1N18coMZ7Magx500/n+1RQA4V/
7VDrAUKw5Y6A80mIgmg5yrSwg+ti5kXt9ZTgd5IgicY/
3jfjWzNK784ECjHux13uGsb2twAdXECN6uBsSVoN1GA++7KG1BN11HRQCCLER]
egXXvmQ6zx1rBla6S3aS7mKFPWuA3wuivg+8DTDUO/
nGeFrR3Q8AgleecmPVEd8oR2Z3xf+zXuHPybV6scmlm4ékAuczw2 IgLDx0O0]jGh
CgjRWsNLrAOE2Cs1QerpFbdneLbCOu5Esv4QTi6LIMWA4hYsjx]j188fkkTT8E
tpc9GA
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+hmzHg9H5USERrDX34WTBiaEbD92r9xmigqg/2QTuWnzz5Wprn3u/
Ngg57VzjmYkKWBYbAP61U7vokoqVIDt uPGSZFhAFpk /
098L1jWlhnj68acoKPZCBvr2DBs713v7sUk4h/
HbYZVXWPGFi+Xs1gGRLj2SfAj2T9/
e3AuBp43k046rugVvCOenoQrp9j7ZzecTF8AgNdul 7ecLn8YUU6xTb8RoerIm
hi9iUSQQWu8fImMVNC2cm2Isvko01AaUQyl1HAONVODO9FmMZ51iszdSx6V1BQUZ6
peu2XndsglCNIo0BAIpkXyIUge7yiNpxaPTchKhlYQziS+MrLN+dF /
YYf9FSeQlpdVwh7Xk9aFCHkBk89ydkQb4L.UhnVu5aAgqrgqlw0Qb+110PXglztR
nLw5VDx+C7+QuT1z11/XGnK22U75Z+3zftGA1pTSM5c/
wF0lcisO0rd6RZzosyl6voCeP2LVhDKWAVCMVYb+62wyvxyw59ZgBYNF9j6L63
yVvxGIHGHuU4 3enoNMMe /

4hzr87M+HAf5VVBrs9e5FiMGBl 7fRCy4yaZEbTU7QeIYS5IiNTt 0rCcIPwgEwq
VNE20onXD7ISYWouWebO603IoNBHiT]j6pN7rx2btmFKalrk7L8bbArDcOHR810
chAfY6ynuW40X9CV09JgHnek /
tknxyO0wwBgPOcKMwTpHUBLzZZzPa43A0C1CRz30VNCps7Lzwx559BLK5p/
XdWbHPkORkUaXVs1lUiLgUa09jEE7AQqYdjmXvNsZTim7bwZvgi3legQ4bWo674k
jmirG4hI18rQ2vw096 ILbgCLJIg+P007 ImgyOMUAKNUDTTMOprVCI 1DguW/
ccYkJ70C31kWwE10iW40c2U8AUZ98EXAeXy7xdprDVLVEVAENXVLNIssNsYSO
SmocgHRaKoDkehjBxd9Tax1lgqvHI3moaN3Q5gt5I45k0ZxhS7I1kbG4S+hmzHg
9H5USERrDX34WTBiaEbD92r9xmigq/2QTuWnzz5Wprn3u/
Ngg57VzjmYkKWBYbAP61U7vokoqVIDt uPGSZFhAFpk /
098L1jWlhnj68acoKPZCBvr2DBs713v7sUk4h/
HbYZVXWPGFi+Xs1gGRLj2S£Aj2T9/
e3AuBp43k046rugVvCOenoQrp9j7ZzecTF8AgNdul 7ecLn8YUU6xTb8RoerIm
hi9iUSQQWu8fImMVNC2cm2Isvko01AaUQy1HAONVODO9FmMZ51iszdSx6V1BQUZ6
peu2XndsglCNIo0BA9pkXyIUge7yiNpxaPTchKhlYQziS+MrIN+dF/
YY£9FSeQlpdVwh7Xk9aFCHkBk89ydkQb4 L. UhnVu5aAgqrgqlw0Qb+110PXglztR
nLw5VDx+C7+QuT1z11/XGnK22U75Z+3zftGA1pTSM5c/
wF0lcisO0rd6RZzosyl6voCeP2LVhDKWAVCMVYb+62wyvxyw59ZgBYNF9j6L63
yVvxGIHGHuU4 3enoNMMe /

4hzr87M+HAf5VVBrs9e5FiMGBl 7fRCy4yaZEbTU7QeIY5IiNTt 0rCcIPwgEwWg
VNE20onXD7ISYWouWebO603IoNBHiT]j6pN7rx2btmFKalrk7L8bbArDc0HR810
chAfY6ynuW40X9CV09JgHnek/
tknxyO0wwBgPOCcKMwTpHUBLZZPa43A0C1CRz30VNCps7Lzwx559BLK5p/
XdWbHPkORkUaXVs1lUiLgUa09jEE7AQqYdjmXvNsZTim7bwZvgi3egQ4bWo674k
jmirG4hI18rQ2vw096 ILbgCLJIg+P007 ImgyOMUAKNUDTTMOprVCI1DguW/
ccYkJ70C31kWwE10iW40c2U8AUZ98 fXAeXy7xdprDVLVEVaEnNXVLNIssNsYSO
SmocgHRaKoDkehjBxd9Tax1gvHI3moaN3Q5gt5I45k0ZxhS7I1kbG4S

Authentication of Primo Users to Retrieve Alma Information

Primo utilizes Alma’s user-related information in several areas, such as the
Get It and My Library Card tabs.

To retrieve such information, the logged in Primo user must be identified in
Alma. Authentication of users is performed based on Primo’s PDS
configuration. This configuration also determines the user ID value that is used
as a matching point with Alma. This can be any user attribute that is returned by
the IDP when identifying the user in Primo.

When trying to retrieve user-related information from Alma, Alma searches for
a user with the user ID value in one of the identifiers that are unique cross-
institution.
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For example, the PDS on the Primo side can be configured to authenticate users
in a specific IDP and can return a response such as the following:

sn: Orange

cn: Becky Orange

maillocalAddress: becky.orange@exlibris.co.il
PortalName: EBSCO

If the cn attribute is defined in the PDS configuration as a matching point, a user
in Alma with the Becky Orange identifier should exist when requesting user-
related information from Alma.

The Primo-Alma authentication workflow is illustrated in the following
diagram:

{1E e

=

Figure 19: Primo-Alma Authentication Workflow
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User Management

This section includes:

B  Managing Users on page 47

B Purging Users on page 84

Waiving Fines in Bulk on page 86

Managing User Roles on page 89

User Roles — Descriptions and Accessible Components on page 94
Managing Circulation Desk Operators on page 111

User Sets on page 115

User Identifiers on page 117

Managing Users

PERMISSIONS:
To manage users, you must have one of the following roles:
®  User Manager

B  User Administrator

IMPORTANT:
For an in-depth overview of the way in which users are created and
managed in Alma, see Overview of User Management in Alma on

page 9.

You manage users on the Find and Manage Users page (Administration > User
Management > Find and Manage Users).
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Find and Manage Users
Staff Public Contact Al

fcocourt Filter A1 ™ Rolefilter &1l [ Statusfilter A1l = Find i A «| 6o

Add Usar ] |4] B S | k| w121 -1400f 4100 Records

% Name # Account Type | #Record Type [ #.Job Category  [User Group  [status  [Expiration date [Blocks | Hotes | |

Altrogge, | ashawnda External Public - Facuty Active - Actions

Alva Lorita 1 External Public: = Faculty Active = Actions

Alveraz, Brett & External Public - Undergraduste  Active - Actions
Studznt

Alvia Clarence B & External Public - Unclergracuste  Active - Actions
Student

Alviar, Lucio & External Public - Facutty Active - Actions

Alzate, Beryl & Exterral Public - Uniheroradusts Lctive - Actions
Student

Smaker, Heather L 15 External Public - Faculty Active - Actions

Amante. Loiz J & Extermsl Public: - Faculty Active - Actions

Amazon, Lucinds External Public - Facutty Active - Actions

Ambler, Lawerence | External Puhlic - Faculty Active - Actions

Ambrozing, Bele Extermsl Public: - Unchergradusts Active - AEhone
Student

Amburgey, Belle & External Public - Undergraduste  Active - Actions
Studznt

Amelio. Lucina & Extermsl Public: - Facutty Active - Actions

Amelun, Lucile | External Public - Facutty Artive - Actions

Figure 20: Find and Manage Users Page

The Find and Manage Users page contains tabs (Staff, Public, Contact, and All)
that enable you to filter the user list according to user record type. You can also
filter the user list using the filter drop-down lists beneath the category tabs, or
you can use Find to search for a specific user or group of users.

NOTES:

When selecting User General Information for text entered into the Find
box, Alma searches for values in the in the First name, Last name, Job
category, Middle name, and Primary ID parameters. The Email and
Identifiers parameters are not included in the search.

When searching for Email or Identifiers, whole values must be entered.
Searches in these fields are case sensitive.

The following filter drop-down lists are available:

B Account Filter (see the table below)

All
External users
Internal users

Internal with external authentication users

B Role Filter

All

Select from the list of roles

B Status Filter

48
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All

B Locked out

Active and non expired

Not active or expired

The following table describes the columns on the Find and Manage Users page.

Table 1. Find and Manage Users Page - Column Descriptions

Column Name Description

Name

The name of the user. Click this link to open the User
Details page (see Editing Users on page 80).

Account Type

B Internal — A user whose core user details are
managed within the system (for example, user

B Internal with external authentication — Similar to
internal accounts except that the user name and
password are managed externally, while the
remaining user details are managed internally.

B External — Users created by migration from an
external system. The core user details are managed
in an external system and can be viewed in Alma.

name, password, contact information, and so forth).

Record Type
(shown only in the All
tab)

Specifies whether the user is:
B Staff
B Public

B Contact

Job Category

The user’s job category, such as Acquisitions Operator,
Cataloger, or Manager. Job categories enable assigning
role templates to users, so that you do not have to
configure roles individually for each user (see
Configuring Job Categories on page 151).

NOTE:
It is possible to have default roles and privileges
assigned to a user according to job category. For
details, see How to Set Up Default Roles and
Privileges According to User Job Category. Note that
you need to be logged in to the Documentation
Center in order to view this document.

User Group
(not shown in the Contact
tab)

The user’s user group, such as Faculty, Patron, and so
forth.
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Table 1. Find and Manage Users Page - Column Descriptions

Column Name Description

Status

Indicates whether the user is Active or Inactive.

Expiration Date

Alma distinguishes between authentication, which is
the act of determining if the user is a legal user, and
authorization, which is the act of determining what the
user may do in the system.

This field is related to authentication, which is separate
from the authorization. Internal users, which are
authenticated by Alma, will fail authentication if their
account is inactive or has expired. External users
(which are authenticated outside of Alma such as by an
LDAP system) should be rejected by the authenticating
system if they are prevented from using services. If
authenticated by the authenticating system, Alma will
check for the authorized actions based on the user's
role, as described below.

Authorizations are managed in Alma based on the
user's roles. A role, the privileges that it includes, the
role's scope, and its expiration date determine a user's
authorization for any action. Like any other role, the
patron role is used to check a patron's authorization for
patron-related actions and services.

The User Registration terms of use (which is defined on
the Fulfillment Configuration Menu > Physical
Fulfillment > Terms of Use and Policies page) allows
you to configure the Patron Renewal Period policy and
other policies associated with how patrons are
registered at the circulation desk. For more
information, see Configuring Terms of Use in the Alma
Fulfillment Guide.

After you define the User Registration terms of use,
assign the terms of use per user group on the User
Registration Rules page (User Management
Configuration menu > Roles and Registration > User
Registration Rules). For more information, see
Configuring User Registration Rules on page 130.

Blocks Indicates whether there are any blocks on the user.
(not shown in the Contact

tab)

Notes Indicates whether there are any notes for the user.

You can do the following on the Find and Manage Users page:

B Adding Users on page 51
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Editing Users on page 80
Deleting Users on page 82

Deactivating Users on page 83

Unlocking Users on page 83

Adding Users

You can add new, internal users from any of the tabs on the Find and Manage
Users page. You can edit existing users on the Find and Manage Users page in
the relevant tab (Staff, Public, or Contact), or in the All tab.

IMPORTANT:
New users should generally be added to Alma from another, external
system maintained by the institution (such as a Student Information
System). Only in exceptional cases, for guests in the library, should users
be added as internal users in Alma, using the procedure below. For an in-
depth explanation of user management in Alma, see Overview of User
Management in Alma on page 9.

To add a new user:
1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), click Add User.

m If the All tab is selected, you are prompted to select the record type
(Staff, Public, or Contact).

B If any of the other tabs is selected (Staff, Public, or Contact), the record
type is automatically set according to the tab.

The following is an example of the Quick User Management page that is
displayed for Staff or Public record types.
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Quick User Management

Hot local

Find user in other institution [

User Details

User Information

First name * Middle name
Last name * Primary identifier *
PIN number Generate
Job category *| Please select avalue - Job description
Gender - User group*| Please select avalue -
Campus - Preferred language | English -
Birth date =k Expiration date B

Purge date EEd
Resource sharing library -

User Management Information

Type *(@) Internal - Refers to 2 user type whereby the user information is managed wholly within
Alma.
(©) Internal with external authentication - The same as internal with the exception that the
authentication is managed extemally.
Password *

Verify password *

Force password change on [
next login

Email Addresses
Email types D EryTe] DWDrI-c Email address

Addresses
Address types* D Torw DWork

Street address

*

City
State/Province Postal code
Country '3
Phone Numbers
Phone types DHome DMobi\e DOiﬁce Phone number
[ Office fax

Figure 21: Quick User Management - Staff or Public Record Types

The following is an example of the Quick User Management page that is
displayed for the Contact record type.
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Quick User Management

User Information

First name * Middle name
Last name * Primary identifier *
PIN number Generate
Job category | Pleass select 5 valus = Job description
Gender - User group | Flesse select a valus -
Campus - Preferred language | English =
Birth date B ¥ Expiration date B ¥
Purge date E ¥ Resource sharing library -

User Management Information
Type *
Password *
Verify password *
Force password change on next [
login
Email Addresses
Email types Claim [ Order [] Payment Email address
Personal []Returns [ Work

Addresses
Address types [[]Claim [7]Home [] Order [ Payment [—] Returns [ Work

Street address

City
State/Province Postal code
Country )
Phone Numbers
Phone types * Phone numbar

Claim fax [] Claim phone
Home [|Mobile [] Office
Orderfelaij Payment fax
Payment phone D Returns fax
Returns phone

Figure 22: Quick User Management Page - Contact Users

2 Enter the required information. The following table lists details of the fields
on this page.

Table 2. Quick User Management Page Fields

Section Description

User Information First name First name of the user
Middle name Middle name of the user
Last name Last name of the user
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Section

User Information
(continued)

Table 2. Quick User Management Page Fields

Field

Primary
identifier

Description

The main identifying string of the user
(mandatory); the value cannot be repeated
in any other identifier in the institution. Can
be used during activities requiring an
identifier, such as loans/returns, searching
for a user, synchronizing users from an
external system, and so forth. For details on
identifiers, see User Identifiers on page 13.

The primary identifier can be generated
automatically (see Configuring User ID
Generation on page 174).

PIN number

A four-digit number which serves as a
password for the user to log on to the self-
check machine (SIP2). You can either
manually enter a number in the field, or
click Generate to generate a PIN number.
The PIN number is sent to the active email
address specified for the user in the Contact
Information tab.

NOTE:
The PIN number generation
functionality is available only if the
pin_number_method parameter key
in the user configuration Customer
Parameters mapping table has been
enabled (to fourDigit, the only
possible value). For details on
configuring this parameter key, see
Configuring Other Settings on
page 171.

Job category

The types of jobs the user performs in the
library, such as Cataloger, Circulation Desk
Operator, and so forth. Each job category
contains a role template with roles that are
assigned to the user, so that you do not have
to configure roles individually for each
user.

Select the job category from the predefined
drop-down list. For details on defining job

categories, see Configuring Job Categories
on page 151.

Job description

A free text description of the user’s jobs,
based on their assigned job category.

54
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Table 2. Quick User Management Page Fields

Section Field Description
User Information Gender Gender of the user
(continued)
Status date Indicates the date on which the patron was

registered in the university. If the user’s
status changes, this field updates with the
date of the status change.

This field displays after the user is created,
and is not editable.

User group The group within the institution to which
(not required for | the user belongs.
Contacts)

Select the user group from the predefined
drop-down list.

Campus The campus with which the user is
associated.

Preferred The language in which the patron receives

language email correspondence. The indicated

language must be enabled in Alma (see
Configuring Institution Languages on
page 270).

Birth date Birth date of the user

Expiration date | The estimated date when the user is
expected to leave the institution. For more
information regarding authorization and
authentication, see Expiration Date on
page 50.

Click the Expiration date box and select the
required date from the Calendar dialog
box.

Purge date The date on which the user is purged from
the system.

Click the Purge date box and select the
required date from the Calendar dialog box
(for details, see Purging Users on page 84).
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Section

Table 2. Quick User Management Page Fields

Field

Resource
sharing library

Description

Select a resource sharing library that is to be
responsible for resource sharing requests
initiated by this user. The displayed
libraries are configured as resource sharing
libraries in the General Configuration menu
(see Managing Institutions and Libraries).
When more than one resource sharing
library has been configured, selecting a
value causes another Resource sharing
library field to display. You can assign up to
five different resource sharing libraries to
handle a patron’s resource sharing requests.

When multiple resource sharing libraries
are assigned, they display in the For library
field on the Primo Get it tab, according to
the ill_item_creation_lib_code value in the
CustomerParameters mapping table (see
Configuring Other Settings in the Alma
Fulfillment Guide).
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Table 2. Quick User Management Page Fields

Section Field
User Management | Type
Information

(not required for

Contacts)

Description

Select from:

B Internal — An internal user is one who
exists only in Alma. Their user details
(such as user name, password, contact
information, and so forth) are created
and managed entirely within the Alma
system. Authentication, updates, and
user-related queries are performed
using the Alma internal database.

B Internal with external authentication —
Similar to the Internal type, except that
the user name and password are
authenticated externally, such as with
the LDAP protocol. All other user
details are managed internally.

Password

A unique identifying string used for
logging into Alma and/or Primo (see
Introduction — User Accounts, Record
Structure, Roles, and Identifiers on
page 9). As long as this password is not
changed in the Primo account, it remains
valid for both Alma and Primo.

Verify password

Re-enter the value of the Password field

Force password
change on next
login

Select the check box to indicate that the
specified user must change their password
on the next time they log into Alma
(relevant for Alma only).

Email Addresses Email types

Select an email type:
B Personal

B School

B Work

Email address

An email address for the user

January 2015
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Table 2. Quick User Management Page Fields

Section Field Description

Addresses Address types Select a mailing address type:

B Alternative
B Home
B School
B Work

Enter the address details in the ensuing
fields in this section:

B Street address
City
State/Province

Postal code

Country

Phone numbers Phone types Select a phone number type:

B Home
B Mobile
B Office

B Office fax

Phone number A phone number for the user

Select one of the following options:

Click Save. The new user is saved and displayed on the Find and
Manager Users page.

Click Save and Continue. The User Details page is displayed, where
you can configure additional user details in the displayed tabs. Continue
with Step 4.

Add user details as described in each of the following sections:

Working With Contact Information on page 59
Working With Identifiers on page 61

Working With Notes on page 62

Working With Blocks on page 65

Working With Fines/Fees on page 66

Working With Statistics on page 72

Working With Attachments on page 74
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B Working With Proxy Users on page 75
B Adding User Photographs on page 76
B  Adding Roles to Users on page 89 (in the User Roles area)

NOTES:
B The Identifiers and Blocks tabs are not available for Contact record

types.

B The Fines/Fees tab is available only if the user has been assigned the role
of Patron (see Managing User Roles on page 89).

5 Click Save. The updated new user details are saved and the Find and
Manage Users page is displayed.

NOTE:
If a user is created that has an identical first name, last name, and
birthdate as an existing user, a warning message is displayed.

Working With Contact Information
You can add the following contact information for a user.

B  Addresses — Addresses that may be used for receiving requested materials
when selecting the Alternative Address option in the Delivery Location
field of the Resource Sharing Borrowing Requests page (see Manually
Adding a Request in the Alma Fulfillment Guide.

®  Phone Numbers — For Contact record types, at least one phone number
must be added. Phone numbers marked as Preferred SMS when editing the
phone number receive SMS notifications.

®  Email Addresses — For Staff and Public record types, at least one email
address must be added. Email addresses are used for receiving Alma
notification letters (see Configuring Alma Letters in the Alma Administration
Guide).

When adding user contact information, you can indicate that a specific phone
number, address, or email address is Preferred, meaning that it is to be used as
the system default. However, in some patron notification scenarios, you can
select a phone number, address, or email address that is not the Preferred
setting.

The Actions button on each line of contact information enables you to edit,
delete, or duplicate the line of information.

To add contact information for a user, click the Contact Information tab on the
User Details page and follow the procedure described below.
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User Details

Name Aadland, Dustin Primary identifier 2525408110 Record type Public
External User group Graduate Student
Manage fulfillment activities

General Information Contact Information Identifiers Notes Blocks Statistics Attachments Proxy For

Add Address

*Created B < Creation Date

Pinewood street Paris Ex Libris 17/07/11 02:13:08 EDT Home
Add Phone Number

No records were found.

= Email Addresses

Add Email Address

Mo records were found

Figure 23: User Details Page — Contact Information Tab

To add contact information:

1

In the Contact Information tab, click the relevant Add button (Add
Address, Add Phone Number, or Add Email Address). The relevant dialog
box opens.

Enter the contact details, as required.
When entering an address:

By default, the Start date is the current date. This is the date from which the
entered address is deemed to be active. If you want to change the date, click
in the Start date box and select a new date from the Calendar pop-up
window.

The End date is the date after which the address is no longer active. If this
field is left empty, the address is used in perpetuity. If you want to enter an
end date, click the End date box and select a date from the Calendar pop-up
window.

NOTE:

When working with an external user, the Add as an external check box
displays. Select this option to add the contact information as external data
which is overwritten during SIS synchronization. If you do not select this
check box, the contact information is added as internal data and is not
overwritten during SIS synchronization. For more information, see
Synchronization Workflow on page 18.

3

Save the details to the Contact Information tab as follows:
B Click Add to save the details and add additional entries.
B Click Add and Close to save the address details and exit the dialog box.
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NOTE:

When saving external data, a green check mark displays in the External
Data column.

Working With Identifiers

NOTE:
The Identifiers tab is not available for Contact record types.

In addition to a user’s user name, identifiers can be associated with a user, such
as a student ID, barcode, a link to a photograph of the user, and so forth.

The Actions button on each line of identifier information enables you to edit,
delete, or duplicate the line of information.

To add identifiers for a user, click the Identifiers tab on the User Details page
and follow the procedure described below.

User Details

Name Aadland, Dustin Primary identifier 2525408110 Record type Public
External User group Graduate Student
Mansge fulfillment sctivities

General Information Contact Information Identifiers Hotes Blocks Stafistics Attachments Proxy For

Add Identifier

I Type T [ T  Creation Date
System number 2525408110 - Ex Libris 17/0711 02:13.08 EDT
Eagle ID 000000001093 = Ex Libris 1710711 02:13:08 EDT

Figure 24: User Details Page — Identifiers Tab
To add identifiers:

1 On the Identifiers tab, click Add Identifier. The Add Identifier dialog box is
displayed.

Add ldentifier

Identifier Type *| Barcode E
Value *

Note

Close
Figure 25: Add Identifier Dialog Box

2 From the Identifier type drop-down list (predefined by an Ex Libris
administrator), select the required identifier type.
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3 Inthe Value field, enter a value for the identifier. If configured, the identifier
value may be validated against a predefined format (defined by an Ex Libris
administrator).

4 Enter a note for the identifier in the Note field, as needed.

NOTE:
When working with an external user, the Add as an external check box
displays. Select this option to add the identifier as external data which is
overwritten during SIS synchronization. If you do not select this check
box, the identifier is added as internal data and is not overwritten during
SIS synchronization. For more information, see Synchronization
Workflow on page 18.

5 Save the identifier to the Identifiers tab by choosing one of the following
options:

B Click Add to save the identifier details and add additional identifiers.

B C(Click Add and Close to save the identifier details and exit the Add
Identifier dialog box.

NOTES:

B More than one user can have identifiers with the same value (values are
not unique in the system).

B When saving external data, a green check mark displays on the in the
External Data column.

Working With Notes

You can attach internal or external notes to the user details in the Notes tab. The
notes entered for the various note types (for example, Address, Circulation,
Library, Registrar) are displayed in the User Notes tab on the Patron Services
page (see Figure 29 in Managing Patron Services in the Alma Fulfillment Guide),
and in Primo, on the Blocks & Messages page in the My Account tab.
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<
ExLIbAIS primo

label | Primo Central  Course Restricted

Advanced Search
Browse Search

be

.

All iten-s that contain my query wo:dsB anywhere in the recorle

e-Shelf Queries My Databases
» Block & Messages
Loans (1001
Requests (757
Boston College -
Fine &Fees (1)
This is a note

@ Blocks & Messages

Personal Settings

Figure 26: User Note in Primo

NOTE:

The arbitrary order in which the notes are displayed in the User Notes tab

on the Patron Services page cannot be controlled.

The Actions button on each line of notes enables you to edit, delete, or duplicate

the note.

To add notes for a user, click the Notes tab on the User Details page and follow

the procedure described below.

User Details

Primary identifier 2525408110
User group Graduate Student

Name Aadland. Dustin
External
Manage fulfillment activities

General Information Contact Information Identifiers Notes Blocks Statistics

Note Type All =
Add Hote

No records were found.

Attachments

Record type Public

Proxy For

Figure 27: User Details Page — Notes Tab
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To add notes:

1 Inthe Notes tab, click Add Note. The Add Note dialog box is displayed.

Add Note

Mote ™

Tvpe  Address ~
User viewable []

Close [GL Add and Close

Figure 28: Add Note Dialog Box

2 Enter the text for the note in the Note field.

3 From the Type drop-down list (predefined by an Ex Libris administrator),
select a note type. Note that the types of notes are for informational
purposes only and do not serve a functional purpose in Alma.

4 Select User viewable to enable the indicated user to view the note.

NOTE:
When working with an external user, the Add as an external check box
displays. Select this option to add the note as external data which is
overwritten during SIS synchronization. If you do not select this check
box, the note is added as internal data and is not overwritten during SIS
synchronization. For more information, see Synchronization Workflow
on page 18.

5 Save the note to the Notes tab as follows:
B Click Add to save the note details and add additional notes.

B  Click Add and Close to save note details and close the Add Note dialog
box.

When a note has been added via the Notes tab, a check mark is displayed in
the Notes column on the Find and Manage Users page for the relevant user.

NOTE:
When saving external data, a green check mark displays on the in the
External Data column.
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Working With Blocks

NOTE:
The Blocks tab is not available for Contact record types.

Blocks are restrictions to a user’s privileges, indicating that an issue such as
tines, outstanding loans, or repeated late book returns are associated with the
user. When assigned a block, the user is prevented from performing actions on
items in the library, such as borrowing, renewing, and so forth. The blocks that
can be assigned to a user are configured on the User Block Definitions Mapping
Table page (see Configuring User Block Definitions in the Alma Fulfillment
Guide).

The Actions button on each line of blocks enables you to edit, delete, or
duplicate the block.

To add blocks for a user, click the Blocks tab on the User Details page and
follow the procedure described below.

User Details
Name Aadland, Dustin Primary identifier 2525408110 Record type Public

External User group Graduate Student
Msnsge fulfillment sciivities

eneral Information Contact Information Identifiers Hotes Blocks Statistics Attachments Proxy For

[“hcive Jope —Jevescrpion —————— Tehoe  Jower Jecreateany  Jzcreation Date
General Patron consistently returns books - Main Campus User, Super 26/06/13 08:16:15
Iate (GLOBAL ) EDT

Figure 29: User Details Page - Blocks Tab

To add blocks:

1 In the Blocks tab, click Add Block. The Add Block dialog box is displayed.

Add Block

Block description® Too many Claimed Returned terms{(GLOBAL %
Hote

ot Add | Add and Close

Figure 30: Add Block Dialog Box

2 From the Block description drop-down list (predefined by an Ex Libris
administrator), select a block.

3 Enter a note for the block in the Note field, as needed.
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NOTE:
When working with an external user, the Add as an external check box
displays. Select this option to add the block as external data which is
overwritten during SIS synchronization. If you do not select this check
box, the block is added as internal data and is not overwritten during SIS
synchronization. For more information, see Synchronization Workflow
on page 18.

4 Save the block to the Blocks tab, as follows:
B Click Add to save the block details and add additional blocks.

B Click Add and Close to save block details and close the Add Block
dialog box.

When a block has been added via the Blocks tab, a check mark is displayed
in the Blocks column on the Find and Manage Users page for the relevant
user.

NOTE:
When saving external data, a green check mark displays in the External
Data column.

Working With Fines/Fees

NOTE:
The Fines/Fees tab is available only for users with the role of Patron.

The Fines/Fees tab enables you to levy fines and/or fees on users.

User Details
Name Aaron, Daren Primary identifier 252541 Record type Public

External User group Graduate Student
Manage fulfillment sctivities

General Information Contact Information Identifiers Notes Blocks Fines/Fees Statistics Attachments A

= Fines and Fees summary
Active balance 5.00 USD Disputed balance - Transferred bala

Fine/Fee type All = Status Active [
Add Fine or Fee
. Creation

D 26/06/13  Card renewal Active 26/06013 - Main Campus

Waive [*] |Execute
Currently filtered balance  5.00 USD
Currently filtered disputed balance 0.00 USD

Figure 31: User Details Page - Fines/Fees Tab

The Fines and Fees Summary area shows details of the fines and fees levied
against the user, including the active, disputed, and transferred balance
information.

66 January 2015
Ex Libris Confidential



Alma Administration
Chapter 3: User Management

The Fines and Fees Details area lists transaction details of the fines and fees
levied against the user. You can filter the Fines and Fees Details list using the
filter drop-down lists, or you can use the Find box at the top of the list to locate
and list a specific fine or fee or a group of fines or fees.

The filter drop-down lists have the following options:

®  Fine/Fee Type

Al

B Select from the list of predefined fines/fees
m  Status

B Active

m Al

®  Closed

B In Dispute

Alma enables you to update the institutional bursar, on a regular basis, with the
user fines and fees managed by the system. To enable communication with the
bursar, you must configure a Bursar external system profile in Alma. For details,
see Bursar Systems in the Alma Integrations with External Systems Guide.

The Actions button on each line of blocks enables you to waive or dispute a fine
or fee (see Waiving and Disputing Fines or Fees on page 69). To enable waiving
a fine or fee (including a credit), you must ensure that the specific fine/fee is
configured as waivable on the FineFeeTypeDefinition Mapping Table page (see
Configuring Fines/Fees Behavior on page 166).

A user can pay fines or fees at any circulation desk that has been set up to
receive payments. For more information regarding processing the payment of
tines and fees, see To receive payments: in the Alma Fulfillment Guide.

When paying or waiving a fine or fee, the transaction creator is the circulation
desk (indicated in the Currently at: field at the top of the page). If no circulation
desk indicated in this field, the transaction creator is indicated as Not at desk.

You can link a fine/fee to a specific item either when creating the fine/fee or after
the fine/fee already exists (see To link an existing fine/fee to an item: on

page 69).
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To add fines and fees:

1 Inthe Fines/Fees tab, click Add Fine or Fee. The Add Fine or Fee dialog box
is displayed.

Add Fine or Fee

Operator Name Ex Libris Implementer
Fee Type * Card renewal
Fee Amount * 0.00 USD
Item Barcode 4
Comment

Close Add and Close

Figure 32: Add Fine or Fee Dialog Box

2 From the predefined Fee type drop-down list, select the fine/fee type.
3 In the Fee amount field, enter the amount of the fine or fee.

4 In the Item barcode field, browse for the item to which you want to attach
the fee, as needed.

When adding a barcode, the fine/fee is associated with the item specified by
the barcode. The item and barcode display on the Fines/Fees tab of the User
Details page.

5 In the Comment field, enter a comment for the fine or fee, as needed.

NOTE:
If you select the Credit fee type, the Comment field is mandatory; you
must enter a reason for the credit in the Comment field.

6 Save the fine or fee to the Fines/Fees tab as follows:
B Click Add to save the fine or fee details and add additional fines or fees.

B C(Click Add and Close to save fine or fee details and close the Add Fine or
Fee dialog box.

NOTE:
The Active balance is updated with the amount of fines or fees added.
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To link an existing fine/fee to an item:

1 Inthe Fines and Fees tab of the User Details page, select Actions > Edit for a
Fine/Fee. The Link to Item page opens.

Link to item

You are about to link the following fine to an item

Operator name |mplementer, Ex Libris
Fine/Fee type Card renewal
ltem Barcode * 4

Figure 33: Link to Item Page

2 In the Item barcode field, browse for the item to which you want to attach
the fee.

3 Click the Link to Item button (not shown in the image above). The Title and
Item Barcode column values on the Fines and Fees Details page update
accordingly.

= Fines and Fees Details

FinefFee type Al = Status Active = Find :

Add Fine or Fee -1¢ ecord
%creaﬂcn ¢Fine":ee Status Date] Comment Title Item Barcode| Original AmmunRemai"i"g
Date pe Balance|
1 0 Principles of 68733 10.00 USD 10.00 USD Actior|

09/12/2014 Card renewal  Active 09/12/2014 -
data-base

management /
James Martin

Clean
Training

Waive =  |Execute
Currently filtered balance 10.00 USD
Currently filtered disputed balance (.00 USD

Figure 34: Fines and Fees Details — Updated Item

Waiving and Disputing Fines or Fees

Existing fines or fees may be waived or disputed. To enable waiving a fine or fee
(including a credit), you must ensure that the specific fine/fee is configured as
waivable on the FineFeeTypeDefinition Mapping Table page (see Configuring
Fines/Fees Behavior on page 166).

A disputed fine or fee can be waived or restored. Note that a waived fine or fee
cannot be restored.
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User Details Cancel BT
Mame Young, Jonathan Paul 1D NLW00016 Record type Public Account Type
External User group Undergraduate Student

Menage fulfillment sdtivities

General Information Contact Information Identifiers Notes Blocks FinesiFees Attachments Proxy For
Active balance 110.00 USD Disputed balance - Transferred balance
Fine/Fee type All = Status Active = Find in:| Ownernamel ¥ ] Ga
Add Fine or Fee 1-2of 2 Records
o Creation |, . L= . i - Remaining|
u et o mw DngmalAmoun
D 10/08/2012 Damaged item fine Active 10/09/2012 - Main Campus > > 100.00 USD 100.00 Actions
UsSD
D 10/09/2012 Card renewal Active 10/09/2012 - Main Campus - - 10.00 USD 10.00 Actions
uspD

Waive  [¥] Execute
Currently filtered balance 110.00 USD
Currently filtered disputed balance (.00 USD

Figure 35: User Details Page - Fines/Fees Tab

A disputed fee:

B isnotincluded in the user’s Active Balance

B isnot displayed on the list of fines in Primo

B is not factored when invoking a block based on the amount due.
For example:

B A patron cannot borrow items when the amount they owe is $100 or
greater

B The patron owes $100, but has disputed $20 of that amount
B Alma views the patron as owing $80, and the block is not invoked

For details on configuring blocks, see Working With Blocks on page 65.

To waive a fine or fee:

1 In the Fines/Fees tab, do one of the following:

B Select the check boxes in the Fines and Fees Details area of the fine/fee
you want to waive and select Waive > Execute beneath the table.

B Select Actions > Waive for the fine/fee that you want to waive.

The Waiving Fine/Fee page opens.

Waiving FinefFee Cancel [TEDTS
You are about to waive the following fine

Operator name User, Super
FineiFee type Card renewal
Fee amount | 1p
Waiving Reason ™ | Faculty [=]
Comment

Figure 36: Waiving Fine/Fee Page
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2 Enter the amount of the fee you want to waive in the Fee amount field.

3 From the Waiving reason drop-down list (predefined by a system
administrator —see Configuring Reasons for Waiving Fines/Fees on
page 168), select a reason for waiving the fee.

4  Enter any text/comment for waiving the fine or fee in the Comment field.
5 Click Waive. The Waive Confirmation dialog box is displayed.

6 Click Confirm. The amount that is waived is deducted from the amount of
the fine or fee (in the Original Amount column), and the balance owed for
the fine or fee in the Remaining Balance column is reduced. The balances
shown in the Fines and Fees Summary area for Active balance and
Disputed balance are updated accordingly.

To view the transactions for any fine or fee, click the amount link in the
Remaining Balance column. The Fine/Fee Transaction List page opens.

NOTE:
If a lost item is waived, there is no reduction in the Remaining Balance
value. Rather, the waived amount is displayed as a credit.

7  Click Back to return to the Fines/Fees tab of the User Details page.

To dispute fines or fees:

1 Select Actions > Dispute for the fine or fee that you want to dispute.

The Dispute Fine/Fee page is displayed.

Disputed Fine/Fee
Operator name User, Super
Fine/Fee type Card renewal

Dispute FineiFee [ Dispute |
Fee amount 10.00 USD

Figure 37: Dispute Fine/Fee Page

2 Enter any text/comment for disputing the fine/fee in the Comment field.
3 Click Dispute. The Dispute Confirmation dialog box is displayed.

4  Click Confirm. The balances shown in the Fees and Fines Summary area for
Active balance and Disputed balance are updated accordingly.

To restore fines or fees:

1 Select Actions > Restore for the fine or fee that you want to restore.

The Restore a Fine or Fee page is displayed.
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Restore a Fine or a Fee Cancel

Restore a Fine or a Fee

Operator name User, Super
Fineffee type Damaged item fine
Original Amount 100.00 USD
Restored Amount 100.00 USD
Add comment

Figure 38: Restore a Fine or Fee Page

NOTE:
Only fines or fees that are in dispute can be restored.

2 Enter any text/comment for restoring the fine or fee in the Comment field.
3 Click Restore. The Restore Confirmation dialog box is displayed.

4 Click Confirm. The original amount of the fine or fee (in the Original
Amount column) is restored, and the balance owed for the fine or fee in the
Remaining Balance column is adjusted accordingly. The balances shown in
the Fees and Fines Summary area for Active balance and Disputed balance
are also updated.

Working With Statistics

You can attach additional statistical information to a user record. The statistical
information can then be used in Analytics reports. You configure statistical
categories in the User Management configuration area (see Configuring
Statistical Categories on page 160).

To add a statistical category:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), select Actions > Edit for a user
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and click the Statistics tab. The Statistics tab page on the User Details page
opens.

User Details Cancel WY

Hame Aadland, Dustin Primary identifier 2525408110 Record type Public
External User group STUDENT_GRADUATE

Manage fulfillment activities

General Infermation Contact Information Identifiers # Hotes Blocks Fines/Fees Demerits Statistics Bl Attachments Py
Category Type All ™= Statistical Category All =
_Add Statistic 1

[ ¢ siatsiicalCategory
1 categoryCode1 - - User, Super 12/06/2012
05.05.24 PM IST
2 Faculty - Patron is on the computers faculty User, Super 12/06/2012
05:35:13 PM IST
3 statt - - User, Super 12/09/2012
11:59:00 AM IST

Figure 39: User Details Page — Statistics Tab

2 Click Add Statistic. The Add Statistic dialog box opens.

Add as an external ]
Category Type
Statistical Category *
Note
Close
Figure 40: Add Statistic Dialog Box
NOTE:

When working with an external user, the Add as an external check box
displays. Select this option to add the statistical category as external data
which is overwritten during SIS synchronization. If you do not select this
check box, the statistical category is added as internal data and is not
overwritten during SIS synchronization. For more information, see
Synchronization Workflow on page 18.

3 Inthe Category Type field, select a category type. Category types are
predefined by a system administrator in the StatisticalCategoriesTypes
Mapping Table page (see Configuring Statistical Categories/Types on
page 165).

4  Select a category from the Statistical category field, and add a note in the
Note field if needed. Statistical categories are predefined by a system
administrator in the Statistical Categories context of User Management
Configuration (see Configuring Statistical Categories on page 160).

5 Choose from the following options:
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a Click Add to add the category to the Statistics tab and keep the dialog
box open to enable adding another category.

b Click Add and Close to add the category to the Statistics tab and close
the dialog box.

NOTE:
When saving external data, a green check mark displays on the in the
External Data column.

Working With Attachments

Attachments are displayed in a table on the Attachments tab. You can add
attachments for a user in the Add Attachment section, located beneath the table.

The Actions button on each line of attachments enables you to edit, delete, or
download the attachment.

To add an attachment for a user, click the Attachments tab on the User Details
page and follow the procedure described below.

Attachments.
Hame Aadland, Dustin Primary identifier 2525408110 Record type Public

External user group Graduate Student
Menage fulfillment sctivities

General Infformation Contact Information Identifiers Notes Blocks Statistics Attachments Proxy For

Mo records were found

= Add Attachment

File name
URL

Motes

Add Attachment

Figure 41: User Details — Attachments Tab

To add an attachment:

1 Click [/ (Browse) in the File name field and select a file, or enter the URL of
the attachment in the URL field.

2 Add a note in the Notes field, as needed.

3 Click Add Attachment. The attachment is displayed in the list of
attachments on the Attachments page.

NOTE:
These attachments are not sent to the user; they are simply appended to
the user’s record for reference.
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Working With Proxy Users

You can define a proxy user that can perform loans and returns on behalf of a
patron. Proxy users are configured on the User Details page, via the Proxy For
tab. Requests must be handled by the patron and cannot be handled by proxy
users.

Any user can be a proxy user, but the user for whom you are performing actions
must be a Patron.

To add a proxy user:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), select Actions > Edit for the user
that is to be a proxy user.

2 Click the Proxy For tab. The following page is displayed:

User Details Cancel

Name Aadland, Dustin Primary identifier 2525406110 Record type Public
External User group Graduate Student
Manage fulfilment activities

General Information Contact Information Identifiers Notes Blocks Statistics Attachments Proxy For
Proxy for | |Add User

No records were found

Figure 42: User Details — Proxy For Tab

3 In the Proxy for field, enter or select the patron for whom you want the
current user to be a proxy.
4 Click Add User.

5 Click Save. The user for whom the current user is a proxy displays in the
table in the Proxy section.

User Details

Name Aadland, Dustin Primary identifier 2525408110 Record type Public
External User group Graduate Student
Mansge fulfillment adivities

General Information Contact Information Identifiers Notes Blocks Statistics Attachments Proxy For

Proxy for #| Add User

Aaron, Daren daaron@exlibris.com

Figure 43: User Details — Proxy For Tab With Results
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To loan or return an item on behalf of another user:

1

3

From the Patron Identification page (Fulfillment > Checkout/
Checkin > Manage Patron Services), enter or select the ID of the user acting
as a proxy and select Use proxy.

Click Go. The Proxy for field displays, with a drop-down list of patrons for
whom the current user is a proxy user.

Patron Identification

Enter patron's ID

Scan patron's ID or search for patron *| Aadland, Dustin P ¥ (Go
Useproxy || Proxyfor [Kelly Don A

Figure 44: Patron Identification Page with Proxy Patrons

Select the relevant patron from the Proxy for field, and click Go. The Patron
Services page displays, with the Loans and Returns information for the
patron on whose behalf services are being managed.

Patron Services

Patron Kelly, Don Notes User Notes (0}
ID dkelly

User group

Active balance 0.00 USD

Edit Info Send Activity Report Send Return

Receipt

Loans Returns Requests
Scan item barcode * ¥ OK| Createltem Loan Display | This sessi{™]
Renew All| | Change due date

Wlie | Duue [ﬁ

[] History 26/06/13 00234939790000121 - 26/06/13 Mormal
06:20:19 EDT

Figure 45: Loans Tab for Patron

This user receives email notifications regarding actions taken on his/her
behalf.

Adding User Photographs

You can add a photograph of a user to the User Details page. The photograph
must be located on a Web-accessible directory of a designated server defined in
the Mapping Table (see Configuring Other Settings on page 171). You use an
identifier to link the user’s details to the photograph (see Working With
Identifiers on page 61).

The URL leading to the directory on the server where photographs are stored
must be entered in the photo_server url parameter of the Mapping Table
where the designated server is defined. You must have the appropriate role to
configure mapping tables.
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You must configure the photo_suf fix parameter with the file extension for
user photos to ensure that the photo displays properly (see Configuring Other
Settings on page 171).

To add a photograph to a user:

1 Copy all the photographs of the users to the directory on the web server
where they are to be stored.

NOTE:
The procedure described in the next step is usually performed by a user
with permissions to configure the Mapping Table. You do not have to
perform this step for each user for which you are adding a photograph.
Once the photo_server_url and photo_identifier type parameter
keys are configured, you can skip this step and continue with Step 3, since
the same parameter keys apply to all users. If you change the location of
the directory on the web server where the photographs are stored, you
must change the photo_server_url parameter key (see Editing User
Photographs on page 79).

2 Configure the Mapping Table with the URL leading to the directory on the
Web server where the photographs are stored (see Configuring Other
Settings on page 171). The following is an example of the Mapping Table
page after adding the URL details.

) User: User, Super
extions [EAUIERY = Tasks  ARGVICS | ooy ot Main Liveary- Reading Do S0t o

£ mapping Tabke

Seaanization Unit Lish

Sub System INFRA Tabde Hame  CustomerParameters

Updated By - Last Updated -
Tablo Description | Customer Parameters

0622011

051272011 Bestere

Figure 46: Mapping Table Page
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NOTES:

B  The photo_server_url parameter key (indicated in red) has its
parameter value set to the directory in which the photographs are stored.

B The photo_identifier_ type parameter key (indicated in blue), has its
parameter value set to Barcode. This parameter is added as an ID type to
the Identifiers tab on the User Details page, and its value is the name of
the user’s photograph that is stored in the directory defined in the
photo_server url parameter key.

3  Click the Identifiers tab on the User Details page. The Identifiers tab is
displayed.

User Details

Name Aadland, Dustin Primary identifier 2525408110 Record type Public
External User group Graduate Student
Manage fulfillment adfivities

General Information Contact Information Identifiers Hotes Blocks Statistics Attachments Proxy For

Add Identifier

D Type T I (T * Creaion Date

System number 2525408110 Ex Libris 17/0711 02:13:08 EDT
Eagle ID 000000001093 - Ex Libris 17/0711 02.13.08 EDT

Figure 47: User Details Page - Identifiers Tab

4 Click Add Identifier. The Add Identifier dialog box is displayed.

Add Identifier

Identifier Type * Barcode E'
Value *
Note

Close
Figure 48: Add Identifier Dialog Box

5 From the Identifier type drop-down list (predefined by an Ex Libris
administrator), select Barcode.

NOTE:
In this example, you select Barcode as the Identifier Type since this is the
name given to the parameter key defined in Step 2 of this procedure. If
you use a different parameter value when defining the
photo_identifier type parameter key, select the value here.

6 In the Value field, enter the name of the user’s photograph file.

7 Enter a note for the identifier in the Note field, as needed.
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8 Save the identifier to the Identifiers tab as follows:
B Click Add to save the identifier details and add additional identifiers.

B C(Click Add and Close to save the identifier details and exit the Identifiers
tab.

The user’s photograph displays on the User Details page.

~ & ke anaiyie | User Uer Super s
- O Tasks  Analyties
ExLibris e B Y1 Currenty at Wain Likrary - Reading Sl Sianont

User Details cancel (D

Name , Fufiiment Operator D il Recordtype Staff Account Type
A Itemal User group -
: c i identiiers otes. achments

Updated BY  admint (31/11/2011) &=

— User Management Information
Type @ Intemal - Refers to a user type whereby the user infarmation is managed wholly within Alma.
© Intemal with extemal authentication - The same as intemal with the exception that the authentication is managed
externally
Password *
Verify password *

AddRole | | Addfrom Roles Template | | Remove Selected 1-10f 1 Records

P n T rove roetome ] FETTTIIT A
(] Requests Operator Main Library Main

Fulfilment ulation Desk Reaing 011172011 Actions

Room

Figure 49: User Details Page with Photograph

Editing User Photographs
You edit user photographs in either of the following situations:

B The Web server, or the location of the folder on the Web server where the
photographs of the users are stored, has changed.

When this occurs, change the photo_server_url parameter key in the
Mapping Table (see Configuring Other Settings on page 171).

B The user wants to change his/her photograph. You can do either of the
following:

B Assign the new photograph the same name as the existing photograph
and copy it to the same directory on the Web server in which all the
photographs are stored. This action replaces the old photograph. Since
the name of the photograph is the same, no further action is needed, and
the new photograph is updated on the User Details page.

®  Copy the new photograph to the same directory on the Web server in
which all the photographs are stored and edit the value with the new
photograph name of the Barcode parameter on the user’s Identifiers tab
(see Working With Identifiers on page 61).
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For details on the fields that can be edited, see Adding User Photographs on
page 76.

Editing Users
The User Details page enables you to view and edit user information as follows:
B For internal users, you can edit all user record fields.

B For internal users with external authentication, you can edit all user record
fields except Password.

B External users are maintained in an external system, such as SIS (Student
Information System). By default, external users have the following
limitations:

B You can edit only certain fields in the Administration Information tab of
the User Details page.

B  You can add contact information in the Contact Information tab, but
cannot edit information there.

Click the Open for Update button to enable editing all other fields on the
User Details page. Click Confirm in the resulting dialog box to enable
editing. Any changes you enter will be overridden by the next SIS
synchronization job. Edit the relevant fields and click Save.

A User Manager or User Administrator can change an internal user to an
external user (and vice versa) by clicking the Toggle Account Type button
on the top of the page while on the User Details General Information tab.

For an in-depth explanation of internal and external users in Alma, see
Introduction — User Accounts, Record Structure, Roles, and Identifiers on

page 9.
To edit user information:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate a user that you want to edit.
The procedure for filtering the list of users is described in Managing Users
on page 47. You can navigate the list of users via the page and arrow buttons

YWzt ¥ ang you can search for users via the filter options
on the page tabs, or using the Find box.

NOTE:
The values in the Account, Role, and Status filters remain invoked when
you navigate between tabs.
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2 Select Actions > Edit in the row of the user whose details you want to edit,
or click the user’s name. The User Details page is displayed. Only specific
fields are enabled for editing.

3 Edit the required information in the General Information tab. Select the
Disable all login restrictions check box in the User Management
Information section to configure a user to not have IP restrictions apply. For
more information, see Security on page 277.

Table 2 lists details of the non self-explanatory fields on this page.
4 Edit the required information in the following tabs:

B Contact Information — See Working With Contact Information on
page 59.

B Identifiers (not available for users with the Contact record type) — See
Working With Identifiers on page 61.

B  Notes — See Working With Notes on page 62.

B Blocks (not available for users with the Contact record type) — See
Working With Blocks on page 65.

B Fines/Fees (not available for users with the Contact record type or users
who do not have the role of Patron) — For details on waiving, disputing,
and restoring fines and fees displayed on the Fines/Fees tab, see
Waiving and Disputing Fines or Fees on page 69.

B Attachments — See Working With Attachments on page 74.
B Statistics — See Working With Statistics on page 72.
B Proxy For — See Working With Proxy Users on page 75

5 If the user you are editing has the role of Patron, you can click the Manage
Fulfillment Activities link to access the Patron Services page. For details on
patron services, see Managing Patron Services in the Alma Fulfillment Guide.

NOTE:
If you have the permissions of a Circulation Desk Operator (and are
logged into a circulation desk), you can view and edit the Patron Services
page. If you do not have these permissions, you can only view the Patron
Services page.

Click Back to close the Patron Services page and return to the User Details

page.
6 Edit (change) the user photograph as needed, as described in Editing User
Photographs on page 79.
7  Click Save. All changes are saved, and you are returned to the Find and
Manage Users page.
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Deleting Users

You can delete users from the system if they do not have the following:

a balance due on their account
outstanding loans

assigned PO lines, POs, or invoices
locked bibliographic records

assigned import profiles

To delete a user:

1

2

On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate the user whose details you
want to delete. You can navigate the list of users via the page and arrow

buttons ol J B (B | LA L , and you can search for users via the filter

options on the page tabs, or using the Find box.
Select Actions > Delete for the user you want to delete.

B If the user can be deleted (see above conditions) the Confirmation
Message dialog box is displayed.
Click Confirm. The user is deleted from the Find and Manage Users
page.

B If the user cannot be deleted (see above conditions) a message such as
the following User Deletion Management is displayed.

User Deletion Management

& Afine fee of 8.00 USD is attached to this user.

Cancel

Figure 50: User Deletion Management Dialog Box

Choose one of the following options:
B Cancel - The deletion request is canceled.

B View User (applicable only when fines/fees are attached to the user)
— The User Details page is displayed, enabling you to edit the user
details (see Editing Users on page 80), including the fines and fees. If
during the edit process the user’s account balance is reduced to zero,
you can delete the user by selecting Actions > Delete.

82
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B Waive Fees — The fees are waived (see Waiving and Disputing Fines
or Fees on page 69) and the Deletion Confirmation dialog box is
displayed, where you can confirm that you want to delete the user.

B Notify User (applicable only when fines/fees are attached to the
user) — An email is sent notifying the user that there is a balance due
on the user’s account. A copy of the email is added to the
Attachments tab (see Working With Attachments on page 74) on the
User Details page.

Deactivating Users

You can deactivate users that you no longer want to access Alma. Deactivated
users are not removed from the system. You can restore the user’s access to
Alma by reactivating the user, as needed.

To deactivate and activate a user:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate the user whose details you
want to deactivate or activate. You can navigate the list of users via the page
and arrow buttons # 123 » » , and you can search for users via
the filter options on the page tabs, or using the Find box.

2 Select Actions > Deactivate or Actions > Activate, as needed, for the
relevant user. The Confirmation Message dialog box is displayed.

3 Click Confirm. The user is deactivated or activated, and the relevant word
(Inactive or Active) displays in the Status column for the user on the Find
and Manage Users page.

Unlocking Users

Users that have entered their password incorrectly five consecutive times are
locked out of Alma. You can unlock users to re-enable them to log in to Alma.

To unlock users:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate the user you want to unlock
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2

by selecting Locked out from the Status filter. The locked-out users are
displayed.

exLibris

Find and Manage Users

Staff Public Contact All
Account Filter All = Rolefilter All = Status filter Locked out =
Add User

First. Steve |* Internal Public

Figure 51: Locked Out Users

Unlock the user in one of the following ways:
B Select Actions > Unlock for the locked out user.

B Select Actions > Edit for the locked out user and click the Unlock
button.

Purging Users

You can purge users whose purge date has passed. To purge users, you create a
job in which you define the purge parameters. When you save the job, it is
added to the job queue and scheduled to run as soon as possible.

The purge users job validates the following;:

The user has fine/fees up to the threshold amount

The user has no loans

The user has no assigned PO lines, POs, or invoices

The user does not have any locked bibliographic records

The user is not assigned to an import file

Users that meet all of the above criteria are purged.

NOTE:

Purged users are still reportable in Analytics.
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To create a purge users job:

1  On the Purge User Records page (Administration > User
Management > Purge User Records), click Add Job. The Add Job dialog

box opens.

Add Job

Days Since Purge Date
User Record Type | All

User Group

Waive Threshold

[=]
[=]

Wil Add ]| Add and Close

Figure 52: Add Job Dialog Box

2 Enter the required information. The following table explains the fields in
this dialog box.

Table 3. Add Job Fields

Field Description

Days since
purge date

The number of days to be provided as a “grace period” following
the Purge date specified on the User Details page. For example, if
the purge users job is run on December 20, 2013 and the Days
since purge date is defined as 10, the system purges every user
whose purge date is before December 10, 2013.

If this field is empty, the system purges users whose purge date is
before date on which the purge users job is run. For example, if
the Purge date for a user is December 10, 2013 and the job is run
on December 20, 2013, this user will be purged.

Users with no specified expiration date are not purged by this
job.

User record type

From the predefined drop-down list, select the user record type
of the users you want purged. For more information on user
record types, see Table 1.

User group

From the predefined drop-down list, select the user group
(institution) of the users you want purged.

Waive threshold

The amount of fines and fees (in local currency) that can be
ignored when purging users. If a user owes more than the Waive
threshold, the user is not purged.

3  Click one of the following:
B Add to add the job to the job queue and add additional jobs.
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B Add and Close to add the job to the job queue and close the Add Job
dialog box.

Waiving Fines in Bulk

PERMISSIONS:
To waive fines in bulk, you must have one of the following roles:
B User Manager

B User Administrator

The Bulk Fine Waiving page allows you to waive user fines in bulk based on
user group, type of fine, and maximum fine.

Bulk Fine Waiving

Run Bulk Fine Waiving

Maximum fine threshold to waive * Exclude users with overdue loans [
User Group * - Waive fines types * -
1M BC Undergraduate Card renewal
02Callege of Advancing Carrel Fea
03BC Master's Case Rent
048 Doctoral Claim return fee
05B8C Law Student Damaged item fine
O6BC Faculty Digitization fee
07BC Law Faculty ;I Document delivery Ser\fice;l
Waiving Reason ™ Faculty j Waiving comment d
Run bulk fine waiving
Refresh IIl 2| ¥ #»1-100af 11 Records
m #Time Ended | % Entities Finished | ¥ Enmles Failed -
530300030000121  Completed exl_impl 21;*110_013 1262 2111723125 0 View
GhT GhT Report
530259930000121  Completed exl_impl 217112013 12:82 21112013 12:5 0 0 View
GhT GhT Report
Refresh IIl 2| ¥ [ 1-100f 11 Records

Figure 53: Bulk Fine Waiving Page

To remove fines in bulk:
1  On the Bulk Fine Waiving page (Administration > User
Management > Bulk Fine Waiving), specify the following fields.

B Maximum fine threshold to waive — Sets the maximum allowable fine
to waive.

If the total amount of a user’s fines is greater than the threshold, none of
the user’s fines is waived.

For example:
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B A patron’s Maximum fine threshold to waive = $120
B The patron has fines of $10, $50, and $70

Since the total of the patron’s fines exceeds the Maximum fine threshold
to waive value, none of the fines is waived.

B  Exclude user with overdue loans — Allows you to exclude users who
have overdue loans.

®  User Group — Specify the user groups in which to waive jobs.

B Waive fine types — Specify the types of fines that you will allow to be
waived.

B Waiving reason — Specify the reason for waiving the fine. For example,
you may want to waive fines accrued by your faculty.

2 Click Run bulk fine waiving,.

A bulk job is added to the list at the bottom of the page. Click Refresh to
monitor the progress of the job.

3 Click View next to the bulk job to display a detailed report.
The Job Report page opens.

Job Report Back
Process ID 530297650000121 Name Bulk Fine Waiving Job
Started on 21/11/2013 12:49:32 PM GMT Finished on 21/11/2013 12:49:33 Pk GMT
Total runtime 1 Seconds Created by exl_impl
Status Completed Successfully Status date 21/11/2013 12:49:33 P GMT
Records processed 13 Records with exceptions 0

Job Events
Export To Excel

Report Table

Fine waned successiully(13)
Failed to waive fine(0}

Mlaximurn fine threshold to waive a0
User groups All
Waive fines from type All
Exclude users with overdue loans false
WWalving reason Cther
Waiving comment test02

Back

Figure 54: Job Report Page

From the Job Events section, you can perform the following actions:
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B View details on each successful event - Click the Fine waived
successfully link to display the successful events on the Events Report

page.

Bvents Report

== Fine waived successfully

Description Fine waived successfully

|I|2 k| |® 1-100f13 Records

Fine waived successfulhy

032952 Other 0.0o
15014 Lost itern replacement fee  0.00
15003 Other 0.0o
15004 Other 0.0o0
123 Registration fee 29.00
123 Other 0.10
310305 Lost item replacement fee  0.00
310305 Lost itern process fee 0.00
310305 Lost itern replacerment fee  0.00
77 Registration fee 89.00
|I| 2 | ¥ |#1-100f 13 Records

Cancel

Figure 55: Events Report Page (Successful Events)

B View details on failed event - Click the Failed to waive link to display
the failed events on the Events Report page.

Events Report Cancel

== Failed to waive fine

Description -

Failed to waiwve fine

Mo records were found.

Cancel

Figure 56: Events Report Page (Failed Events)
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B Export the report to an Excel file - Click the Export to Excel button to
export the job event details.

Managing User Roles

PERMISSIONS:
To manage user roles, you must have one of the following roles:
B User Manager

B User Administrator

User roles define a user’s functions and privileges. Users can have multiple
roles.

See:
B Adding Roles to Users on page 89
B Editing Roles Assigned to Users on page 91

B  Removing Roles from Users on page 93

Adding Roles to Users
You can add a role to a user by:
B selecting roles from a preconfigured list
B selecting a role template that is defined in the Role Templates List

A single step enables you to use role templates to assign multiple roles to
users, according the user’s job type. For example, you may have a role
template for Acquisition Managers, Purchase Managers, and so forth. For
more information on role templates, see Configuring Profiles on page 122.

To add roles to users:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate the user to which you want
to add roles. You can navigate the list of users via the page and arrow

buttons 4 |1 23]k @ , and you can search for users via the filter
options on the page tabs, or using the Find box.

2 Add roles to the user using one of the following methods:
® Click Add Role. The Add New Roles page is displayed.
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Add New Roles

= User Management

User Administrator Manages all aspects of user management, including configuration aspects such as sefting up and running user synchronizati
2 User Manager Manages userinformation, such as roles, blocks and contact information

Acqulsmons Manages Acquisitions configurations such as Acquisitions processes
Administrator

2 Fiscal Period Manager Manages copy ledger, rollover job and edit fiscal period table
3 Fund Manager Manages all fund related actions
4 Invaice Manager Manages invoice creation, review and approval actions
1] Invaice Operator Manages invoice creation and review actions
[ [[]  Invoice Operator Cancel Invoices
Extended
7 Ledger Manager Manages ledgers for set up and allocations
] License Manager Manages licenses and license amendments
9 [[] Purchasing Manager Manages authoritative purchasing operations such as purchase orders review and sending, purchasing license related issu
10 [[] Purchasing Operator  Manages all purchasing operations, including creation of purchase order lines and their review and update
" [C] Purchasing Operator ~ Cancel purchase order lines
Extended
12 [[] Receiving Operator Manages arrival of purchased items
13 [[] Recewing Operator Manages arrival of purchased items (imited in some operations)
Limited
14 [[] Selector Manages all aspects ofthe selection process
158 Trial Manager Manage Electronic trials and evaluation as a preprocessing for acquisition. In addition manages the Trial Operator
16 Trial Operator Manage Electronic trials and evaluation as a preprocessing for acquisition
17 Trial Participant Permitted to participate in a trial process
18 [[]  vendor Manager Manages all aspects of the institution’s vendors file

= Fulfillment

Clrcu\atlon Desk Manages circulation desk actions such as loan, return, renew etc., with expanded block override options
Manager
2 D Circulation Desk Manages circulation desk actions such as loan, return, renew etc.
Operator
3 [[] Circulation Desk Manages limited circulation desk actions
Operator - Limited
4 [[] course Resenves Manages the library's Course Reserves actions and reading list assignments
Manager
5 |:| Course Resernves Operates the library's Course Reserves actions such as reading lists and move requests
Operator

Figure 57: Add New Roles Page

For a list and description of the roles that can be configured for users, see
User Roles — Descriptions and Accessible Components on page 94.

NOTE:
The Add New Roles page provides details about the privileges associated
with each role.

Select the check boxes of the roles you want to assign to the user and click
Add Role. The new roles are added to the User Roles section of the User
Details page, as shown in the following example.

= User Roles

Add Role | | Add from Profiles | |_Remove Selected 1-2 of 2 Records
R * Status Date
Eulfillment Administrator Fu\fllmem Main Campus - 10/07/2014 Actions
2 |:| f Patron Fulfillment Main Campus - 0717/2013 Actions

@RSl save and Distribute | Tooale Account Tube

Figure 58: User Roles Section on User Details Page
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B Click Add from Roles Template. The Roles Template List page is
displayed.

Role Templates List Back IEEE
Role filter All = Find : in:| Name ¥ | Gal

Included Roles
D Acquisitions Managerial Template  Fund Manager{Main Campus),Receiving Operator(Main Campus),License Manager{Main Campus),Purchasing Operator(Main
Campus),Purchasing Manager(Main Campus).Acquisitions Administrator(Main Campus),Ledger M

D Acquisitions Managment Fiscal Period Manager(Main Campus),Fund Manager(Main Campus).Invoice Manager(Main Campus),Invoice Operator(Main
Campus),Ledger Manager(Main Campus).License Manager(Main Campus),Purchasing Manager(Main

|:| Acquisitions Staff Template Designs Analytics(Main Campus).Fund Manager(Main Campus),Invoice Operator(Main Campus),License Manager(Main
Campus),Purchasing Operator(Main Campus),Receiving Operator(Main Campus), Trial Manager(Main

|:| Administrator Template Fulfillment Administrator(Main Campus),User Administrator(Main Campus),Acquisitions Administrator(Main Campus),Repository
Administrator(Main Campus),Catalog Administrator(Main Campus)

|:| Cataloger Catalog Administrator(Main Campus),Cataloger(Main Campus)

|:| E-Resources Librarian License Manager(Main Campus),Purchasing Operator(Main Campus),Electronic Inventory Operator(Main Campus)

[ Fuliilment Managerial Template User Manager(Main Campus),Circulation Desk Operator(Resource Sharing Library),Fulfillment Administrator(Main Campus),Fulfillment
Senices Manager(Main Campus). Fulfillment Serices Operator(Main Campus

[ Fulilment Staff Template Fulfillment Services Operator(Main Campus),Requests Operator(null),Circulation Desk Operator(null),Circulation Desk
Operator(null),Patron(Main Campus),Fulfillment Administrator(Main Campus),Waork Order.

Figure 59: Roles Template List Page

The Roles Template List page displays all the defined role templates
(predefined by a system administrator —see Configuring Profiles on
page 122). If required, use the Role Filter to filter the displayed
templates.

Select the required role templates and click Select. The individual roles
are added to the User Roles section of the User Details page.

[ eer e |

Add Role | | Add from Roles Temolate | | Remove Selected [A[2][*] #] 1-10 of 11 Records
("W | :Actve [sRoleName " |*RoleGroup _|Scope lParameters  [SawsDae | |
| Designs Analytics Miscellaneous Main Campus - 03/09/2012 Actions
L] Digital Inventary Operator Inventory Main Campus - 03/08/2012 Actions
| Fiscal Period Manager Acquisitions Main Campus - 03/09/2012 Actions
L] Fund Manager Acquisitions Main Campus - 03/08/2012 Actions
| Invoice Manager Acquisitions Main Campus - 03/09/2012 Actions
L] Invoice Operator Acquisitions Main Campus - 03/08/2012 Actions
| Ledger Manager Acquisitions Main Campus - 03/09/2012 Actions
L] License Manager Acquisitions Main Campus - 03/08/2012 Actions
| Purchasing Manager Acquisitions Main Campus - 03/09/2012 Actions
] Trial Manager Acquisitions Main Campus - 03/08/2012 Actions

Figure 60: User Roles Area on User Details Page
3 Click Save. The user details are saved and the Find and Manage Users page
is displayed.

Editing Roles Assigned to Users

When you edit a role assigned to a user, the changes you make apply only to the
user whose role you are editing. They do not affect other users with the same
role.

To edit a role assigned to a user:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate the user whose role you
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3

want to edit. You can navigate the list of users via the page and arrow

buttons

B ENOE

options on the page tabs, or using the Find box.

User Details page is displayed.

, and you can search for users via the filter

Click the user name link in the Name column, or select Actions > Edit. The

User Details

Name Abadie, Willie
Account Type External
Manage fulfillment activities

General Information Contact Information

= User Information

First name * | Willie

ID 2525427458
Usergroup Graduate student

Identifiers Notes Blocks

Record type Public

Attachments

] Middle name |

Lastname |Abadie

| User name * 2525427458

PIN number
Job category |Please selectavalue
Gender
Campus
Preferred language |English
Status date 17/07/2011
Expiration date -
Created By admini (18/10/2006) g

= User Roles

Generate

Job description

Usergroup  Graduate student

Status | Active
Birth date -
Purge date -

[ima]

-
=] Website URL
[ma]

Updated By User, Super (03/09/2012) g

Add Role Add from Roles Temblate Remove Selected

[ 2][»] [»] 1-10 of 11 Records

(W[ sactve [sRoleName —— — —[-RoleGroup  |sScope lparameters |sStatusDate | |
B Designs Analytics Miscellaneous Main Campus - 03/09/2012 Actions
B Digital Inventory Operator Inventory Main Campus - 03/09/2012 Actions
B Fiscal Period Manager Acquisitions Main Campus 03/09/2012 Actions
B Fund Manager Acquisitions Main Campus 03/09/2012 Actions
B Invoice Manager Acquisitions Main Campus 03/09/2012 Actions
B Invoice Operator Acquisitions Main Campus 03/09/2012 Actions
B Ledger Manager Acquisitions Main Campus 03/09/2012 Actions
B License Manager Acquisitions Main Campus 03/09/2012 Actions
B Purchasing Manager Acquisitions Main Campus 03/09/2012 Actions
B Trial Manager Acquisitions Main Campus 03/09/2012 Actions

Cancel

Figure 61: User Details Page

In the User Roles area, scroll to the role you want to edit and either click the

role name link in the Role Name column or select Actions > Edit. The User
Roles Details page is displayed.

User Roles Details

Hame Abadie, Willie

1D 2525427458

External User group Graduate Student

Msnsge fulfillment sctivities

Role Information

Role name License Manager
Status | Active

~ Role parameters

Scope | Main Campus

Record type Public

=] Expiry Date

¥

Cancel

Account Type

92

Figure 62: User Roles Details Page

4  Edit the required information. Table 4 lists details of the fields on this page.
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Table 4. Role Information Fields

Field Description

Role name The name of the role (cannot be changed).

Scope From the predefined drop-down list, select the required campus/
library to which the role applies.

Status From the predefined drop-down list, select whether the status is
Active or Inactive.

Expiry date The date after which the user no longer has the role.

Click the Expiry date box and select the required date from the
Calendar dialog box.

NOTES:

B Selected roles (Circulation Desk Operator, Circulation Desk Operator
Limited, Circulation Desk Manager, Requests Operator, Work Order
Operator, Receiving Operator, Receiving Operator Limited, Fulfillment
Services Operator) request additional information in the Role Parameters
section, such as a service unit or configuration desk. Configure the
requested parameters, as required.

B The metadata types that appear in the Role Parameters section when a
Digital Inventory Operator role is assigned are not applicable. Select any
option to continue.

5 Click Save Role. The edited role is saved, and the User Details page is
displayed.

6 Click Save. The user details are saved, and the Find and Manage Users page
is displayed.

Removing Roles from Users

You can remove roles assigned to a user.

To remove roles from users:

1 On the Find and Manage Users page (Administration > User
Management > Find and Manage Users), locate the user for which you
want to remove roles. You can navigate the list of users via the page and

arrow buttons * [ [1/[2][3/[¥][» , and you can search for users via the

filter options on the page tabs, or using the Find box.

2 Remove a role using one of the following methods:
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B Select Actions > Remove for the role you want to remove. The
Confirmation Message dialog box is displayed.

Click Confirm. The role is removed from the User Details page.

B  From the list of roles in the User Roles area, select the check box for the
roles you want removed, and click Remove Selected. The selected roles
are removed from the User Details page.

3 Click Save. The user details are saved, and the Find and Manage Users page
is displayed.

User Roles - Descriptions and Accessible
Components

The following table describes the roles that can be configured for users and the
Alma components that each user role can access.

NOTE:
All users can search the repository (Resource Management > Search and
Sets > Repository Search) and view analytics subscriptions
(Administration > Analytics > Subscribe to Analytics).

Table 5. User Roles

Module Role Accessible Description
Components
User User ADMINISTRATION: Manages all aspects of user
Management | Administrator ® Find and Manage manggemgnt, including
Users configuration aspects such as
setting up and running user
B Purge User Records synchronization actions

B LoanDesk/Department
Operators

B User Management
Configuration —
Configuration Menu

User Manager | RESOURCE Manages user information,
MANAGEMENT: such as roles, blocks, and
B Manage Exports contact information
ADMINISTRATION:

B Find and Manage
Users
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Table 5. User Roles

Accessible Description
Components
Acquisitions Acquisitions ACQUISITIONS: Manages acquisitions
Administrator B Exchange Rates Report conf igurations, such as PO
review rules, reporting codes,
B Configuration Menu and running acquisitions
RESOURCE related jobs
MANAGEMENT:
B Manage Exports
Fiscal Period RESOURCE Manages copy ledger, rollover
Manager MANAGEMENT: jobs, and editing of fiscal
- period tables when assigned in
Manage Exports conjunction with the
Acquisitions Administrator
role
Fund ACQUISITIONS: Manages all fund-related
Manager B Funds and Ledgers actions, 1nclgd1ng aIIO(?atlons
and transactions, creating,
B Transfer Funds updating, and closing funds
B Move Funds in
Hierarchy
RESOURCE
MANAGEMENT:
B Manage Exports
Acquisitions Invoice ACQUISITIONS: Manages invoice creation,
(continued) Manager B Scarch for Invoice review fmd. approvtal activities,
and assigning invoices to other
B Create Invoice operators
B Receiving and
Invoicing — Review
B Receiving and
Invoicing — Approve
B Waiting for Payment
B Vendors
RESOURCE
MANAGEMENT:
B Manage Exports
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Table 5. User Roles

Accessible

Description

Components

Invoice ACQUISITIONS: Creates, edits, and reviews
Operator B Search for Invoice invoices, and assigns invoices
to other operators
B Create Invoice
B Receiving and
Invoicing — Review
B Waiting for Payment
B Vendors
RESOURCE
MANAGEMENT:
B Manage Exports
Invoice Has Invoice Operator
Operator privileges and can also delete
Extended invoices
Ledger ACQUISITIONS: Enables creating and editing
Manager B Funds and Ledgers ledgerg adding func.ls and
allocations, performing
B Transfer Funds transactions, and updating
B Move Funds in ledgers and funds
Hierarchy
RESOURCE
MANAGEMENT:
B Manage Exports
Acquisitions License ACQUISITIONS: Manages activities related to
(continued) Manager . licenses and license
B Licenses
amendments
RESOURCE
MANAGEMENT:
B Manage Exports
96 January 2015

Ex Libris Confidential




Alma Administration
Chapter 3: User Management

Table 5. User Roles

Accessible Description
Components
Purchasing ACQUISITIONS: Manages authoritative
Manager purchasing operations, such as

B All Purchase Order
Lines, Purchase Order,
and Import Processing
options

reviewing and approving POs,
activating electronic resources,
assigning PO lines to
purchasing operators, and
Vendors linking licenses to PO lines.
Can also view vendor data,
ledgers and funds, and
Licenses invoices

Funds and Ledgers

Exchange Rates Report

Patron Driven
Acquisition (PDA)

B Monitor Jobs

RESOURCE
MANAGEMENT:

B Manage Exports

B Community Zone
Updates Task List

B Start New Import

B Monitor and View
Imports

B Resolve Import Issues
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Table 5. User Roles

Module Role Accessible Description
Components

Acquisitions Purchasing ACQUISITIONS: Manages all purchasing

(continued) Operator operations, including creating,

B All Purchase Order
Lines and Import
Processing options

reviewing, and updating PO
lines, managing electronic
resources, and linking licenses
B Package to PO lines. Can also view
vendor data, ledgers and
funds, and invoices.

Purchase Order —
Review

Vendors
Funds and Ledgers
Licenses

Exchange Rates Report

Patron Driven
Acquisition (PDA)

B Monitor Jobs

RESOURCE
MANAGEMENT:

B Manage Exports

B Community Zone
Updates Task List

B Start New Import

B Monitor and View
Imports

B Resolve Import Issues

Purchasing Can delete PO lines. Must be
Operator combined with the Purchasing
Extended Operator role to enable

accessing the Purchasing
Operator’s components.
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Table 5. User Roles

Accessible Description
Components
Acquisitions Receiving ACQUISITIONS: Manages the arrival of both
(continued) Operator physical and electronic

B Receiving and

Invoicing — Receive purchased items, and can

delete orders.
B Receiving Department

You must assign a service unit
Items gn

when configuring this role.
B Scan in Items

RESOURCE
MANAGEMENT:

B Manage Exports
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Table 5. User Roles

Accessible

Description

Components

Acquisitions Receiving Has Receiving Operator
(continued) Operator privileges, but cannot delete
Limited orders.
You must assign a service unit
when configuring this role.
Selector ACQUISITIONS: Manages selecting new
B Search for PO Line resources for acquisition
B Manage Trials
B Search for Invoice
B Receiving and
Invoicing — Review
B Vendors
B Funds and Ledgers
B Licenses
RESOURCE
MANAGEMENT:
B Manage Exports
Trial Manager | ACQUISITIONS: Manages electronic resource
B Search for PO Line trials and eva@uatlons as part
of preprocessing for
B Manage Trials acquisitions, and manages the
Trial Operator
Trial Operator | ACQUISITIONS: Manages electronic resource
B Search for PO Line trials and eva%uatlons as part
of preprocessing for
B Manage Trials acquisitions
Trial NONE An individual invited to
Participant participate in an electronic
resource trial
Vendor ACQUISITIONS: Manages all aspects of the
Manager B Vendors institution’s vendor records
RESOURCE
MANAGEMENT:
B Manage Exports
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Table 5. User Roles

Accessible Description
Components
Fulfillment Circulation RESOURCE Manages circulation desk
Desk Manager | MANAGEMENT: actions, such as loans, returns,
B Manage Exports and renewals, with block
& p override options; can add,
FULFILLMENT: edit, and delete notes, change
due and return dates, add and
B Courses .
remove blocks, mark items as
B Reading Lists lost, and change items.
You must assign a circulation
desk when configuring this
role.
Circulation RESOURCE Manages circulation desk
Desk MANAGEMENT: actions, such as loans, returns,
Operator B Manage Exports and renewals; can add, edit,
& p and delete notes, change due
FULFILLMENT: and return dates, mark items
as lost, handle fines and fees,
B Courses .
and perform offline
B Reading Lists circulation.
You must assign a circulation
desk when configuring this
role.
Circulation Has Circulation Desk
Desk Operator privileges, but
Operator cannot perform deletion
Limited activities.
You must assign a circulation
desk when configuring this
role.
Course RESOURCE Manages reserve and reading
Reserves MANAGEMENT: list assignments
Manager B Manage Exports
FULFILLMENT:
B Courses
B Reading Lists
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Table 5. User Roles

Accessible

Description

Components

Course RESOURCE Works with course reserves to
Reserves MANAGEMENT: create reading lists and move
Operator B Manage Exports requests
FULFILLMENT:
B Courses
B Reading Lists
Fulfillment Fulfillment RESOURCE Manages fulfillment-related
(continued) Administrator | MANAGEMENT: configurations, such as
policies, terms of use,
® Manage Exports fulfillment units, and
FULFILLMENT: circulation desks
B Create Fulfillment Sets
B Bulk Change Due
Dates
B View Restore Request
Jobs
B View Lost Loan Jobs
B Transfer Requests
B Configuration Menu
ADMINISTRATION:
B Load Desk/
Department Operators
Fulfillment RESOURCE Manages the library’s
Services MANAGEMENT: authoritative fulfillment
Manager B Manage Exports service actions, such as course
reading list assignments,
FULFILLMENT: assigns digitization requests,
m Approve Digitization and assigns apd handles
resource sharing requests
Requests
B Monitor Requests &
Work Orders
B Courses
B Reading Lists
Items Requiring Action
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B Manage Sets

B Manage Exports
B Runa]Job

B Monitor Jobs
FULFILLMENT:

B Monitor Requests &
Work Orders

B Create Fulfillment Sets

B [tems Requiring Action

Accessible Description
Components
Fulfillment Fulfillment RESOURCE Manages the library's
(continued) Services MANAGEMENT: fulfillment services related to
Operator B Manage Exports course reserves and reading
lists, as well as move requests.
FULFILLMENT: . . .
You must assign a service unit
B Monitor Requests & when configuring this role.
Work Orders
B Courses
B Reading Lists
B [tems Requiring Action
Patron USER MANAGEMENT: | Receives services from the
B User Details - Fines/ .Spe(.:lﬁe.d lll?rary (.1f.the
institution is specified, the
Fees tab . .
patron receives services from
all libraries in the institution).
Services include receiving
loans, placing requests for
physical items, and
digitization of items.
Requests RESOURCE Manages the request
Operator MANAGEMENT: fulfillment steps, including

creating requests, picking up
items from shelves, and

placing items in transit and on
hold shelves.

You must assign a circulation
desk when configuring this
role.
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Table 5. User Roles

Accessible Description
Components
Fulfillment Resource FULFILLMENT: Manages resource sharing
(continued) Sharing B Partners partners,.to c.lefme the types of
Partners communication available
Manager B Rota Templates between Alma and the
resource sharing system. Also
manages rota templates, to
enable attaching a group of
partners to a resource sharing
request.
Work Order ACQUISITIONS: Manages internal library
Operator B Receiving Department requ(?s.ts, such as digitization
activities.
Items
B Scan In Items You must assign a service unit
when configuring this role.
B Licenses
RESOURCE
MANAGEMENT:
B Manage Exports
Resource Digital RESOURCE Manages the institution’s
Management | Inventory MANAGEMENT: digital inventory, including
Operator B Manage Sets adding dlglFal representations
to the repository, running and
B Manage Exports monitoring processes, and
m Add Digital creating and managing sets
Representation
B Run a]Job
B Monitor Jobs
Digital Can delete digital inventory.
Inventory Must be combined with the
Operator Digital Inventory Operator
Extended role to enable accessing the
Digital Inventory Operator’s
components.
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Accessible Description
Components
Resource Electronic RESOURCE Manages the institution’s
Management | Inventory MANAGEMENT: electronic inventory, including
(continued) Operator B Manage Sets addmg local electronic
collections, and local
B Add Local Electronic portfolios, managing
Collection electronic resource activation,
B Add Local Portfolio 2;(;1 creating and managing
B Manage Electronic
Resource Activation
Electronic Can delete electronic
Inventory inventory. Must be combined
Operator with the Electronic Inventory
Extended Operator role to enable

accessing the Electronic
Inventory Operator’s

components.
Physical RESOURCE Enables adding inventory
Inventory MANAGEMENT: records to the repository for
Operator B Manage Exports thg library a}nd/or institution’s
print materials, and creating
B Add Physical Item and managing sets
Physical Can delete physical inventory.
Inventory Must be combined with the
Operator Physical Inventory Operator
Extended role to enable accessing the
Physical Inventory Operator’s
components.

Repository RESOURCE Manages institution and
Administrator | MANAGEMENT: library configurations related
B Manage Exports to inventory

B Configuration Menu
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Accessible Description
Components
Resource Repository RESOURCE Manages authoritative
Management | Manager MANAGEMENT: inventory-related actions,
(continued) B Manage Sets 1nclu§i1ng adding, e(.htmg and
deleting notes, creating and
B Manage Exports removing blocks, managing
B Community Zone inventory ope}‘atqrs, assigning
. e-resource activation to
Updates Task List .
operators, managing
B Manage Electronic inventory, managing
Resource Activation repository jobs, and adding,
editing, deleting, and linking
|
Run a Job inventory in the MD Editor
B Monitor Jobs
Catalog RESOURCE Manages administrative
Administrator | MANAGEMENT: aspects of catalog
m Manage Sets management, 11.1c1ud11.1g
cataloging configuration; can
B Manage Exports perform cataloging activities
. . for bibliographic and holdings
|
All Cataloging Options records, including adding and
B Manage Electronic monitoring import/export
Resource Activation processes and creating and
B Start New Import managing sets
B Monitor and View
Imports
B Resolve Import Issues
B Runa]Job
B Monitor Jobs
B Configuration Menu
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Accessible Description
Components
Resource Catalog RESOURCE Manages the institution's
Management | Manager MANAGEMENT: catalog records, including
(continued) - cataloging activities for
Manage Sets bibliographic and holdings
B Manage Exports records, adding and
. . monitoring import/export
|
All Cataloging options processes, and creating and
B Manage Electronic managing sets
Resource Activation
B Start New Import
B Monitor and View
Imports
B Resolve Import Issues
B RunaJob
B Monitor Jobs
Cataloger RESOURCE Performs cataloging activities
MANAGEMENT: for bibliographic and holdings
B Manage Sets records only, and creates and
manages sets
B All Cataloging options
Cataloger Manages bibliographic
Extended records, holdings, and
authority records. Can
perform deletion on Cataloger
activities. Must be combined
with the Cataloger role to
enable accessing the
Cataloger’s components.
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Module

Role

Table 5. User Roles

Accessible

Description

Miscellaneous

API Analytics
Read

Components

Enables an external
application to call the retrieve
Analytics Object as XML Web
service, supplying the user
name and password of a user
with this role. For details on
this Web service, refer to
https://
developers.exlibrisgroup.com/
alma/apis/soap/analytics.

API
Fulfillment
Read

Enables reading Alma
fulfillment tables when using
the Alma Software
Development Kit (SDK). For
details on APISs, refer to:
https://
developers.exlibrisgroup.com/
alma/apis

API
Fulfillment
Write

Enables an external
application to call all the
fulfillment Web services,
supplying the user name and
password of a user with this
role. For details on APIs, refer
to:

https://
developers.exlibrisgroup.com/
alma/apis

API Label
Printing Read

Enables creating a physical
item label for printing when
using the Get Label for
Printing Web service. For
details, refer to https://
developers.exlibrisgroup.com/
alma/apis/soap/bib.
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Table 5. User Roles

Accessible Description
Components
Miscellaneous | API Resource Enables an external
(continued) Management application to call the Retrieve
Read Holdings Information Web

service, supplying the user
name and password of a user
with this role. For details on
the resource management Web
services, refer to https://
developers.exlibrisgroup.com/

alma/apis/soap/bib.
API User Enables an external
Information application to call the Get User
Read Details Web service, supplying

the user name and password
of a user with this role. For
details on the user
management Web services,

refer to https://
developers.exlibrisgroup.com/
alma/apis/soap/user.

API User Enables an external
Information application to call all user
Write management Web services,

supplying the user name and
password of a user with this
role. For details on the user
management Web services,

refer to https://
developers.exlibrisgroup.com/
alma/apis/soap/user.

Designs RESOURCE Enables creating, revising, and
Analytics MANAGEMENT: updating Alma Analytics, and
exposing analytics to other
staff operators

B Manage Exports
ADMINISTRATION:
B All Analytics options
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Module Role Accessible Description

Components

Miscellaneous | Administratio | ACQUISITIONS: Acts as overall manager of all
(continued) n System Alma system configurations

|
Administrator Exchange Rates Report

B All Processes and Sets
options

B Configuration Menu

RESOURCE
MANAGEMENT:

B Manage Exports

B RunaJob

B Monitor Jobs

B Configuration Menu
FULFILLMENT:

B Create Fulfillment Sets

B Bulk Change Due
Dates

B View Restore Request
Jobs

B View Lost Loan Jobs
B Configuration Menu
ADMINISTRATION:

B Find and Manage
Users

B Load Desk/
Department Operators

B User Management
Configuration —
Configuration Menu

B General Configuration
— Configuration Menu

Letter ADMINISTRATION: Manages letter configurations,

Administrator . . such as Letter Activity and
B General Configuration
Letter processes

— Configuration Menu
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Module Role Accessible Description
Components
Miscellaneous | SDK Write Enables writing and updating
(continued) Alma tables when using the
SDK (Alma Software

Development Kit) for APIs.

Managing Circulation Desk Operators

Circulation desk operators can be deleted, exported, or imported in Alma using
batch jobs. For example, you can export a list of existing users, modify the list,
and reimport it into Alma.

Before choosing the Delete or Import options, you must prepare the necessary
Excel files that contain details of the circulation desk operators you want to
delete or import. For details of the structure of the Excel file, see Creating Excel
Files for Import or Deleting Circulation Desk Operators on page 114.

To manage circulation desk operators:

1 On the Load Desk Operators page (Administration > User
Management > Load Desk/Department Operators), click Add Job. The
Add Job page is displayed.

Add Job

Operation ™ | Export
Library

[=]
(=]

Export

Figure 63: Add Job Page

2 Select the type of operation you want to run (Delete, Export, or Import). The
Add Job page refreshes according to your selection.

If you select Delete or Import, the Add Job page refreshes as follows.
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Add Job

Operation * | |mport [*]
File name

Update

Figure 64: Add Job Page - Delete or Import Opftion

If you select Export, the Add Job page refreshes as follows.

Add Job
Operation * | Expaort [ ]
Library | Main Library Ed
Desk | Reading Room 1 [ ]
Export
Figure 65: Add Job Page - Export Option
NOTE:
The fields shown in the above image display after completing Step a and
Step b in Step 4 below.

3 If you selected Delete or Import:

a Click .lv (Browse) and select the Excel file you want to delete or import.

b Click Update. The batch job runs and is listed on the Load Desk
Operators page.

¢ Continue with Step 5.
4 If you selected Export:

a  From the Library drop-down list, select the library from which you
want to export circulation desk operators. The Add Job page refreshes to
show the Desk drop-down list.

b From the Desk drop-down list, select the desk from which you want to
export circulation desk operators.

¢ Click Export. The Opening File Export dialog box is displayed.
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Opening exportResult.xls. xls

‘fou have chosen to open

& exportResult.xls.xls

which is a: Microsoft Excel 97-2003 Woarksheet (5.0 KE)
From: http: fil-urm01. corp, exdibrisgroup. com: 1807

wWhat should Firefox do with this file?

Microsaft Excel (default) w

() Save File

I Ok ] l Cancel

Figure 66: Opening Export File Dialog Box

d  Select whether you want to Open or Save the export file. If you select to
save the file, it is saved in your default downloads folder. If you select to
open the file, Excel opens, displaying the export file records as shown in
the following example.

A B c D E F

1 |User IdentlRole Type Library CoiExpiry Dat Desk Code
2 AutoTestel Circulation ULINC MAIN_CIRC
3 |AutoTestel Circulation ULINC MAIN_CIRC
4 AutoTestel RequestOp ULINC MAIN_CIRC
5 |abc Circulation ULINC MAIN_CIRC
6 |admin1  Circulation ULINC MAIN_CIRC
7 |admin1  Circulation ULINC MAIN_CIRC
8 |admin1  RequestOpULINC MAIN_CIRC
9 |marckfeld Circulation ULINC MAIN_CIRC
10 'marckfeld Circulation ULINC MAIN_CIRC
11 \marckfeld1 Circulation ULINC MAIN_CIRC
12 \marckfeld1 Circulation ULINC MAIN_CIRC
13 'marckfeld1RequestOp ULINC MAIN_CIRC
14 | physinvop Circulation ULINC MAIN_CIRC
15 | physinvop Circulation ULINC MAIN_CIRC
16 physinvop RequestOp ULINC MAIN_CIRC
17 | shulamita Circulation ULINC 24110/2012MAIM_CIRC
18 | shulamita Circulation ULINC MAIN_CIRC
19 shulamita RequestOpULINC 24110/2012MAIMN_CIRC
20

Figure 67: Example of Exported Circulation Desk Operators
At the same time, details of the batch job are added to the Load Desk
Operators page.

5 Click Back. The Load Desk Operators page is displayed, showing a new
batch job added to the list of jobs.

To view the job details, select Actions > View for the job whose details you
want to view.

The following is an example of a job report with no exceptions (failures).
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Job Report
Process ID 16839260000121 Name Export Desk Operators
Started on 09/01/2012 15:42:07 IST Finished on 09/01/2012 15:42:08 IST
Total run time 1 Seconds Created by admin1
Status Completed Successfully Status date -
Records processed 2 Records with exceptions 0

Figure 68: Job Report Page — No Exceptions

The following is an example of a job report with exceptions (failures).

Job Report
Process ID 17979050000121 Name LOAD_DESK_OPERATORS_JOB
Started on 01/11/2011 08:17:46 MST Finished on 01/11/2011 08:17:47 MST
Total run time 0 867 Seconds Created by admini
Status Completed Successfully Status date -
Records processed 1 Records with exceptions 1

Statistics

Total users amount
Fully succeeded users

Fully failed users

[ =

Partially succeeded users

Figure 69: Job Report Page — With Exceptions

To view the job events, on the Load Desk Operators page, select
Actions > Events for the job whose events you want to view.

The following is an example of an events report.

Events Report Back
Description -
Filter: All =
1-20of 2 Records |
Event Description $EventDate |Severiy — [Module ———Creator |
system job with id 17978910000121 has completed successfully 01/11/2011 08:14:42 MST  Information Metadata Import admin1
system job with id 17978910000121 has started 01/11/2011 08:14:42 MST  Information Metadata Import admin1

Figure 70: Events Report Page

Creating Excel Files for Import or Deleting Circulation Desk Operators

Before importing or exporting circulation desk operators in Alma, you must
create an Excel file with the appropriate details of the circulation desk operators
to be deleted or imported.

The Excel file must have an .xls extension.

NOTE:
Files with the .xIsx extension are not currently supported.

The Excel file must have the following column headings in row 1, columns A
through E:

B User Identifier
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Role Type
Library Code
Expiry Date
Desk Code

Enter the information for each circulation desk operator in the appropriate
columns from row 2 and onward.

The following is an example of an Excel file created for importing or deleting.

A B c D E
1 User Identifier Role Type Library Code Expiry Date Desk Code
2 |admin1 CirculationDeskOperator  ONL DEFAULT_CIRC_DESK
3 admin RequestOperataor oML DEFAULT CIRC DESK
4 |asafk CirculationDeskOperator  ONL DEFAULT_CIRC_DESK
5

Figure 71: Example of Delete/Import Excel File

To create an Excel file for deleting circulation desk operators:
1 Export all the circulation desk operators for a particular library and desk to
an Excel file.

2 Edit the Excel file by removing all the circulation desk operators you do not
want deleted.

3 Save the file and use it as the deletions file as described in Step a on
page 112.

To create new circulation desk operators based on existing circulation
desk operators:
1 Export the existing circulation desk operators to an Excel file.

2 Edit the file by removing any excess records of operators you do not want to
import.

3 Save the file and import it as described in Step a on page 112.

User Sets

PERMISSIONS:
To manage user sets, you must have one of the following roles:
B User Manager

B User Administrator
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You create sets of users to perform management activities on the users in the set.
User sets are managed in the same way that PO line sets are managed in
Resource Management (see Managing Search Queries and Sets in the Alma
Resource Management Guide).

You can upload users to an itemized set by uploading a file that contains the
user’s identifiers. You can view the criteria by which can upload user lists into
sets on the new User Identifier Types page. These codes are used when creating
the file for upload. For details, see User Identifiers on page 117.

VIDEO:
For more information about user sets, see the Import Electronic Portfolios
Into a Local Package video (4:55 mins). For information on creating a set of

users using an input file, see the Create a Set of Users via Input File video
(2:50 mins).

To create user sefts:

1  On the Manage Sets page (Administration > User Management > Manage
Sets), select Add Set > Itemized. The Set Details page opens.

Set Details

Setname - Settype ltemized

General Information

Set name *
Description
Hote

Set content type *| User =] Private (T)No (@)Yes
Status -_é_-AEWe \_ lInactive Status date (03/24/2014 04:29:01 PM IST
Created by Ex Libris Updated by Ex Libris

Add Contents from File to Set

File | Upload and Validate File Content

Figure 72: Set Details Page

2 Enter a Set name and Description in the relevant fields.

3 Inthe Add Contents from File to Set section, click the Browse icon to search
for the file containing the user identifiers to be uploaded as a set.

NOTE:
When uploading an Excel file, the A1 cell must contain the type of
identifier used in the file, and the ensuing cells of the A column must
contain the user identifiers. Similarly, when uploading a .txt file, the first
row must contain the type of identifier used in the file, and the ensuing
rows must contain the user identifiers (each separated by a carriage
return). For details on viewing the available user identifier types, see User
Identifiers on page 117.
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4 Click Upload and Validate File Content to load the users in the file into
your new set.

NOTE:
If you want to upload a set of user names instead of user identifiers, enter
the text USER_NAME in the top row of your Excel/.txt file, and enter the
actual user names in the ensuing cells/rows.

User Identifiers

PERMISSIONS:
To manage user identifiers, you must have one of the following roles:
B User Manager

B User Administrator

You can select the criteria by which you upload user sets.

To select the criteria by which to upload user sets:

1 Open the User Identifier Type Code Table page (Administration > User
Management > User Identifier Types). The table displays the User

Identifier Codes.

Code Table
Sub System USER_MANAGEMENT Table Name User ldentifier Type
Updated By ex|_support Updated on  31/07/2013

Patron Facing Mo
Table Description User Identifier Types

= User ldentifier Types

Filter: English =

Enablod | Display | Order JCode ——~ Jhescription __—~iranslation
o 01 Barcode Barcode
- I 02 Student ID Student ID

- 05 05 05

Figure 73: User Identifier Type Code Table Page

2 Note the Code value of the user identifier you want to use when uploading
users. For example, in the above figure, if you want to list users by their
Student ID in the file you are uploading, use 02 as the header in the upload
file and list the users by their respective Student ID values.
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Configuring User Management

This section includes:

Overview on page 119

Configuring User Management Activities on page 120
Roles and Registration on page 122

Mandatory Fields on page 134

User Details on page 143

Patron Charges on page 166

General on page 171

Collaborative Networks on page 176

Overview

The User Management area is an administrative area of the system where user
information is managed by an authorized operator. Most user-related
operations for public patron users are performed in the context of other system
areas such as Fulfillment's Circulation Desk area and the batch loading of patron
record information.

User management includes the management of public, staff, and contact users.
The management and structure of these users is the same, but the roles assigned
to them may be different. Contact users are users for which only contact
information and notes are managed. These users do not contain access or role
information.

This section describes how to configure the various user management functions.
See Alma Glossary on page 3 for definitions of these functions.
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Configuring User Management Activities

PERMISSIONS:

To configure user management activities, you must have one of the
following roles:

B  User Administrator

B General System Administrator

You configure the various user management activities from the Configuration
page (User Management > User Management Configuration > Configuration
Menu).

NOTE:
During implementation, only some of the configuration options on this
page can be configured by the User Administrator. The rest of the
configuration options on this page can be performed only by Ex Libris
Professional Services staff. When your Alma system is “live” and your
institution’s administrators have received Alma certification, the entire
page is open to administrators.

On the Configuration page, the following is displayed:

B a filter option, enabling you to display the configuration options for
configuring the institution (Main Campus) or libraries within the institution

B alist of the available configuration items

The following table lists the configuration options.

Table 6. Configuration Options

Section Configuration ltem See
Roles and Registration | Role Templates Configuring Profiles on
page 122
Role Assignment Rules Configuring Role Assignment
Rules on page 127
User Registration Rules Configuring User Registration
Rules on page 130
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Table 6. Configuration Options

Section Configuration ltem See
Mandatory Fields Public Configuring User Mandatory
Fields — Public on page 134
Staff Configuring User Mandatory
Fields - Staff on page 137
External Contacts Configuring User Mandatory
Fields - External Contacts on
page 140
User Details User Groups Configuring User Groups on
page 143

User Record Type/User Group Configuring User Record
Type/User Group Sets on
page 147

Job Categories Configuring Job Categories on
page 151

User Record Type/Job Category | Configuring User Record
Types/Job Category Sets on

page 154
User Name Display Configuring User Name
Display on page 158
Statistical Categories Configuring Statistical

Categories on page 160

Patron Charges Fines/Fees Behavior Configuring Fines/Fees
Behavior on page 166
Reasons for Waiving Fine/Fee Configuring Reasons for
Waiving Fines/Fees on
page 168
General Other Settings Configuring Other Settings on
page 171
User ID Generation Configuring User ID
Generation on page 174
Delete User Policy Configuring Delete User
Policy Settings on page 175
Collaborative Networks | Linked Account Rules Configuring Linked Account
Rules on page 176
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Roles and Registration

Configuring Profiles

PERMISSIONS:
To configure profiles, you must have one of the following roles:
B User Administrator

B General System Administrator

A profile comprises multiple roles, normally grouped according to job function,
that can be used when assigning roles to users (see Adding Roles to Users on
page 89). Profiles are also used when assigning job categories to users, instead of
assigning roles individually (see Configuring Job Categories on page 151).

You can also configure role assignment rules which indicate when a profile is to
be assigned (see Configuring Role Assignment Rules on page 127).

You configure profiles on the Profiles List page (Administration > User
Management Configuration > Configuration Menu > Roles and
Registration > Profiles).

Role Templates List Back
Role filter All = Find in:| Name ¥ ] |Ga
Add Role Template 1-9 of 9 Records
(otame — Tncdearoes 0 Tcreateay ] Creation Date JWoaiieay 1 ModitDate ]
Acquisitions Fund Manager(Main Campus) Receiving Operator(Main admin1 07/03/12011 admini 14/08/2011 Actions
Managerial Campus) License Manager(Main Campus) Purchasing Operator(Main
Template Campus),Purchasing Manager(Main Campus) Acquisitions
Administrator(Main Campus),Ledger Manager(Main Campus), Invoice
Operator(Main Campus) Vendor Manager(Main Campus)
Acquisitions Fiscal Period Manager(Main Campus),Fund Manager(Main admin 20/02/2012 User, Super 20102/2012 Actions
Managment Campus),Invoice Manager(Main Campus),Invoice Operator(Main
Campus)Ledger Manager(Main Campus) License Manager(Main
Campus),Purchasing Manager(Main Campus), Trial Manager(Main
Campus),Vendor Manager(Main Campus)
Acguisitions Staff  Designs Analytics(Main Campus),Fund Manager(Main Campus),Invoice admin1 14/08/20M admin1 14/08/2011 Actions
Template Operator(Main Campus) License Manager(Main Campus),Purchasing
Operator(Main Campus),Receiving Operator(Main Campus),Trial
Manager(Main Campus),Trial Operator(Main Campus),Trial
Participant(Main Campus),Vendor Manager(Main Campus)
Administrator Fulfillment Administrator(Main Campus),User Administrator(Main 2 071032011 o 071032011 Actions
Template Campus)Acquisitions Administrator(Main Campus),Repository
Administrator(Main Campus),Catalog Administrator(Main Campus)
Cataloger Catalog Administrator(Main Campus) Cataloger(Main Campus) admin1 21/02/2012 Implementor, Ex 29/01/2013 Actions
Libris
E-Resources License Manager(Main Campus),Purchasing Operator(Main admin1 14/08/2011 admin1 14/08/2011 Actions
Librarian Campus),Electronic Inventory Operator(Main Campus)
Fullfilment User Manager(Main Campus),Circulation Desk Operator(Resource admin 14/08/2011 admini 14/08/2011 Actions
Manaqgerial Sharing Library),Fulfillment Administrator(Main Campus),Fulfillment
Template Services Manager(Main Campus), Fulfillment Services Operator(Main
Campus),Patron(Main Campus),Requests Operator(Resource Sharing
Library) Work Order Operator(Main Campus),Physical Inventory
Operator(Main Campus)
Fullfilment Staff Fulfillment Services Operator(Main Campus) Requests admini 07i03/2011 admini 14/08/2011 Actions
Template Operator(null),Circulation Desk Operator(null),Circulation Desk
Operator(null),Patron{Main Campus) Fulfillment Administrator(Main
Campus),Wark Order Operator(Main Campus),Circulation Desk
Operator(null),Circulation Desk Operator(null),Circulation Desk
Operator{null),Circulation Desk Operator(null)
Template for Circulation Desk Operator,Fulfilment Services Operator(Main exl_support 08/04/2013 Support, Ex Libris 08/04/2013 Actions
student circ desk Campus),Patron(Main Campus) Requests Operator, Work Order
Operator(Main Campus)
Add Role Temolate 1-9 of 9 Records

Figure 74: Profiles List Page

On the Profiles List page, the following is displayed:
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B a filter option, enabling you to display all profiles, or selected profiles

B a find option. Note the option to search profiles by any of the in drop-down
options—for example, by name.

B alist of profiles
Click the Role Filter drop-down list and select whether to display all profiles, or
only a selected profile.

Click the Name heading to sort the list alphabetically —in ascending or
descending order.

NOTE:
If the selected profile does not have roles assigned to it, you can add roles
as described in Adding a Profile on page 123.

You can perform the following actions on this page:
B Adding a profile (see Adding a Profile, below)

®m Editing a profile (select Actions > Edit). When editing a profile, you can do
the following on the Profile page:

B Remove a profile:
® To remove a single profile, select Actions > Remove

B To remove multiple roles from the profile, select the check boxes of
the roles you want to remove and click Remove Selected

®m Edit a role (Actions > Edit; see Editing a User Role on page 126)

B Enable/Disable a role (click the yellow check mark to the left of the role
to disable it, and click the gray check mark to enable it)

B Duplicating a profile (Actions > Duplicate and modify the role, as needed)

B Deleting a profile (Actions > Delete)

Adding a Profile
You can add a profile to the list of profiles.

Each role in a profile can be either enabled or disabled. By default, each new role
is enabled. Click the yellow check mark to the left of the role to disable it, and
click the gray check mark to enable it.

To add a profile:

1 On the Profiles List page (Administration > User Management
Configuration > Configuration Menu > Roles and Registration > Profiles),
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click the Add Profile button. The Profile page opens. This is the first page of
a two-page wizard.

Profile

Profile Name

Name *

Figure 75: Profile Page

2 Enter a name for the profile (required), and click Save and Continue. The
Profile page updates and displays the Profile Roles section.

Profile

Profile Name
Profile Roles

Add Role Remove Selected

Name *| Testd

No records were found

Figure 76: Profile Page - Updated

3 Click the Add Role button. The Add New Roles page opens.
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Add New Roles

uaer Administrator Manages all aspects of user management, including configuration aspects such as sefting up and running user synchronizati
2 User Manager Manages user information, such as roles, blocks and contact information

Acqulsmuns I'vlanages Acquisitions configurations such as Acquisitions processes
Administrator

2 Fiscal Period Manager Manages copy ledger, rollover job and edit fiscal period table
3 Fund Manager Manages all fund related actions
4 Invoice Manager Manages invoice creation, review and approval actions
5 Invoice Operator Manages invoice creation and review actions
3] [[] Invoice Operator Cancel Invoices
Extended
7 Ledger Manager Manages ledgers for set up and allocations
8 License Manager Manages licenses and license amendments
2] D Purchasing Manager ~Manages authoritative purchasing operations such as purchase orders review and sending, purchasing license related issu
10 [[] Purchasing Operator  Manages all purchasing operations, including creation of purchase order lines and their review and update
" |:| Purchasing Operator ~ Cancel purchase order lines
Extended
12 [[] Receiving Operator Manages arrival of purchased items
13 D Receiving Operator Manages arrival of purchased items (limited in some operations)
Limited
14 ] Selector Manages all aspects ofthe selection process
15 Trial Manager Manage Electronic trials and evaluation as a preprocessing for acquisition. In addition manages the Trial Operator
16 Trial Operator Manage Electronic trials and evaluation as a preprocessing for acquisition
17 Trial Participant Permitted to participate in a trial process
18 [C]  Vvendor Manager Manages all aspects of the institution’s vendaors file

= Fulfillment

Clrcu\atmn Desk I'vlanages circulation desk actions such as loan, return, renew etc., with expanded block override options
Manager
2 D Circulation Desk Manages circulation desk actions such as loan, return, renew etc.
Operator
3 |:| Circulation Desk Manages limited circulation desk actions
Operator - Limited
4 [[] Course Resemves Manages the library's Course Reserves actions and reading list assignments
Manager
5 [[] course Resenves Operates the library's Course Reserves actions such as reading lists and move requests

Operator
(i Fulfillment Manages Fulfillment related confiourations such as policies terms of use Fulfillment Units and Circulation Desks l

Figure 77: Add New Roles Page

For a list and description of the roles that can be configured for users, see
User Roles — Descriptions and Accessible Components on page 94.

4  Select the check boxes of the roles you want to add to the new template and
click Add Role. The new roles are added to the Profile page.

Profile

Profile Hame

Add Role Remove Selected

i PRoe area T scope  JPaameters

Hame * Test1

Acquisitions Administrator Azqmsltmns Main Campus 1
2 D Eiscal Period Manager Acquisitions Main Campus - 1

Figure 78: Profile Page

5 Click Save to store the new profile and return to the Profiles List page. The
new profile appears in the list of profiles.
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Editing a User Role

You can edit the roles that are associated with a profile.

To edit a user role:

1 On the Profile page (Administration > User Management
Configuration > Configuration Menu > Roles and Registration > Profiles,
select Actions > Edit for a profile), select Actions > Edit for a role. The User
Roles Details page displays.

User Roles Details
Role name Trial Manager Scope Main Campus =]
Status | Active [=] Expiry Date ik 4

Figure 79: User Roles Details Page

2 Update the necessary fields, as described in the following table:

Table 7. Role Information Fields

Field Description

Role Name The name of the role (cannot be changed).

Scope From the predefined drop-down list, select the campus/library in
which the role is allowed.

Status From the predefined drop-down list, select if the status is Active
or Inactive.

Expiry Date The date after which the user no longer has the role.

Click the Expiry Date box and select the required date from the
Calendar dialog box.

3 Click Save Role. The edited role is saved, and the Profile page opens.

Click Save on the Profile page to store the changes you made to the profile.
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Configuring Role Assignment Rules

PERMISSIONS:

To configure role assignment rules, you must have one of the following
roles:

B User Administrator

B General System Administrator

After you define profiles, you can create rules that automatically assign a profile
to a user. Role assignment rules can also be used to assign profiles to job
categories.

Any user added to the system after an automatic role assignment rule is created,
and matching a rule's input parameters will receive all roles defined in that
rule's output parameters. Rules are not applied retroactively to existing users,
and new profiles must be assigned to existing users manually.

There is a default automatic role assignment rule that defines the profiles that
are automatically assigned to a new user when the user is created. This rule
differs from the automatic role assignment rules that you create in that it applies
to all users. When you create an automatic role assignment rule, you define the
users to whom the rule will apply.

Each automatic role assignment rule can be either enabled or disabled. By
default, each new rule is enabled.

You configure role assignment rules on the Automatic Role Assignment Rules
page (Administration > User Management Configuration > Configuration
Menu > Roles and Registration > Role Assignment Rules).

Automatic Role Assignment Rules Cancel

Filter Al =
Enabled | Move Up | Move Down |Rule ame [Description = pdated b Update Date ||

Bule 1 21/02/2012 Actions
S = Rule 2 - 21/02/2012 Actions
S = Cataloger Support, Ex Libris 27122012 Actions

- student circ desk setup This is a rule configuration for the student Support, Ex Libris 08/04/2013 Actions
who works at the circulation desk

Default Rule
Default Automatic Roles Assignment Default templates for imported user Edit

Figure 80: Automatic Role Assignment Rules Page

On the Automatic Role Assignment Rules page, the following is displayed:

B afilter option, enabling you to display all automatic role assignment rules,
or only active or inactive rules

B alist of the automatic role assignment rules

B the default automatic role assignment rule
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You can perform the following actions on this page:

Adding automatic role assignment rules (see Adding Automatic Role
Assignment Rules on page 128)

Editing an automatic role assignment rule (Actions > Edit)

You cannot edit an existing set of input parameters. To modify an existing
set of input parameters, first delete the existing set, and then add a new set.

Editing the default automatic role assignment rule (see Editing the Default
Automatic Role Assignment Rule on page 130)

Duplicating an automatic role assignment rule (Actions > Duplicate and
modify the relevant fields)

Deleting an automatic role assignment rule (Actions > Delete)
Disabling an automatic role assignment rule (click the yellow check mark
to the left of the automatic role assignment rule. To enable a disabled

automatic role assignment rule, click the relevant gray check mark )

Adding Automatic Role Assignment Rules

You can add an automatic role assignment rule. New automatic role assignment

rules are only applied to new users added after the automatic role assignment

1

rule is created. They do not affect existing users and are not applied
retroactively.

To add a new automatic role assignment rule:

On the Automatic Role Assignment Rules page (Administration > User
Management Configuration > Configuration Menu > Roles and

128
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Registration > Role Assignment Rules), click the Add Rule button. The
Automatic Role Assignment page opens.

Automatic Role Assignment

Automatic Role Rule Editor

Name *
Description
Created By - Created On  08/10/2013
Updated By - Updated On 08/10/2013

Input Parameters

Mo records were found
Name Operator Value

=l [*] | Possible Values = Add Parameter

Qutput Parameters

Name Result
RoleTemplate1 % 4
RoleTemplate2 4

RoleTemplate3 4

Figure 81: Automatic Role Assignment Page

2 In the Automatic Role Rule Editor section, specify a name (required) and
description (optional) for the rule.

3 In the Input Parameters section, specify the components of the input
parameter (Name, Operator, and Value). A set of input parameters may
look like this: Job Category = Cataloger.

4  Click the Add Parameter button. The set of input parameters is added to the
list of parameters for the automatic role assignment rule. Note that all the
parameters in the list must be satisfied in order for the output parameter to
be applied.

5 In the Output Parameters section, select up to three profiles for the rule.
In the Name column, the RoleTemplate entries refer to Profiles.

6 Click Save. The rule you defined is listed at the bottom of the list of rules on
the Automatic Role Assignment page.

Automatic Role Assignment Rules Cancel
Filter All =
Enabled | Move Up | Move Down [Rule Name escripion - TUpdated B Update Date ]

Rule 1 21/02/2012 Actions
. = Rule 2 - 21/02/2012 Actions
- .3 Cataloger Support, Ex Libris 271122012 Actions

student circ desk setup This is a rule configuration for the student Support, Ex Libris 08/04/2013 Actions

who works at the circulation desk
Default Rule
Default Automatic Roles Assignment Default templates for imported user Edit

Figure 82: Automatic Role Assignment Rules Page
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7 To disable an enabled role assignment rule, click the yellow check mark
to the left of the rule. To enable a disabled role assignment rule, click the

gray check mark  to the left of the rule.

Editing the Default Automatic Role Assignment Rule

You can edit the default automatic role assignment rule if required.

To edit the default automatic role assignment rule:

1 On the Automatic Role Assignment Rules page (Administration > User
Management Configuration > Configuration Menu > Roles and
Registration > Role Assignment Rules), under Default Rule, click Edit.
The Automatic Role Assignment page opens.

User. User, Super

Analytics
s ¥ Currentyat Main Lisrary- Recebin LT RS S AL

* Default Automatic Roles Assignment

Defaulttemplates for imported user

Updated By - Updated On -

RoleTemplatel E =3
RoleTernplate2

-

RoleTemplate3 20

Figure 83: Automatic Role Assignment Page
2 Under Automatic Roles Rule Editor, modify the default rule name and
description if required.
3 Under Output Parameters, select at least one profile for the rule.
In the Name column, the RoleTemplate entries refer to Profiles.

4  Click Save. The modified default rule details are displayed on the
Automatic Role Assignment Rules page.

Configuring User Registration Rules

PERMISSIONS:

To configure user registration rules, you must have one of the following
roles:

B User Administrator

B General System Administrator

User registration rules enable you to assign terms of use to defined user groups.
Terms of use (TOU) refers to a list of policies that define the institution/library
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commitment to the patron according to which a service is provided or
terminated. TOU can be seen as the “contract” between the library and the
patrons, and are associated with a specific type of fulfillment activity, such as a
loan, a request, or user registration. For more information on terms of use, see
Configuring Terms of Use in the Alma Fulfillment Guide.

Any user added to the system after a user registration rule is created, and
matching a rule's input parameters, receives the terms of use assigned in the
rule. Rules are not applied retroactively to existing users, and new terms of use
must be assigned to existing users manually.

There is a default user registration rule that defines the terms of use that are
automatically assigned to a new user when the user is created. This rule differs
from the automatic role assignment rules that you create in that it applies to all
users. When you create a user registration rule, you define the user groups to
whom the rule will apply.

Each user registration rule can be either enabled or disabled. By default, each
new rule is enabled.

You configure user registration rules on the User Registration Rules page
(Administration > User Management Configuration > Configuration
Menu > Roles and Registration > User Registration Rules).

User Registration Rules Cancel
Filter Al =
Enabled | Move Up | Move Down [Rule Name Updated By Update Date | _____|
= Rule 1 - - 21/02/2012 Actions
= Rule 2 - - 21/02/2012 Actions
Default Rule
Patron Registration i Edit

Figure 84: User Registration Rules Page

On the User Registration Rules page, the following is displayed:

B a filter option, enabling you to display all the user registration rules, or only
active or inactive rules

B alist of the user registration rules
B the default user registration rule
You can perform the following actions on this page:

B Adding user registration rules (see Adding User Registration Rules on
page 132)

m Editing user registration rules (Actions > Edit)

You cannot edit an existing set of input parameters. To modify an existing
set of input parameters, first delete the existing set, and then add a new set.
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Editing the default user registration rule (see Editing the Default User
Registration Rule on page 133)

Duplicating a user registration rule (Actions > Duplicate and modify the
relevant fields)

Deleting a user registration rule (Actions > Delete)
Disabling a user registration rule (click the yellow check mark < to the left
of the automatic role assignment rule. To enable a disabled automatic role

assignment rule, click the relevant gray check mark .)

Adding User Registration Rules

You can add a user registration rule. New user registration rules are only
applied to new users added after the user registration rule is created. They do
not affect existing users and are not applied retroactively.

User registration rules enable you to assign terms of use to defined user groups.
For information on the user registration policies that can be included in a TOU,
see the User Registration section in Table 28 in the Alma Fulfillment Guide.

To add a new user registration rules:

1  On the User Registration Rules page (Administration > User Management
Configuration > Configuration Menu > Roles and Registration > User
Registration Rules), click the Add Rule button. The User Registration Rules
page opens.

NOTE:

If you want to create a copy of an existing user registration rule, select
Actions > Duplicate. Once you have copied the rule, you can modify it as
needed.

User Registration Rules

Fulfillment Unit Rules Edit

Name *
Description
Created By -
Updated By -

Input Parameters

Created On 09/10/2013
Updated On  09/10/2013

Mo records were found
Operator

OQutput Parameters

Name

Hame Value

[*] Possible Values > Add Parameter

Result

[ima]

Terms of Use

Figure 85: User Registration Rules Page

132
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2 In the Fulfillment Unit Rules Edit section, specify a name (required) and
description (optional) for the rule.

3 In the Input Parameters section, specify the components of the input
parameter (Name, Operator, and Value). A set of input parameters may
look like this: User Group = Alumni.

4  Click the Add Parameter button. The set of input parameters is added to the
list of parameters for the user registration rule. Note that all the parameters
in the list must be satisfied in order for the output parameter to be applied.

5 In the Output Parameters section, select the terms of use for the rule.

6 Click Save. The rule you defined is listed at the bottom of the list of rules on
the User Registration Rules page.

User Registration Rules
Filter All =
Add Rule
Enabled Rule Name
= Rule 1 - - 21/02/2012
. . Rule 2 - - 21/02/2012
- Mew Rule This is a new rule Support, Ex Libris 09/10/2013
Default Rule
Patron Registration - Edit

Figure 86: User Registration Rules Page

7 Use the Move Up and Move Down arrows to set the order of the user
registration rules. The order of the rules within the list of rules is significant
because Alma will apply the first (enabled) rule whose input parameters are
satisfied.

Editing the Default User Registration Rule
You can edit the default user registration rule if required.

To edit the default user registration rule:

1 On the User Registration Rules page (Administration > User Management
Configuration > Configuration Menu > Roles and Registration > User
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Registration Rules), under Default Rule, click Edit. The User Registration
Rules page opens.

User Registration Rules

Fulfiliment Unit Rules Edit

Name* Patron Registration
Description

Created By User, Super Created On  28/06/2011
Updated By User, Super Updated On 14/08/2011
Name Result
Terms of Use *| Default terms of use [=]

Figure 87: User Registration Rules Page

2 Inthe User Registration Rule Editor section, modify the default rule name
and description, if required.

3 In the Output Parameters section, select at least one terms of use for the
rule.

4 Click Save. The modified default rule details are displayed on the User
Registration Rules page.

Mandatory Fields

Configuring User Mandatory Fields - Public

PERMISSIONS:

To configure user mandatory fields, you must have one of the following
roles:

B User Administrator

B General System Administrator

Alma enables you to configure certain user mandatory fields — public, meaning
mandatory (required) fields for public users. Within Alma there are other
mandatory fields; however, these fields are not configurable.

You configure user mandatory fields for public users from the Public User
Mandatory Fields Code Table page (Administration > User Management
Configuration > Configuration Menu > Mandatory Fields > Public).

134 January 2015
Ex Libris Confidential



Alma Administration
Chapter 4: Configuring User Management

Code Table Cancel Translate
You are configuring: Main Campus Organization Unit List
Sub System USER_MAMNAGEMENT Table Name Public User Mandatory Fields
Updated By admini Updated on 11/06/2013

Patron Facing Mo
Table Description | User Mandatory Fields - Public

= lzer Mandatory Fields - Public

Filter: English =
Import
T
ad First Name E| First Name  First Name admin1 11/06/2013 Delete
2 = Identifier 1 E identifier identifier exl_impl 11/06/2013 Delete

Create a New Code Table Row

Code | |dentifier 1 [=] Description
Default Value | Mg [=] Add Row

Figure 88: Code Table Page User Mandatory Fields — Public

The Code Table page displays:

B details about the user mandatory fields — public. Most of the details are
system-generated and cannot be edited.

B alist of the user mandatory fields — public that are defined

B agroup of input fields that enable you to define and create a new user
mandatory fields — public

You can perform the following actions on this page:

B Adding user mandatory fields — public (see Adding User Mandatory Fields
— Public on page 135)

B Editing user mandatory fields — public (see Editing User Mandatory Fields
— Public on page 136)

B Deleting user mandatory fields — public (click Delete to the right of the
mandatory field that you want to delete)

Adding User Mandatory Fields - Public

You can add new user mandatory fields — public if you want to make additional
optional fields mandatory.

To add new user mandatory fields — pubilic:

1 On the Public User Mandatory Fields Code Table page
(Administration > User Management Configuration > Configuration
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Menu > Mandatory Fields > Public), under Create New Code Table Row,
select a code for the new field that you want to be mandatory.

Create a Hew Code Table Row

Code | Identifier 1 » Description
Default Value | Mo | AddRow

Figure 89: Create New Public Mandatory Field Section of the Code Table Page

2 Enter a description for the new mandatory field.

3 From the Default value drop-down list, select Yes if the new mandatory
tield will be the default mandatory field whenever a new public user is
configured.

4  Click the Add Row button. The new mandatory field is displayed at the
bottom of the list of defined mandatory fields.

5 Click Save to store the new mandatory field details in the system.

Code Table Cancel Translate
You are configuring: Iain Campus Osganizstion Unit List
Sub System USER_MANAGEMENT Table Name Public User Mandatory Fields
Updated By admin1 Updated on  11/06/2013

Patron Facing No
Table Description | User Mandatory Fields - Public

= User Mandatory Fields - Public

Filter : English =
Import
e
= First Name [=] First Name First Name admin1 11/06/2013 Delete
2 e = Identifier 1 [=] identifier identifier exl_impl 11/06/2013 Delete
3 = Last Name El Last Name of the individual Last Name of the individual exl|_support 09/10/2013 Delete

Create a New Code Table Row

Code | |dentifier 1 =] Description
Default Value | No [=] Add Row

Figure 90: Code Table Page User Mandatory Fields — Public

Editing User Mandatory Fields — Public
You can edit the details of the user mandatory fields — public.
To edit the details of user mandatory fields — public:

1  On the Public User Mandatory Fields Code Table page
(Administration > User Management Configuration > Configuration
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Menu > Mandatory Fields > Public), under User Mandatory Fields —
Public, locate the field that you want to edit.

== User Mandatory Fields - Public

E Display | Order [Code [Description”[DefaultValueLastUpded |
1 . First Mame ~ [First Name [ 4] - Delete
2 = .2 Email Address % Email Addrass (3] Delete
3 o .8 Address 1 v |Address 1 [.3] Delete
4 - Last Mame v LastMame () Delete

Figure 91: Code Table Page List of User Mandatory Fields — Public
2 Use the Display or Order up and down arrows to set the order of the
mandatory fields.
3 Modify the mandatory field code and description as required.

4  Select Default Value if the new mandatory field will be the default
mandatory field.

5 Click Save to store the modified user mandatory fields — public in the
system.

Configuring User Mandatory Fields - Staff

PERMISSIONS:

To configure user mandatory fields, you must have one of the following
roles:

B User Administrator

B General System Administrator

Alma enables you to configure certain user mandatory fields — staff, meaning
mandatory (required) fields for staff users. Within Alma there are other
mandatory fields; however, these fields are not configurable.

You configure user mandatory fields — staff from the Staff User Mandatory
Fields page (Administration > User Management
Configuration > Configuration Menu > Mandatory Fields > Public).
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Table Information

= lzer Mandatory Fields - Staff

Filter: English =
[ Dioioy] Orier [Code _ IbescripioniransitionIDefauitValue [Updated bylLast pdated I
1 First Name [x] First Name F|rst Name admin 04/06/2013 Delete
A AT X Email Address [¥| Email Address Email Address '. admin 04/06/2013 Delete
3 == v LastName [¥] LastName | LastName admin1 04/06/2013 | Delete
g X Address line 4 E| Address 4 Address 4 ® ex|_impl 04/06/2013 Delete
5 - =2 Job Category [¥] Job Category | Job Category exi_impl 04/06/2013 Delete
[ Identifier 1 [*] id id admin1 04/06/2013 | Delete
Create a New Code Table Row
Code | |dentifier 1 =] Description
Default Value | No [=] |Add Row

Code Table Cancel Translate WEENE
You are configuring: Main Campus Organization Unit List

Sub System USER_MANAGEMENT Table Name Staff User Mandatory Fields
Updated By admini Updated on 04/06/2013
Patron Facing Mo
Table Description  User Mandatory Fields - Staff

Figure 92: Code Table Page User Mandatory Fields — Staff

The Code Table page displays:

details about the user mandatory fields — staff. Most of the details are
system-generated and cannot be edited.

a list of the user mandatory fields — staff that are defined

a group of input fields that enable you to define and create a new user
mandatory fields — staff

You can perform the following actions on this page:

Adding user mandatory fields — staff (see Adding User Mandatory Fields —
Staff on page 139)

Editing user mandatory fields — staff (Editing User Mandatory Fields —
Staff on page 140)

Deleting user mandatory fields — staff (click Delete to the right of the
mandatory field that you want to delete)

138
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Adding User Mandatory Fields - Staff

You can add new user mandatory fields — staff if you want to make additional
optional fields mandatory.

To add new user mandatory fields - staff:

1  On the Staff User Mandatory Fields page (Administration > User
Management Configuration > Configuration Menu > Mandatory
Fields > Public), under Create New Code Table Row, select a code for the
new field that you want to be mandatory.

Create a New Code Table Row

Code | [dentifier 1 v Description

Default Value | No | AddRow

Figure 93: Create New Public Mandatory Field Section of the Code Table Page

2 Enter a description for the new mandatory field.

3 From the Default value drop-down list, select Yes if the new mandatory
field will be the default mandatory field whenever a new staff user is
configured.

4 Click Save to store the new mandatory field details in the system.

Code Table Cancel Translate
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name Staff User Mandatory Fields
Updated By admini Updated on 09/10/2013

Patron Facing Mo
Table Description | User Mandatory Fields - Staff

= lzer Mandatory Fields - Staff

Filter: English =
n Default Value |Updated BylLast Updated | |
1 First Name [x] First Name F|rst Name . admin1 09/10/2013 | Delete
g ~. Email Address [¥| Email Address | Email Address ._:__. admin1 09/10/2013
3 = = Last Name El Last Name Last Name ® admin1 09/10/2013
g i - Address line 4 E| Address 4 Address 4 ® ex|_impl 09/10/2013
5~ ~ | |Job Category [¥] Job Category | Job Category exl_impl 09/10/2013
6 e * | Identifier 1 [x] id id admin1 09/10/2013
7o Birth Date E| Date of birth | Date of birth ® ex|_support 09/10/2013
Create a New Code Table Row
Code | |dentifier 1 =] Description
Default Value | Mg [>] | Add Row
Figure 94: Code Table Page User Mandatory Fields — Staff
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Editing User Mandatory Fields - Staff

You can edit the details of the user mandatory fields — staff.

To edit the details of user mandatory fields - staff:

1  On the Staff User Mandatory Fields page (Administration > User
Management Configuration > Configuration Menu > Mandatory
Fields > Public), under User Mandatory Fields — Staff, locate the field that
you want to edit.

== lUser Mandatory Fields - Staff

[ oispiay | Order Code ——Description | Dofault Value]Lasi Updated ]
1 = First Mame ~ | FirstMName O 5 Delete
2 = X Erail Address v Email Address (@) - Delete
3 = Last Mame v LastMName O - Delete

Figure 95: Code Table Page List of User Mandatory Fields — Staff

2 Modify the mandatory field code and description as required.

3  Use the Display or Order up and down arrows to set the order of the
mandatory fields.

4  Select Default Value if the new mandatory field will be the default
mandatory field.

5 Click Save to store the modified user mandatory fields — staff in the system.

Configuring User Mandatory Fields — External Contacts

PERMISSIONS:

To configure user mandatory fields, you must have one of the following
roles:

B User Administrator

B General System Administrator

Alma enables you to configure certain user mandatory fields — external contacts,
meaning mandatory (required) fields for external contact users. Within Alma
there are other mandatory fields; however, these fields are not configurable.

You configure user mandatory fields — external contacts from the Contact User
Mandatory Fields Code Table page (Administration > User Management
Configuration > Configuration Menu > Mandatory Fields > External
Contacts).
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Code Table -l Customize |
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name Contact User Mandatory Fields
Updated By - Updated on -

Patron Facing Mo
Table Description | User Mandatory Fields - Contact

= User Mandatory Fields - Contact

Filter: English =

B
1 = First Name [¥| First Name  First Name Delete
2 = b Telephone 1[¥| Telephone 1/ Telephone 1 - - Delete

3 = Last Name El Last Name  Last Name - - Delete

Create a New Code Table Row

Code | |dentifier 1 [=] Description
Default Value | Ng [=] | Add Row

Figure 96: Code Table Page User Mandatory Fields — External Contacts

The Code Table page displays:

B details about the user mandatory fields — external contacts. Most of the
details are system-generated and cannot be edited.

B alist of the user mandatory fields — external contacts that are defined

B agroup of input fields that enable you to define and create a new user
mandatory fields — external contacts

You can perform the following actions on this page:

B Adding user mandatory fields — external contacts (see Adding User
Mandatory Fields — External Contacts on page 141)

®m Editing user mandatory fields — external contacts (see Editing User
Mandatory Fields — External Contacts on page 142)

B Deleting user mandatory fields — external contacts (click Delete to the right
of the mandatory field that you want to delete)

Adding User Mandatory Fields - External Contacts

You can add new user mandatory fields — external contacts if you want to make
additional optional fields mandatory.

To add new user mandatory fields — external contacts:

1 On the Contact User Mandatory Fields Code Table page
(Administration > User Management Configuration > Configuration
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Menu > Mandatory Fields > External Contacts), under Create New Code
Table Row, select a code for the new field that you want to be mandatory.

Create a Hew Code Table Row

Code | Identifier 1 » Description

Default Value | Mo | AddRow

Figure 97: Create New Public Mandatory Field Section of the Code Table Page

2 Enter a description for the new mandatory field.

3 From the Default value drop-down list, select Yes if the new mandatory
tield will be the default mandatory field whenever a new external contact is
configured.

4  Click the Add Row button. The new mandatory field is displayed at the
bottom of the list of defined mandatory fields.

5 Click Save to store the new mandatory field details in the system.

Code Table =TSl Customize |

You are configuring: Wain Campus Organization Unit List

Table Information

Sub System USER_MANAGEMENT Table Name Contact User Mandatory Fields
Updated By - Updated on -
Patron Facing Mo
Table Description | User Mandatory Fields - Contact

= User Mandatory Fields - Contact

Filter: English =

[ Display] Order [Code ———— —Doscription ———— Jiranslation | Dofault Value |Updaicd BylLast Updated | |
1 ~  First Name [ =] First Name First Name - - Delete
g s = Telephone 1 [¥] Telephone 1 Telephone 1 ® = - Delete
3 = hd Last Name E' Last Name Last Name S - Delete
4 =, Email Address El Email address for the user | Email address for the external ® ex]_support 09/10/2013 Delete

contact user

Create a New Code Table Row

Code | |dentifier 1 [=] Description
Default Value | no [=] 'Add Row

Figure 98: Code Table Page User Mandatory Fields — External Contacts

Editing User Mandatory Fields — External Contacts
You can edit the details of the user mandatory fields — external contacts.
To edit the details of user mandatory fields — external contacts:

1 On the Contact User Mandatory Fields Code Table page
(Administration > User Management Configuration > Configuration
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Menu > Mandatory Fields > External Contacts), under User Mandatory
Fields — Contact, locate the field that you want to edit.

N S T T 2 (T

1 First Name Flrst MName Delete
2 = b Telephone 1 ¥ Telephone 1 O 5 Delete
3 - LastMame |~ LastMame o - Delete

Figure 99: Code Table Page List of User Mandatory Fields — External Contacts

2 Modify the mandatory field code and description as required.

3 Use the Display or Order up and down arrows to set the order of the
mandatory fields.

4  Select Default Value if the new mandatory field will be the default
mandatory field.

5 Click Save to store the modified user mandatory fields — external contacts in
the system.

User Details

Configuring User Groups

PERMISSIONS:
To configure user groups, you must have one of the following roles:
B User Administrator

B General System Administrator

Alma lets you define user groups. For example, you could create the Alumni,
Faculty, and Staff user groups. Associating a user with a group enables you to
apply specific rules to the user, based on the group with which the user is
associated. For example, a user in the Faculty group may be able to borrow a
book for two weeks, whereas a user in the Alumni group may be able to borrow
the same book for one month.
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NOTE:
After you define user groups, you define the user record type(s) for each
group. For information on this subsequent step, see Configuring User
Record Type/User Group Sets on page 147.

The defined user groups appear in all User Group drop-down lists in Alma, in
the same order in which they are listed on the User Groups Code Table page.

You configure user groups from the User Groups Code Table page
(Administration > User Management Configuration > Configuration
Menu > User Details > User Groups).

Code Table Cancel Translate
You are configuring: Main Campus Owvganization Unit List
Sub System USER_MANAGEMENT Table Name User Groups
Updated By exl_impl Updated on  31/01/2013
Patron Facing Mo
Table Description | User groups
Filter: English =
Import

T

1 01BC Undergraduate []1EIC Undergraduate exl _impl 31/01/2013 Delete
2 = . 02 02College of Advancing 02College of Advancing ( '. exl|_impl 31/01/2013 Delete
3 ke X 03 03BC Master's 03BC Master's @ ex|_impl 31/01/2013 Delete
4 T 3 04 04BC Doctoral 04BC Doctoral ( :__. ex|_impl 31/01/2013 Delete
5 T = 05 05BC Law Student 05BC Law Student ( : ) ex|_impl 31/01/2013 Delete
[ - ., 08 06BC Faculty 06BC Faculty ( ;__. ex|_impl 31/01/2013 Delete
7 - = 07 07BC Law Faculty 07BC Law Faculty ( y ex|_impl 31/01/2013 Delete
a - ., 3 08BC Staff 08BC Staff @) ex|_impl 31/01/2013 Delete
9 - = 09 09Cross Registered 09Cross Registered ( ex|_impl 31/01/2013 Delete
10 = ., 10 10BC Alumni 10BC Alumni ._j__. ex|_impl 31/01/2013 Delete

Figure 100: Code Table Page User Groups
NOTE:

User groups can be configured at the institution level only. Select the
required institution from the You are configuring filter on the User
Management Configuration page.

The Code Table page displays:

B details about the table that contains the user groups for the institution. Most
of the details are system-generated and cannot be edited.

B alist of the user groups that are defined for the institution

B agroup of input fields that enable you to define and create a new user group
You can perform the following actions on this page:

B  Adding a user group (see Adding a User Group on page 145)

B Editing a user group (see Editing User Group Details on page 146)
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B Importing user group details from an external file (click Import — For
details, see Importing Information to Code Tables on page 283)

B Deleting user groups (click Delete to the right of the group that you want to
delete)

Adding a User Group
You can add new user groups to the institution. The groups that you add apply
to all libraries within the institution.

To add a new user group to the institution:

1 On the User Groups Code Table page (Administration > User Management
Configuration > Configuration Menu > User Details > User Groups),
under Create New Code Table Row, enter a code for the new user group.

Create a New Code Table Row

Code Description
Default Value | No ¥ | AddRow

Figure 101: Create New User Group Row Section of the Code Table Page

N

Enter a code and description for the new user group.

3 From the Default value drop-down list, select Yes if the new user group will
be the default user group whenever a User Group drop-down list is
displayed.

4  Click the Add Row button. The new user group is displayed at the bottom
of the list of defined user groups.

5 Click Save to store the new user group details in the system.
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Code Table Cancel Translate
You are configuring: Main Campus Ovganization Unit List
Sub System USER_MANAGEMENT Table Name User Groups
Updated By exl_impl Updated on  31/01/2013

Patron Facing Mo
Table Description | User groups

Filter: English =
Import

D R B SRR R SR R S SR

1 01BC Undergraduate []1BC Undergraduate exl _impl 31/01/2013 Delete
) - = 02 02College of Advancing 02College of Advancing ( '. exl_impl 31/01/2013 Delete
3 g X 03 03BC Master's 03BC Master's @ ex|_impl 31/01/2013 Delete
4 = >, 04 04BC Doctoral 04BC Doctoral ( :__. exl_impl 31/01/2013 Delete
5 s = 05 05BC Law Student 05BC Law Student i - ) exl_impl 31/01/2013 Delete
6 - = 08 06BC Faculty 06BC Faculty ( :__. exl_impl 31/01/2013 Delete
7 ks = 07 | 07BC Law Faculty 07BC Law Faculty i ) exl_impl 31/01/2013 Delete
8 o >, 08 | 08BC Staff 08BC Staff ® exl|_impl 31/01/2013 Delete
9 = hd 09 09Cross Registered 09Cross Registered i ex|_impl 31/01/2013 Delete
10 == > 10 10BC Alumni 10BC Alumni ® exl|_impl 31/01/2013 Delete

Figure 102: Code Table Page User Groups

Editing User Group Details

You can edit the details of any user group.

To edit the details of a user group:

1 On the User Groups Code Table page (Administration > User Management
Configuration > Configuration Menu > User Details > User Groups),
under User Groups, locate the user group that you want to edit.

Import
08 T S S 22T T
1 STUDENT_GRADUATE Graduate Student admini Delete
2 = i STUDENT_UNDERGRADU: Undergraduate Student O admin’ Delete
3 = T 5TAFF Staff @] admin? Delete
4 - = FACULTY Faculty (3] admint Delete
g5 = ~? ALLIRMI Alurnni O admini Delete
6 = v GUEST Wisitory @] adminl Delete
7 - *  EMFLOYEE Employes @] admin? Delete
8 o TEST Test & admint Delete
Import

Figure 103: Code Table Page List of User Groups

2 Modify the group code and description as required.
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3 Use the Display or Order up and down arrows to set the order of the user

groups. The groups will appear in the defined order in all User Group drop-
down lists.

4  Select Default Value if the new user group will be the default user group
whenever a User Group drop-down list is displayed.

5 Click Save to store the modified user group in the system.

Configuring User Record Type/User Group Sets

PERMISSIONS:

To configure user record type/user group sets, you must have one of the
following roles:

B User Administrator

B General System Administrator

You can associate up to three preconfigured user record types with a user
group. This means that when a user of the specified record type is created in
Alma, the user group options available for selection are dictated by the
definitions in this mapping table.

NOTE:
User groups must be created before record types can be assigned to them.
For details on creating user groups, see Configuring User Groups on
page 143.

You configure user record types/user group sets on the
UserRecordTypeUserGroup Mapping Table page (Administration > User
Management Configuration > Configuration > User Details > User Record
Type/User Group).
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Mapping Table cancel YN
You are configuring: Main Campus Ouganization Unit List
Sub System USER_MAMNAGEMEMNT Table Name UserRecordTypeUserGroup
Updated By admin Last Updated 20/05/2013
Table Description  The tables maps the relevant user groups to the user record types
. User Record Type |User Record Type |User Record Type |Updated By |Last Updated —
1 |03BC Master's [*] staff [*] |Public [*] staff [x] admini 20/05/2013 Delete
2 11BTI Faculty [=] | Staff [~] Public [=] staff [=] admini 20/05/2013 Delete
3 |12BTI Student [*]  staff [>] | Public [=] staff [=] admin 20/05/2013 Delete
4 13BLC [*] Public [x] | staff [*] staff [x] admin1 20/05/2013 Delete
5 | 30Bindery Commerci{ ¥ | Public [=] |Public [=] Public [=] admini 20/05/2013 Delete
5 20Law Guest [=] Public [=] Public [=] staff [=x] admin1 20/05/2013 Delete
7 |22Post Doctoral Stud ¥ | | Staff [*] |Public [*] staff [x] admini 20/05/2013 Delete
8 |02College of Advanc| ¥ | Public [r] start [x] Contact  [x] admini 20/05/2013 Delete
Create a New Mapping Row
User Group | 01BC Undergraduate User Record Type
User Record Type [=] User Record Type =]
Add Row

Figure 104: Mapping Table Page User Record Type/User Group Sets

The UserRecordTypeUserGroup Mapping Table page displays:

details about the table that contains the user record types/user group sets for
the institution. Most of the details are system-generated and cannot be
edited.

a list of the user record types/user group sets that are defined for the
institution.

a group of input fields that enable you to define and create a new user
record types/user group set.

You can perform the following actions on this page:

Adding a user record type/user group set (see Adding a User Record Type/
User Group Set on page 149)

Editing a user record type/user group set (see Editing a User Record Type/
User Group Set on page 150)

Deleting a user record type/user group set (click Delete to the right of the set
that you want to delete)
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Adding a User Record Type/User Group Set

You can add a new user record types/user group set to the institution. You can
associate up to three preconfigured user record types with a user group.

NOTE:
User groups must be created before record types can be assigned to them.
For details on creating user groups, see Configuring User Groups on
page 143.

You define user record types/user group sets at the institution level. The limits
that you define apply to all libraries within the institution. Before adding a user
record types/user group set, ensure that you are configuring the institution, and
not a library.

To add a new user record type/user group set to the institution:

1 On the UserRecordTypeUserGroup Mapping Table page
(Administration > User Management
Configuration > Configuration > User Details > User Record Type/User
Group), under Create a New Mapping Row, select the user group with
which you want to associate user record types.

Create a Hew Mapping Row

User Group | Alumni v User Record Type -
User Record Type v User Record Type ~
Add Row

Figure 105: Create New Mapping Row Section of the Mapping Table Page

2 From the User Record Type drop-down lists, select up to three user record
types.

3 Click the Add Row button. The new user record types/user group set is
displayed at the bottom of the list of defined user record types/user group
sets.

4 Click Save to store the new user record types/user group set.
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Mapping Table Cancel m
You are configuring: Main Campus Cuganization Unit List
Sub System USER_MAMNAGEMEMNT Table Name UserRecordTypeUserGroup
Updated By admin Last Updated 20/05/2013
Table Description  The tables maps the relevant user groups to the user record types
. User Record Type |User Record Type |User Record Type |Updated By |Last Updated —
1 |03BC Master's [*] staff [*] |Public [*] staff [x] admini 20/05/2013 Delete
2 | 11BTI Faculty [x] stafi [x] Public [=] |staff [=] admin1 20/05/2013 Delete
3 |12BTI Student [*]  staff [>] | Public [=] staff [=] admin 20/05/2013 Delete
4 13BLC [*] Public [x] | staff [*] staff [x] admin1 20/05/2013 Delete
5 | 30Bindery Commerci{ ¥ | Public [=] |Public [=] Public [=] admini 20/05/2013 Delete
5 20Law Guest [=] Public [=] Public [=] staff [=x] admin1 20/05/2013 Delete
7 |22Post Doctoral Stud ¥ | | Staff [*] |Public [*] staff [x] admini 20/05/2013 Delete
8 |02College of Advanc| ¥ | Public [r] start [x] Contact  [x] admini 20/05/2013 Delete
Create a New Mapping Row
User Group | 01BC Undergraduate User Record Type
User Record Type [=] User Record Type =]
Add Row

Figure 106: Mapping Table Page User Record Type/User Group Sets

Editing a User Record Type/User Group Set

You can edit the details of any user record types/user group set.

To edit user record type/user group set details:

1

2
3

On the UserRecordTypeUserGroup Mapping Table page
(Administration > User Management

Configuration > Configuration > User Details > User Record Type/User
Group), under Mapping Table Rows, locate the user record types/user
group set that you want to edit.

Modify the specific user record types/user group set as required.

Click Save to store the modified user record types/user group set in the
system.
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Mapping Table Cancel
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name UserRecordTypeUserGroup
Updated By admin Last Updated 31/01/2013
Table Description  The tables maps the relevant user groups to the user record types
| userGroup  JUser Record Type |User Record Type |User Record Type |Updated By |Last Updated| |
1 03BC Master's [x] Staff [*] | Public [*] staff [x] admini 310172013 | Delete_
2 | 11BTI Faculty [=] staff [*] Public [=] staff [=] admini 31/01/2013
3 | 12BTI Student [x]| staff [=] Public [=x] staff [x] admini 31012013 | pelete_
4 |13BLC [=] Public [x] staff [=] |staff [=] admin1 31/01/2013 | Delete
5 30Bindery Commercial [¥| Public [*] Public [*] Public [=] admini 31/01/2013
5 | 20Law Guest [*] Public [x] Public [*] | staff [x] admin1 31/012013 | Delete_
7 |22Post Doctoral Student [¥ | Staff [*] |Public [*] Staff [x] admin1 31/01/2013
User Group  01BC Undergraduate =] User Record Type =]
User Record Type User Record Type
Add Row

Figure 107: Mapping Table Page User Record Type/User Group

Configuring Job Categories

PERMISSIONS:
To configure job categories, you must have one of the following roles:
B User Administrator

B General System Administrator

You can configure job categories to be assigned when you create a user. Job
categories contain role templates with a group of roles. For example, you can
create the Acquisitions Operator job category, and then assign a role template
to the category that contains the Fund Manager, Acquisitions Manager, and
License Manager roles. Role templates are assigned to job categories via the
Roles and Registration > Role Assignment Rules option on the User
Management Configuration menu (see Configuring Role Assignment Rules on
page 127). When you assign a job category to a user, the user is automatically
assigned the roles contained in the job category’s role template, so that you do
not have to configure roles individually for each user.

NOTE:
For additional information, see How to Set Up Default Roles and Privileges
According to User Job Category. Note that you need to be logged in to the
Documentation Center in order to view this document.
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Job categories may be either enabled or disabled. By default, all new job
categories are enabled. The defined job categories appear in all Job Category
drop-down lists in Alma, in the same order in which they are listed on the Code
Table page. Only enabled job categories appear in the Job Category drop-down
lists.

You configure job categories on the Job Titles Code Table page
(Administration > User Management Configuration > Configuration > User
Details > Job Categories).

Code Table Cancel Translate
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name Job Titles
Updated By admini Updated on 08/04/2013
Patron Facing Mo
Table Description | Job Titles
Filter: English =
Imoort
DETEAER R I I SR
CirculationDeskOperatar | Circulation Desk Operator | Circulation Desk Operator admini Delets
2 = = AcquisitionOperator Acquisitions Operator Acquisitions Operator ® admini Delete
3 - v Cataloger Cataloger Cataloger admin1 Delete
4 e, ad AcquisitionManager Acquisitions Manager Acquisitions Manager @® admin1 Delete
L = GeneralAdministrator General Administrator General Administrator admini 08/04/2013 Delete
6 - - EResourcel ibrarian E Resource Librarian E Resource Librarian ( :_. admini 08/04/2013 Delete
7 - ~  |Fulfilment Services Operat Fulfilment Services Operatc Fulfilment Serices Operator £ admini 08/04/2013 Delete
g - Fulfilment Manager Fulfilment Manager Fulfillment Manager ® admin1 08/04/2013 Delete
9 - - CatalogingMangager CatalogingManager CatalogingManager admini 08/04/2013 Delete
10 = studcircdesk Student who works at the ¢i Student who works at the ® exl_support  08/04/2013 Delete
circulation desk :
Imoort
Code Description
Default Value | Ng [>] Add Row

Figure 108: Code Table Page Job Categories

The Code Table page displays:

details about the table that contains the job categories for the institution.
Most of the details are system-generated and cannot be edited.

a list of the job categories that are defined for the institution.

a group of input fields that enable you to define and create a new job
category.

You can perform the following actions on this page:

Adding a job category (see Adding a Job Category on page 153)
Editing job category details (see Editing Job Category Details on page 154)

Deleting a job category (click Delete to the right of the category that you
want to delete)
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Adding a Job Category

You can add new job category to the institution. The job categories that you add
apply to all libraries within the institution.

If you prefer to use the Import option to populate the code table, see Importing
Information to Code Tables on page 283 for more information.

To add a new job category to the institution:

1  On the Job Titles Code Table page (Administration > User Management
Configuration > Configuration > User Details > Job Categories), under
Create New Code Table Row, enter a code for the new job category.

Create a New Code Table Row

Code Description
Default Value o ~  |AddRow

Figure 109: Create New User Group Row Section of the Code Table Page

2 Enter a code and description for the new job category.

3 From the Default value drop-down list, select Yes if the new job category

will be the default job category whenever a Job Category drop-down list is
displayed.

4  Click the Add Row button. The new job category is displayed at the bottom
of the list of defined job categories.

5 Click Save to store the new job category details in the system.

Code Table Cancel Translate
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name Job Titles
Updated By admini Updated on 08/04/2013
Patron Facing Mo
Table Description | Job Titles

Filter: English =
A AR e B R e SR R L R

Cucu\atmnDeskOpermm Circulation Desk Operator C\rculatmn Desk Operator admin1 08/04/2013 Delete
2 . . AcquisitionOperator Acquisitions Operator Acquisitions Operator € admin1 08/04/2013 Delete
T . Cataloger Cataloger Cataloger admin1 08/04/2013 Delete
4 b AcquisitionManager Acquisitions Manager Acquisitions Manager admini 08/04/2013 Delete
5 = =, GeneralAdministrator General Administrator General Administrator admin1 08/04/2013 Delete
B . EResourceLibrarian E Resource Librarian E Resource Librarian admin1 08/04/2013 Delete
L= =, Fulfilment Services Operat Fulfilment Services Operate Fulfillment Services Operator € admin1 08/04/2013 Delete
i jf . Fulfillment Manager Fulfillment Manager Fulfillment Manager admin1 08/04/2013 Delete
9 2 CatalogingMangager CatalogingManager CatalogingManager admin1 08/04/2013 Delete
10 = studcircdesk Student who works at the ci Student who works at the [ exl_support 08/04/2013 Delete

circulation desk 5
Code Description
Default Value | No [=] Add Row
Figure 110: Job Titles Code Table Page
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Editing Job Category Details
You can edit the details of any job category.

To edit the details of a job category:

1 On the Job Titles Code Table page (Administration > User Management
Configuration > Configuration > User Details > Job Categories), in the Job
Titles section, locate the job category that you want to edit.

Filter: English =
Import
Rl Bl e B S Rl
CirculationDeskOperator | Circulation Desk Operator | Circulation Desk Operator admin1 08/04/2013 Delete
2 2 = AcquisitionOperator Acquisitions Operatar Acquisitions Operator admin1 08/04/2013 Delete
3 == 2 Cataloger Cataloger Cataloger ® admin1 08/04/2013 Delete
4 . . AcquisitionManager Acquisitions Manager Acquisitions Manager admin1 08/04/2013 Delete
5 = = GeneralAdministrator General Administrator General Administrator ® admin1 08/04/2013 Delete
6 . . EResourcel ibrarian E Resource Librarian E Resource Librarian ._: admin1 08/04/2013 Delete
7 - e Fulfillment Services Operat Fulfillment Services Operatc Fulfillment Services Operator ® admin1 08/04/2013 Delete
8! . Fulfillment Manager Fulfillment Manager Fulfillment Manager admin1 08/04/2013 Delete
9 - - CatalogingMangager CatalogingManager CatalogingManager ® admin1 08/04/2013 Delete
107 == studcircdesk Student who works at the ci| Student who works at the exl_support 08/04/2013 Delete
circulation desk
Import

Figure 111: Job Titles Code Table Page - List of Job Categories

2 Modity the job category code and description as required.

3 Use the Display or Order up and down arrows to set the order of the job
categories. The job categories will appear in the defined order in all User
Group drop-down lists.

4  Select Default Value if the new job category will be the default job category
whenever a Job Category drop-down list is displayed.

5 Click Save to store the modified job category in the system.

Configuring User Record Types/Job Category Sets

PERMISSIONS:

To configure user record types/job category sets, you must have one of the
following roles:

B User Administrator

B General System Administrator

A record type indicates the users for which a job category is available (Staff,
Public, Contact). You can associate up to three preconfigured user record types
with a job category. A job category is displayed only for the record type for
which it is associated. For example, if the Acquisitions Operator role has been
associated only with Public users, Acquisitions Operator is displayed in the Job
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Category drop-down list when you configure a Public user, but not when you
configure other types of users.

NOTE:
For additional information, see How to Set Up Default Roles and Privileges
According to User Job Category. Note that you need to be logged in to the
Documentation Center in order to view this document.

You configure user record types/job category sets on the
UserRecordTypeJobTitle Mapping Table page (Administration > User
Management Configuration > Configuration > User Details > User Record

Type/Job Category).
Mapping Table Cancel
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name UserRecordTypedJobTitle
Updated By admin Last Updated 08/04/2013

Table Description The tables maps the relevant job titles to the user record types
[ Tiob Category _____ JUser Record Type |User Record Type |User Record Type |Updated &
1 Acqwsmons OperatoE Staﬂ El Publlc El CDntact [=] admin 8-’04-’2013 Delete
2 |Cataloger [*] | Staff [*] Public [*] contact [=] admini 08/04/2013 Delete
3 |E Resource Librariar{ ¥ | | Staff [=]  Public [*] contact [x] admint 08/04/2013 Delete
4 | CatalogingManager (E| Staff El Public El Contact E| admin 08/04/2013 Delete
5 | FulfilmentServicesMd ¥ | | Staff [*]  Public [*] contact [=] admini 08/04/2013 Delete
5 FulflmentServicesOf ¥ | | Staff [=] Public Contact [x] admin1 08/04/2013 Delete
7 Acquisitions ManageE Staff El Public El Contact E| admin1 08/04/2013 Delete
8 | General Administratﬁ Staff El Public El Contact [=] admini 08/04/2013 Delete
9 Circulation Desk Opd ¥ | | Staff [x]|  Public [*] contact [x] admini 08/04/2013 Delete
10 | Student who works af ¥ | | Staff [=]  Public =] [x] exl_support  08/04/2013 Delete

Job Category  Acquisitions Manager =] User Record Type =]

User Record Type [E3| User Record Type =]

Add Row

Figure 112: Mapping Table Page User Record Type/Job Category Sets

The Mapping Table page displays:

B details about the table that contains the user record types/job category sets
for the institution. Most of the details are system-generated and cannot be
edited.

B alist of the user record types/job category sets that are defined for the
institution

B agroup of input fields that enable you to define and create a new user
record types/job category set

You can perform the following actions on this page:
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B Adding a user record type/job category set (see Adding a User Record
Type/Job Category Set on page 156)

®  Editing a user record type/job category set (see Editing User Record Type/
Job Category Sets on page 157)

B Deleting a user record type/job category set (click Delete to the right of the
set that you want to delete)

Adding a User Record Type/Job Category Set

You can add a new user record types/job category set to the institution. Each job
category may contain up to three user record types.

You define user record types/job category sets at the institution level. The limits
that you define apply to all libraries within the institution. Before adding a user
record types/job category set, ensure that you are configuring the institution and
not a library.

To add a new user record type/job category set to the institution:

1  On the UserRecordTypeJobTitle Mapping Table page
(Administration > User Management
Configuration > Configuration > User Details > User Record Type/Job
Category), in the Create a New Mapping Row section, select the job
category with which you want to associate user record types.

Create a New Mapping Row

Job Category  Acquisitions Manager - User Record Type -
User Record Type e User Record Type v
Add Row

Figure 113: Create New Mapping Row Section of the Mapping Table Page

2 From the User Record Type drop-down lists, select up to three user record
types.

3 Click the Add Row button. The new user record types/job category set is
displayed at the bottom of the list of defined user record types/job category
sets.

4 Click Save to store the new user record types/job category set.
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Mapping Table
You are configuring: Main Campus O
Sub System USER_MAMAGEMENT Table Name UserRecordTypelUserGroup
Updated By ex|_support Last Updated 11/09/2014
Table Description  The tables maps the relevant user groups to the user record types
[ |userGroup ~ |User Record Type User Record Type User Record Type Updated By
1 | 03BC Master's - Staff *  Public - -~ ex|_support
2 | 11BTI Faculty - Staff = Public -~ Contact ~  exl_support
3 | 12BTI Student - Staff = Public ol = exl_support
4 |13BLC = Public » | |Staff - = ex|_support
5 | 30Bindery Commercial =  Public v pd = | ex|_support
6 | 20Law Guest = Public - Staff - ~ | exl_support
7 | 22Post Doctoral Studen = Staff ~ | Public - Contact ~ exl_support
&  02College of Advancing = Public *  Staff ~ Contact = exl_support

Create a New Mapping Row

© Quick Add

User Group
01BC Undergraduate -
User Record Type User Record Type

User Record Type

Add Row

Figure 114: Mapping Table Page User Record Type/Job Category Sets

Editing User Record Type/Job Category Sets

You can edit the details of any user record types/job category set.

To edit user record type/job category details:

1  On the UserRecordTypeJobTitle Mapping Table page
(Administration > User Management
Configuration > Configuration > User Details > User Record Type/Job
Category), under Mapping Table Rows, locate the set of user record types/
job category that you want to edit.

2 Modify the specific user record types/job category as required.

3 Click Save to store the modified user record types/job category in the
system.
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Mapping Table Cancel
You are configuring: Main Campus Organization Unit List
Sub System USER MANAGEMENT Table Name UserRecordTypelobTitle
Updated By admin Last Updated 08/04/2013
Table Description The tables maps the relevant job titles to the user record types
- Tools
. User Record Type |User Record Type |User Record Type |Updated B Last Updated
1 | Acquisitions Operato[ ¥ | | Staff [*] Public [=] | Contact [=] admini 08/04/2013 Delete
2 | Cataloger [*] | Staff [*] Public [*] contact [=] admini 08/04/2013 Delete
3 |E Resource Librariar ¥ | | Staff [=] Public Contact [x] admint 08/04/2013 Delete
4 CatalogingManager (E| Staff El Public El Contact E| admin1 08/04/2013 Delete
5 | FulfilmentServicesMd ¥ | | Staff [*]  Public [*] contact [x] admini 08/04/2013 Delete
5 FulfilmentServicesOf ¥ | | Staff [x]  Public [*] contact [=] admini 08/04/2013 Delete
7 Acguisitions ManageE Staff El Public El Contact E| admin1 08/04/2013 Delete
8 | General Administratd ¥ | | Staff [=] Public [=] |Contact [=] admin 08/04/2013 Delete
9 |Circulation Desk Opel ¥ | | Staff [*] Public [*] contact [x] admint 08/04/2013 Delete
10 Student who works af ¥ | | Staff [*] Public [¥] exl_support  08/04/2013 Delete
Job Category  Acquisitions Manager =] User Record Type =]
User Record Type [E3| User Record Type =]
Add Row

Figure 115: Mapping Table Page User Record Type/job Category

Configuring User Name Display

PERMISSIONS:
To configure user name display, you must have one of the following roles:
B User Administrator

B General System Administrator

You can configure the way a user name is displayed in each record type. You
can also define a separator between the names for each record type.

The records for which you can change the user name display are predefined.
You cannot add or delete records, but you can modify the way each record type
displays in Alma.

The convention for displaying names is:

{First display name}{separator}{second display namelspace}{third display
name}

Where the display name values can be: firstName, lastName, or
middleName
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You configure user name display options on the DisplayUserName Mapping
Table page (Administration > User Management
Configuration > Configuration > User Details > User Name Display).

Mapping Table Cancel
You are configuring: Main Campus Organization Unit List
Sub System USER_MANAGEMENT Table Name DisplayUserName
Updated By - Last Updated -
Table Description | Display User Name
Enabled|Record Type |First Diplayed Name |Secound Diplayed Name [Third Diplayed Name [Separator — [Updated By |Last Updated | |
IALL lastName (firstName A - z Customize
CONTACT lastName (firstName = = Customize
ORGANIZATION firstiName Customize
PUBLIC lastName (firstName Customize
STAFF lastName firstName Customize
USER lastName (firstName Customize

Figure 116: Mapping Table Page User Name Display

The DisplayUserName Mapping Table page displays:

B details about the table that contains the user name display options for the
institution. Most of the details are system-generated and cannot be edited.

B alist of the user name display options that are defined for the institution.

You can edit the details of any set of user name display options.

To edit user name display options:

1 On the DisplayUserName Mapping Table page (Administration > User
Management Configuration > Configuration > User Details > User Name
Display), under Mapping Table Rows, locate the set of user name display
options that you want to edit.

2 Click Customize in the row you want to edit.

NOTE:
You can click Restore at any time to restore the initial parameter value.

3 Modify the specific display option as required.

4 Click Save to store the modified user name display options in the system.
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Mapping Table Cancel
You are configuring: Main Campus
Table Information
Sub System USER_MANAGEMENT Table Name DisplaylUserName
Updated By - Last Updated -
Table Description | Display User Name
Enabled|Record Type |First Diplayed Name |Secound Diplayed Name [Third Diplayed Name [Separator  |Updated By [Last Updated
[aLL | lasiName | [firstName 1[ 1L |- - Customize
|[conTACT | lastName | [firstName I [ - - Customize
ORGANIZATION firstName [ - = Customize
PUBLIC lasiName firstName ; - - Customize
STAFF lastName [firstName L - - JEustomize
USER \IastName |f|rstName L - - Customize

Figure 117: Mapping Table Page User Name Display

Configuring Statistical Categories

PERMISSIONS:

To configure statistical categories, you must have one of the following
roles:

B User Administrator

B General System Administrator

Configuring statistics is done in the following three stages:
®m  Configuring statistical categories
®  Configuring category types

®  Configuring statistical categories/types (by assigning the statistical
categories to the category types)

Alma lets you define statistical categories. For example, you can create a
statistical category to indicate that a patron is a faculty member. Category types
can then be displayed in Alma Analytic reports, which allow you to see user
information according to category type. For more information, see the
Configuring Statistical Category Types section of the Alma Analytics Guide.

NOTE:
It is recommended to configure category types before configuring
statistical categories (see Configuring Category Types on page 163).

Statistical categories may be either enabled or disabled. By default, all new
statistical categories are enabled. The defined statistical categories appear in the
Statistical Category drop-down lists in Alma in the same order in which they
are listed on the User Statistical Categories Code Table page. Only enabled
statistical categories appear in the Statistical Category drop-down lists.
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You configure statistical categories on the User Statistical Categories Code Table
page (Administration > User Management
Configuration > Configuration > User Details > Statistical Categories).

Code Table

You are configuring: Wain Campus

Table Information

Sub System USER_MANAGEMENT
Updated By exl_support

stat1
2. Faculty

Create a Hew Code Table Row

Code

Default Value No

Table Description  User Statistical Categories

Enablod | Display | Order [Code  [Descripion | Default Value_|Updatod By |Last Updated
52 categoryCode1 :ategoryDescnptmm admlm 06/12/2012 Delete
= =2 categoryCode2 categoryDescription2 P admin1 06/12/2012 Delete

Cancel

Table Name User Statistical Categories
Updated on 06/12/2012

06/12/2012
06/12/2012

admin1
admin1

Delete
Delete

stal
Faculty Patron

Description
[] |Add Row

Figure 118: Code Table Page Statistical Categories

The User Statistical Categories Code Table page displays:

details about the table that contains the statistical categories for the

institution. Most of the details are system-generated and cannot be edited.

category.

a list of the statistical categories that are defined for the institution.

a group of input fields that enable you to define and create a new statistical

You can perform the following actions on this page:

B Adding a statistical category (see Adding a Statistical Category on
page 162)

B Editing statistical category details (see Editing Statistical Category Details
on page 163)

B Deleting a statistical category (click Delete to the right of the category that
you want to delete)

NOTE:

The Enabled column is not functional. All listed entries are enabled.
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Adding a Statistical Category

You can add a new statistical category to an institution or a library. The
statistical categories that you add apply to all libraries within the institution.

If you prefer to use the Import option to populate the code table, see Importing
Information to Code Tables on page 283 for more information.

To add a new statistical category:

1  On the User Statistical Categories Code Table page (Administration > User
Management Configuration > Configuration > User Details > Statistical
Categories), in the Create a New Code Table Row section, enter a code and
description for the new statistical category (see Configuring Statistical
Categories on page 160 for recommendations).

Create a New Code Table Row

Code

Default Value | Ng [>] Add Row

Description

Cancel

Figure 119: Create New Code Table Row Section of the Code Table Page

2 From the Default value drop-down list, select Yes if you want the new
statistical category to be the default job category whenever a Statistical
category drop-down list is displayed.

3 Click Add Row. The new statistical category is displayed at the bottom of
the list of defined statistical categories. Note that by default, each new
statistical category is enabled. To disable a statistical category, click the
yellow check mark to the left of the statistical category.

4 Click Save to store the new statistical category details in the system.

Code Table

You are configuring: Main Campus

Table Information

Sub System USER_MANAGEMENT
Updated By ex|_support
Table Description | User Statistical Categories

= User Statistical Categories

categoryCodel categoryDescription 1
categoryCode2 | categoryDescription2
= = stat1 stal

- Faculty Faculty Patron

Create a New Code Table Row

Code

Default Value | Ng [=] AddRow

Table Name User Statistical Categories
Updated on 06/12/2012

import
Enabled | Display ] Order JCode  _ [fDescription | DefaultValue |UpdatedBy JLastUpdated 1 ]

Description

Cancel

06/12/2012
06/12/2012
06/12/2012
06/12/2012

admini Delete

admini Delete
admini Delete

admini Delete

Cancel EEEVC]

Figure 120: User Statistical Categories Code Table Page
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Editing Statistical Category Details

You can edit the details of any statistical category. If the statistical category is
not currently required but may be required in the future, you can disable it.

To edit the details of a job category:
1  On the User Statistical Categories Code Table page (Administration > User

Management Configuration > Configuration > User Details > Statistical
Categories), under User Statistical Categories, locate the statistical category

that you want to edit.
Code Table Cancel
You are configuring: Main Campus
Sub System USER_MANAGEMENT Table Name User Statistical Categories
Updated By exl_support Updated on 06/12/2012

Table Description | User Statistical Categories

Import

Enabled | Display] Order Jeode IDescription | DefaultValue lUpdatcd By JLastUpdated 1 ]
X categoryCode1 ::ﬁlegnryDescnplmm admin1 06/12/2012 Delete
2. T categoryCode2  categoryDescription2 ) admin1 06/12/2012 Delete
2. X statl stal £ admin1 06/12/2012 Delete
= Faculty Faculty Patron ® admin1 06/12/2012 Delete
Create a New Code Table Row
Code Description
Default Value | No [>=] Add Row

Figure 121: User Statistical Categories Code Table Page

2 Modify the statistical category code and description as required.

3 Select Default Value if the new statistical category will be the default

statistical category whenever a Statistical category drop-down list is
displayed.

4 Click Save to store the modified statistical category in the system.

NOTE:
The order of the statistical categories in the table has no significance.

Configuring Category Types

PERMISSIONS:

To configure category types, you must have one of the following roles:

B User Administrator

B General System Administrator

Alma lets you define category types. Category types indicate the type of
statistical category, such as a department, city, and so forth. Statistical categories
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are then mapped to the configured category types, performed when mapping
statistical/category types (see Configuring Statistical Categories/Types on

page 165).

NOTE:
It is recommended to configure category types before configuring

statistical categories.

To create category types:

1  On the User Category Types Code Table page (Administration > User
Management Configuration > Configuration Menu > User
Details > Category Types), locate the Create a New Code Table Row section

at the bottom of the page.

Code Table

You are configuring: Clean Training

Table Information

Sub System USER_MAMNAGEMENT Table Name User Category Types
Updated By exl|_support Updated on 29/12/2014
Patron Facing Mo
Table Description | User category types for grouping statistical categories

= lUser category types for grouping statistical categories

Filter: English =

Import

Mo records were found.

Create a New Code Table Row

@ Quick Add

Code Description Default Value
Mo ~  |Add Row

Figure 122: User Category Types Code Table Page

2 Enter a code and description in the relevant fields, and click Add Row. The
value displays in the User Category Types for Grouping Statistical
Categories section.
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Code Table

You are configuring: Main Campus Onganizd

Sub System LUSER_MANAGEMENT Table Name User Category Types
Updated By ex|_impl Updated on  12/15/2014

Patron Facing No
Table Description | User category types for grouping statistical categories

= User category types for grouping statistical categories

Filter: English =
Import

O T T T (1 ) N R 2N (7
= GEOGFEAF'H\C Geographic Home Geographic Home exl |

2 - ACADEMICDIVISION Academic Division Academic Division - ) exl |

G Quick Add
Code Description Default Value
Mo ~ |Add Row

Figure 123: User Category Types Code Table Page — Category Type Added

3 (lick Save.

Configuring Statistical Categories/Types

PERMISSIONS:

To configure statistical categories/types, you must have one of the
following roles:

B User Administrator

B General System Administrator

Alma enables mapping Statistical Categories to Category Types. The Statistical
Categories may be then assigned to users, who can be filtered by their Category
Types (see Working With Statistics on page 72).

Only statistical categories mapped to category types are available in Analytics
(see the Statistical Categories 1-5 entry in Table 10 in the Alma Analytics Guide).

To map statistical categories to their relevant category types:

1  On the StatisticalCategoriesTypes Mapping Table page
(Administration > User Management Configuration > Configuration
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Menu > User Details > Statistical Categories/Types), locate the Create a
New Mapping Row section at the bottom of the page.

Mapping Table

You are configuring: Main Campus

Table Information

Sub System USER_MANAGEMENT Table Name StatisticalCategoriesTypes
Updated By - Last Updated -
Table Description | The table maps the relevant statistical categories to the user statistical types

= Mapping Table Rows

No records were found

Create a New Mapping Row

oOuick Add

Statistical Category
Audiavisual

Category Type
Department within 1F

Add Row

Figure 124: StatisticalCategoriesTypes Mapping Table Page

2 Map a statistical category (configured in the Adding a Statistical Category
procedure, above) to a category type (configured in the To create category
types: procedure, above) by selecting values in the relevant fields, and click
Add Row. The value displays in the Mapping Table Rows section.

3 Click Save. The statistical categories are matched (mapped) to the indicated
category types.

Patron Charges

Configuring Fines/Fees Behavior

PERMISSIONS:

To configure fine/fee behavior, you must have one of the following roles:
B User Administrator

B General System Administrator

You can configure options for fines/fees behavior. For example, you can specify
whether the fine/fee can be waived, activated manually, or refunded.

The specific fine/fee types are predefined and cannot be edited.
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You configure fines/fees behavior on the FineFeeTypeDefinition Mapping Table
page (Administration > User Management
Configuration > Configuration > Patron Charges > Fines/Fees Behavior).

Mapping Table Cancel
You are configuring: Main Campus Crganization Unit List
Sub System USER_MANAGEMENT Table Name FineFeeTypeDefinition
Updated By - Last Updated -
Table Description | FineFeeTypeDefinition’s Description

[ [FinelFee ype  |Waivable? |Manual creation?|Refundable? [Fine/Fee owner | Updated By |Last Updated | |
1 | Card renewal | True [*] True [*] True [=] [Institution admin? 11/07/2012 Restore
2 | Claim return fee [* | [True [=] | True [*] True [=] [Library admin1 1/07/2012 Restore
3 | Credit ¥ | |[False ¥ | True ¥ | | True | |Library = = Customize
4 | Damaged item fin ¥ | |True |~ || True ¥ || True | |Library = - Customize
5 | Digitization fee |+ | |True |~ ||True > | True ~ | Library - = Customize
6 | Document deliven ¥ | | True | ¥ || True ¥ | True ¥ | Library s = Customize
7 Issue library card| ¥ | | True || True ¥ | | True | |Library = = Customize
8 | Lost item process ¥ | |True | ¥ || True > | | True ~ | Library - = Customize
9 Lostitem replace| ¥ | True ¥ | True ¥ | True ¥ | Library s = Customize
10| New user fee > ||True |~¥||True > | | True | |Institution s = Customize

Figure 125: FineFeeTypeDefinition Mapping Table Page

The Mapping Table page displays:

B Details about the table that contains the fines/fees behavior options for the

institution.

B A list of the fines/fees behavior options that are defined for the institution.

To edit the details of fines/fees behavior options:

1

On the FineFeeTypeDefinition Mapping Table page (Administration > User
Management Configuration > Configuration > Patron Charges > Fines/
Fees Behavior), in the Mapping Table Rows section, locate the set of fines/
fees behavior options that you want to edit.

Click Customize in the row you want to edit.

In the Waivable? column, select True to indicate that the specified fine/fee
can be waived, or select False to indicate that the specified fine/fee cannot be
waived.

In the Manual Creation? column, select True to indicate that the specified
fine/fee can be activated on the Alma UI, or select False to indicate that the
specified fine/fee cannot be activated on the Alma UI.

In the Refundable? column, select True to indicate that the specified fine/fee

can be refunded, or select False to indicate that the specified fine/fee cannot
be refunded.
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NOTE:
You can click Restore at any time to restore the initial (default) parameter
value.

6 Click Save to store the modified fines/fees behavior options in the system.

Mapping Table Cancel
You are configuring: Main Campus Crganization Unit List
Sub System USER_MANAGEMENT Table Name FineFeeTypeDefinition
Updated By - Last Updated -

Table Description  FineFeeTypeDefinition's Description

== Mapping Table Rows

[ [FinclFec ype  |Waivable? |Manual creation?|Refundable? [Fine/Feo owner | Updated By |Last Updated| |
1 | Card renewal | True [x] True True  [x] admin1 1/07/2012 Restore

2 | Claim return fee [¥| True [=] True [*] True | admin1 1/07/2012 Restore

3 | Credit ¥ | False | ¥ | True ¥ | True ] Customize
4 | Damaged item fin ¥ | True |¥|| True ¥ || True Customize
5 | Digitization fee |~ | True |¥| True > || True Customize
6 | Document deliven ¥ | | True | ¥ || True > | | True Customize
7 Issue library card| ¥ [ True |¥| True ¥ || True Customize
8 |Lostitem process ¥ | True |~ ||True > || True Customize
9 | Lost item replace| ¥ | | True | ¥ || True > | | True Customize
10| New user fee ¥ | True |¥||True ¥ | True Customize

Figure 126: FineFeeTypeDefinition Mapping Table Page

Configuring Reasons for Waiving Fines/Fees

PERMISSIONS:

To configure reasons for waiving fines/fees, you must have one of the
following roles:

B User Administrator

B General System Administrator

Alma enables you to configure the reasons for waiving fines/fees.

You configure the reasons for waiving fines/fees on the
FineFeeTransactionReason Code Table page (Administration > User
Management Configuration > Configuration Menu > Patron
Charges > Reasons for Waiving Fine/Fee).
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Code Table el customize |
You are configuring: Main Campus Orgsnizetion Unit List
Sub System USER_MANAGEMENT Table Name FineFeeTransactionReason
Updated By - Updated on -

Patron Facing Yes
Table Description | Reasons for transactions

= Reasons for transactions

Filter: English =

Enabled]Display Default Value |Updated BylLust Updated | |

= SICKNESS Sickness Sickness > - Delete

- - FACULTY Faculty Faculty - - Delete

- * | |MILITARYSERVICE Militaryservice Militarysenvice 5 = = Delete

-. * | WAVEDBYREGISTRAR | Waived by registrar Waived by registrar ® = - Delete

- = TECHNICALISSUE Technical issue Technical issue > - Delete

= ~ | |LOSTITEMWASFOUND Lost item was found Lost item was found (@ 2 . Delete

- OTHER Other Other ®) = = Delete
Code Description

Default Value | default.checked (not listed) [>] |Add Row

Figure 127: Code Table Page Reasons for Waiving Fine/Fee

The FineFeeTransactionReason Code Table page displays:

B details about the reasons for waiving fines/fees.

B alist of the reasons for waiving fines/fees that are defined
You can perform the following actions on this page:

B Adding reasons for waiving fines/fees (see Adding Reasons For Waiving
Fines/Fees on page 169)

B Editing reasons for waiving fines/fees (see Editing Reasons For Waiving
Fines/Fees on page 170)

B Deleting reasons for waiving fines/fees (click Delete to the right of the
category that you want to delete)

B Disabling a reason for waiving fines/fees (click the yellow check mark <« to
the left of the reason. To enable a disabled reason, click the relevant gray

check mark )

Adding Reasons For Waiving Fines/Fees

You can add new reasons for waiving fines/fees.

To add new reasons for waiving fines/fees:

1  On the FineFeeTransactionReason Code Table page (Administration > User
Management Configuration > Configuration Menu > Patron
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Charges > Reasons for Waiving Fine/Fee), in the Create New Code Table
Row section, enter a code for the reason for waiving a fine/fee.

Create a Hew Code Table Row

Code Description
Default Value |No [=] | Add Row

Figure 128: Create New Reason For Waving a Fine/Fee

2 Enter a description for the reason for waiving fine/fee field.

3 From the Default value drop-down list, select Yes if the new reason for
waiving fine/fee field will be the default reason field whenever a reason for
waiving fine/fee is configured.

4  Click the Add Row button. The new reasons for waiving fine/fee field is
displayed at the bottom of the list of defined reasons for waiving fine/fee.
Note that by default, each new reason for waiving fine/fee is enabled. To

disable a reason for waiving fine/fee field, click the yellow check mark < to
the left of the reason for waiving fine/fee field.

5 Click Save to store the new reason for waiving fine/fee field details in the
system.

Code Table el customize |

You are configuring: Main Campus Organization Unit List

Table Information

Sub System USER_MANAGEMENT Table Name FineFeeTransactionReason
Updated By - Updated on -
Patron Facing Yes
Table Description | Reasons for transactions

= Reasons for transactions

Filter: English =

[Enabled) Display Order [Code _—————— IDeseripion ——[Transiation | Defoult Value |Updated BylLast Updated | |

v | |SICKNESS Sickness Sickness F = = Delete

e 32 FACULTY Faculty Faculty - - Delete

- * | |MILITARYSERVICE Militaryservice Militarysenvice 5 = = Delete

-. * | WAVEDBYREGISTRAR | Waived by registrar Waived by registrar ® = - Delete

0 = TECHNICALISSUE Technical issue Technical issue > - Delete

2 * | LOSTITEMWASFOUND Lost item was found Lost item was found (@ - = Delete

- OTHER Other Other ®) = = Delete
Code Description

Default Value | default.checked (not listed) El Add Row

Figure 129: Code Table Page Reason For Waiving Fine/Fee
Editing Reasons For Waiving Fines/Fees
You can edit the details of the reasons for waiving fines/fees.
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To edit the details of reasons for waiving fines/fees:

1  On the FineFeeTransactionReason Code Table page (Administration > User

Management Configuration > Configuration Menu > Patron

Charges > Reasons for Waiving Fine/Fee), in the Reasons for Transaction

section, locate the field that you want to edit.

= Reasons for transactions
Filter : English =~

Import
[Enabledl Display] Orer [code o Description —Jiranslation ] Dofault Value JUpdated Byltast Updated | ____]

x SICKNESS Too sick Too sick B exl_support 10/10/2013 Delete

B = FACULTY Faculty Faculty ® ex|_support 10/10/2013 Delete

B ~  |MILITARYSERVICE Militaryservice Militarysenice ® exl_support  10/10/2013 Delete

e L2 LOSTITEMWASFOUND Lost item was found Lost item was found ._: ) exl_support 10/10/2013 Delete

e = WAIVEDBYREGISTRAR Waived by registrar Waived by registrar ) ex|_support 10/10/2013 Delete

S = TECHNICALISSUE Technical issue Technical issue ® exl|_support 10/10/2013 Delete

- OTHER Other Other ® exl_support  10/10/2013 | Delete

Figure 130: Code Table Page List of Reasons For Waiving Fine/Fee

2 Modify the reason for waiving fine/fee field code and description, as
required.

3 Use the Display or Order up and down arrows to set the order of the

reasons for waiving fine/fee fields.

4  Select Default Value if the new reason for waiving fine/fee field will be the

default reason for waiving fine/fee field.

5 Click Save to store the modified reason for waiving fine/fee in the system.

General

Configuring Other Settings

PERMISSIONS:
To configure other settings, you must have one of the following roles:
B User Administrator

B General System Administrator

This option enables you to customize other settings that are not specific to any

other user management action.

You configure other settings on the CustomerParameters Mapping Table page

(Administration > User Management Configuration > Configuration
Menu > General > Other Settings).
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Mapping Table Cancel
You are configuring: Main Campus Organization Unit List
Sub System INFRA Table Name CustomerParameters
Updated By - Last Updated -
Table Description | Customer Parameters
_lparameterkey ______lparameter module _|parameter value ____lfree toxt description___|Updated By _JLastUpdated] |
1 |address_linel regex user_management - = Customize
2 |address_line2 regex user_management = = Customize
3 |address_line3_regex user_management o = Customize
4 |address line4 regex user_management = = Customize
5 |address_line5_regex user_management - - Customize
6 |days_password_change | user_management | |90 Number of days from last | - = Customize
7 |email_regex user_management | [(*([0-9a-zA-Z]([-.\w]"[0-98 |must have a valid form = = Customize
8 |email_updating_new_use| juser_management | [true - - Customize
9 |password_regex user_management | |*(?="d){?="[a-z]){?="TA| |must be at least 8 charact] - = Customize
10 |phone_regex user_management | |{{(\s)™\d(\s)*?-?)"(\d)}?(\g |must be numeric - z Customize

Figure 131: Customer Parameters Mapping Table Page (Other Settings)

The following table describes the Other Settings options:

Table 8. Other Settings Options

Parameter Key Description

address_linel_regex

The valid format of line 1 in the user address.

days_password_change

The number of days that a new password is valid, from the
time the user is created or their password is updated.

email_regex

The valid e-mail format.

email_regex_display

The message displayed when entering an email address.

email_updating_new_user

Indicates whether to send the user an e-mail upon update/
delete.

password_regex

The valid password format.

password_regex_display

The message displayed when entering a password.

phone_regex

The valid phone number format.

phone_regex_display

The message displayed when entering a phone number.

photo_identifier_type

The type of user identifier from which to take the name of the
photo (together with photo_server_url).

photo_server_url

The location of the user photo to be displayed in the User
Details section.

photo_suffix

The file extension (such as .jpg or .gif) for user photos. This
value is appended to photo URLs — if this value is not defined,
the photo may not display properly.
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Table 8. Other Settings Options

Parameter Key Description

pin_number_method To enable the PIN number generation functionality, enter the
value fourDigit (the only possible value) here. For more
information on PIN number generation, see the explanation
for the PIN number field in Table 2.

postal_code_regex The valid format for the postal code.

NOTE:
By default, the postal code must be between 0 to 16
characters and must include only digits, capital letters,
hyphens, and spaces. If you want to include periods as
well, add \. following the hyphen, as follows: [A-Z0-
9\-\.1{0,16}

postal_code_regex_display The message displayed when entering a postal code.

preferred_identifier The preferred user identifier to be used when displaying only
one identifier (for example, the ID in Manage Patron Services)
and when scanning items that are on the hold shelf according

to user.
primary_identifier_regex The valid format of the primary identifier.
url_regex The valid format of the URL. It must have a leading protocol,

a valid domain name (two or three letter TLD and no invalid
characters), and a valid file path.

use_pincode_for_selfcheck_ Indicates whether a PIN code is used for self-check machines.
machine

To edit other settings:

1 On the Customer Parameters Mapping Table page (Administration > User
Management Configuration > Configuration Menu > General > Other
Settings), change the Table Description as required.

2  In the Mapping Table Rows section, locate the setting that you want to edit,
and click Customize.

3 Modify the parameter value as required.

NOTE:
You can click Restore at any time to restore the initial parameter value.

4 Click Save to store the modified other settings in the system.
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Mapping Table Cancel
You are configuring: Main Campus Organization Unit List
Sub System INFRA Table Name CustomerParameters
Updated By - Last Updated -
Table Description | Customer Parameters
| _|parameterkey ______parameter module |parameter value ____|free text description ___Updated By _|Last Updated | |
1 |address_linel regex user_management l— - = Customize
2 [address_line2_regex luser_management || [ Customize
1 |address_line3_regex [user_management || [ o = Customize
4 [address line4 regex |user_management | | [ Customize
5 [address_line5_regex |user_management | | [ - - Customize
6 [days_password_change | [user_management | [90 |Number of days from last | - = Customize
7 [email_regex |user_management | [(*{[0-9a-zA-Z]([- W] 7[0-84 [must have a valid form = = Customize
8 [email_updating_new_use| [user_management | [true [ - - Customize
9 [password_regex |user_management | [*(?="d)(?="[a-2])(?=_"[A| [must be at least 8 charact] - = Customize
10 [phone_regex |user_management | [{((\s)*?\d(\s)*?-7)*(\d)) ?(\d [must be numeric - z Customize

Figure 132: CustomerParameters Mapping Table Page (Other Settings)

Configuring User ID Generation

PERMISSIONS:
To configure user ID generation, you must have one of the following roles:
B User Administrator

B General System Administrator

This option provides an automated option for creating sequence based user IDs.
When adding a new user, if you select an identifier type, Alma automatically
populates the Value parameter with the appropriate preset sequencing value.
For more information on adding a new user, see Adding Users on page 51.

You configure user ID generation on the User ID Generation page
(Administration > User Management Configuration > Configuration
Menu > General > User ID Generation).

User ID Generation

Uszer ID Generation Parameters
Identifier Type | System number [=] Prefix
Last sequence value 0 Setnext seguence value

Figure 133: User ID Generation

To configure user ID generation:

1  Select an identifier type from the drop-down list.

The options that display in this list have been previously configured by Ex
Libris (generally during implementation).
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If your user ID requires a prefix, enter it in the Prefix field.
Click Set next sequence value.

Enter the starting sequence value in the dialog box and click Save.

g = W N

Verify your settings and click Save.

Configuring Delete User Policy Settings

PERMISSIONS:

To configure delete user policy settings, you must have one of the
following roles:

B User Administrator

B General System Administrator

This option enables you to configure the system behavior when purging/
deleting a user from Alma, which provides greater flexibility in maintaining
reportable data. You can choose to retain all of a users' data in the system, retain
only statistical data, or remove all data from the system.

The selected setting takes effect on users deleted through the Purge Users job,
API, or manually deleted in Alma. When raising the Delete User Policy setting
(thatis, changing the setting to remove more data), the setting is also invoked on
users previously deleted in the system.

To configure Delete User Policy settings:

1 Open the Delete User Policy page (Administration > User Management
Configuration > Configuration Menu > General > Delete User Policy).

Delete User Policy

() Keep Fully Reportable
(@) Keep statistics
() Fully Remave

Figure 134: Delete User Policy Page

2 Select a delete user policy setting:

B Keep Fully Reportable — The user's status is Deleted; all requests are
canceled, and the identifying string is deactivated. The rest of the user's
data is retained in the system.

This is the default setting when creating users in institutions previously
configured with Alma.
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B Keep Statistics — The user's statistical data is retained — that is, all non-
identifying statistical data, (such as the user group and job category) are
retained, as well as data on the Statistics tab. All other data is deleted.

This is the default setting when creating users in institutions newly
configured with Alma.

B Fully Remove — Removes all user data upon deletion, including
statistical data.

3 Click Save and Execute. The selected delete user policy is invoked for all
users purged in the system, both manually and via the Purge user records
job.

Collaborative Networks

Configuring Linked Account Rules

PERMISSIONS:

To configure linked account rules, you must have one of the following
roles:

B Circulation Desk Manager (logged into a circulation desk)
®m  Circulation Desk Operator (logged into a circulation desk)

B User or General Administrator (to configure walk-in patron account
rules).

Linked account rules enable you to configure a group to which walk-in patrons
are assigned. Walk-in patrons are patrons that belong to another institution but
are part of a fulfillment network and therefore have access to the current
institution.

You can configure an expiration date for the patron, either as an absolute date or
as a date relative to the patron’s expiration date in the source institution. You
can also configure an absolute purge date or a purge date relative to the patron’s
expiration date.

You configure linked account rules on the Linked Account Rules page
(Administration > User Management Configuration > Configuration
Menu > Collaborative Networks > Linked Account Rules).

176 January 2015
Ex Libris Confidential



Alma Administration
Chapter 4: Configuring User Management

Filter All =
Add Rule
Enabled Rule Name Updated B

Linked Account Rules

lesd Implementor, Ex 0470772013

Libris

Default Rule
Default Linked Account rule Default rules for linked Account Edit

Figure 135: Linked Account Rules Page — Rules List

The Linked Account Rules page displays:

details about the linked account rules
a list of the linked account rules that are defined for the institution

a group of input fields that enable you to define and create a new linked
account rule

the default linked account rule

You can perform the following actions on this page:

B  Adding alinked account rule (see To add a linked account rules for a walk-
in patron:, below)

®m Editing a linked account rule (Actions > Edit)

B  Duplicating a linked account rule (Actions > Duplicate and edit the relevant
fields)

B Deleting a linked account rule (Actions > Delete)

®m  Editing the default linked account rule (click Edit in the Default Rule
section)
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To add a linked account rules for a walk-in patron:

1

On the Linked Account Rules page (Administration > User Management
Configuration > Configuration Menu > Collaborative Networks > Linked
Account Rules), click Add Rule. The Linked Account Rules page displays.

Linked Account Rule Editor

Input Parameters

Name Operator Value

Output Parameters

Expiry From Source

Purge After Expired
Resource Sharing

Linked Account Rules

Name *
Description
Created By - Created On  02/04/2014
Updated By - Updated On  02/04/2014

No records were found

=] [*] |Possible Values > Add Parameter

Hame Result
User Group *| 03BC Masters
Expiry Date

Purge Date

HE¢EYE

Library

Figure 136: Linked Account Rules Page

Enter the name of the rule in the Name field.
Enter a description of the rule in the Description field.

In the Input Parameters section, select Source Institution (the institution
with which the walk-in patron is associated) in the Name field and select an
operator and value for the parameter.

For example: Source Institution = Eastern State

NOTE:

The institutions displayed in the Value drop down list include institutions
that are part of a collaborative network, as well as institutions that are part
of a fulfillment network.

5

In the Output Parameters section, select a user group to which the walk-in
patron will be assigned and optionally, an absolute or relative expiration
date and/or purge date for the patron. For example, you may select Master’s
student as the user group and a purge date of May 13, 2015.

In the Resource Sharing Library field, select a resource sharing library to be
assigned to any new linked user that is created when a walk-in loan is
performed.
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6 Click Save. The rule is added to the list of rules on the Linked Account Rules
page.
Rules are considered in the order in which they are listed on this page. The

tirst rule whose criteria are met by the walk-in patron is applied to the
patron. If no rule’s criteria are met, the default rule takes effect.
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Configuring General Alma Functions

This section includes:

Configuring General Activities on page 181
Libraries on page 187

Locations on page 202

Work Orders and Departments on page 203
External Systems on page 216
Branding/Logo on page 229

General Configuration on page 231
Widgets on page 274

Security on page 277

Importing Information to Code Tables on page 283

Configuring General Activities

PERMISSIONS:
To configure general activities, you must have the following role:

B General System Administrator

You configure the various general activities from the Configuration page
(Administration > General Configuration > Configuration Menu).

NOTE:
During implementation, some of the configuration options on this page
can be performed only by Ex Libris Professional Services staff. Once your
Alma system is “live” and your institution’s administrators have received
Alma certification, the entire page is open to administrators.
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On the Configuration page, the following information is displayed:

B You are configuring drop-down list, which enables you to configure options
for the entire institution or libraries within the institution. Although most
options are configured for the entire institution, some of the options may
permit you to override or add settings per library, and some options may
require you to configure them at the library-level only. Refer to Alma
Topology on page 184 for additional information regarding Alma
organizational levels.

m  List of the available configuration options, which are detailed in the
following table:

Section

Table 9. Configuration Options

Configuration
ltem

Configuration
Level

Refer To:

Libraries Add a library or Institution Managing Institutions and
edit library Libraries on page 187
information
Relationships Institution/ Configuring General

Library Relationships on page 197
Define Campuses | Institution Configuring Campuses on
page 198
Locations Physical Locations | Library Configuring Physical
Locations on page 202
Remote Storage Institution Configuring Remote Storage
Facilities on page 203

Work Orders and Work Order Types | Institution/ Configuring Work Order

Departments Library Types on page 204
Work Order Institution/ Configuring Work Order
Departments Library Departments on page 213

External Systems Integration Institution Configuring Integration
Profiles Profiles on page 217
S/FTP Definitions | Institution Configuring S/FTP

Definitions on page 219
Allowed Client Institution Configuring Allowed Client
IPs IPs on page 222
Allowed Emails Institution Configuring Allowed Emails
on page 225
Allowed S/FTP Institution Configuring Allowed S/FTP
connections Connections on page 227
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Table 9. Configuration Options

Section Configuration Configuration Refer To:
Item Level
Branding/Logo Alma Logo and Institution Configuring Alma Branding
Color Scheme on page 230
Delivery System Institution Configuring Skins on
Skins page 231
General Letter Emails Institution Configuring Labels in Email
Configuration Letters on page 244
Letter Activity Institution Enabling/Disabling Types of
Email Letters on page 242
Notification Institution Testing the Output of a Letter
Template on page 255
XML to Letter Institution Sending a Letter's XML
Admin Output to the Letter
Administrator on page 251
Customize Letters | Institution Customizing Letters on
page 253
Other Settings Institution Configuring Other Settings
on page 265
Institution Institution Configuring Institution
Languages Languages on page 270
Home Page Institution Configuring Home Page
Notifications Notifications on page 272
CRM Contacts Institution Configuring CRM Contacts
on page 273
Widgets Customized Institution Configuring Widgets on
Widgets page 274
Primo Widgets: Institution Configuring Primo Widgets
B Primo Widget on page 277
Search Fields
B Primo Widget
Search
Precision
B Primo Widget
Configuration
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Table 9. Configuration Options

Section Configuration = Configuration = Refer To:
Item Level

Configure Other Acquisitions — Opens the Acquisitions | Configuring Acquisitions on

Modules (refer to Configuration page page 295Refer to Configuring

the other guides) (Acquisitions > Acquisitions Acquisitions in the Alma
Configuration > Configuration Menu). | Acquisitions Guide
Resource Management — Opens the Refer to Configuring
Resource Management Configuration Resource Management in the
page (Resource Alma Resource Management
Management > Resource Guide
Configuration > Configuration Menu).
Fulfillment — Opens the Fulfillment Configuring Fulfillment on
Configuration page page 245Refer to Configuring
(Fulfillment > Fulfillment Fulfillment in the Alma
Configuration > Configuration Menu). | Fulfillment Guide
User Management — Opens the User Configuring User
Management Configuration page Management on page 119
(Administration > User Management
Configuration > Configuration Menu).

Security IP Group Institution Configuring IP Group
Configuration Configuration on page 278
Login Restriction | Institution Configuring Login
Configuration Restriction Configuration on

page 279
Alma Topology

The Alma topology is based on an institution ==> library hierarchy.

Institution

-

Library

Figure 137: Institution/Library Hierarchy

The institution is the basic level of data and workflow management in Alma
(refer to Institution Considerations on page 186 for more information). Some
processes, however, may be managed at the library level (refer to Library
Considerations on page 186 for more information).
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Two additional and optional organizational levels may play a role in the Alma
topology:

B Campus (refer to Configuring Campuses on page 198)

B Consortium (refer to Working with Collaborative Networks (Consortia) in

Alma on page 3 in the Working with Collaborative Networks in Alma Guide for
more information).

| Consortium |

h___

F__-

Campus

h___

Figure 138: Campus/Consorfium Organizational Levels

The campus is a bundling of libraries and may be used for:

B Setting availability of electronic resources to be only when discovered from
within one of the campus libraries (refer to Configuring Inventory
Available For Management Groups for Multicampus Environments on
page 728 in the Alma Resource Management Guide)

B Setting the priority of discovered physical resources to match the physical
location from which discovery is being made

B Setting the allowed pick-up location of the requested physical resource

The consortium organizational level is one where institutions coordinate and
share data and processes. A consortium is implemented in Alma’s Network
Zone (NZ) and may incorporate one or more varying functional characteristics
that include:

B Shared Catalog — A shared Metadata Management System, where
institutions contribute and make use of a single and shared catalog

B Acquisitions Network — Where institutions share/manage a joint
acquisitions process and shared electronic inventory

®m Fulfillment Network — Where institutions may share fulfillment
configurations and enable patrons to freely use resources of one another

B Resource Sharing Network — Where ILL configurations may be jointly
managed
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Institution Considerations

In Alma, an institution manages the following data as a single list, accessible to
all institution operators of the proper role:

User management
Vendors

Funds management
Licenses

Metadata management

Configurations
In addition, an institution can make use of a single:

B Integrated external system such as an ERP (enterprise resource planning) or
SIS (student information system)

B External authentication system

This means that if there is a requirement for operators of the same role to
separately administer slices of any of the above entities, there needs to be a split
into multiple institutions. For example, any of the following conditions is an
indication that more than one institution needs to be set up:

B If multiple Acquisitions administrators must be able to administer separate
portions of the licenses list, vendors list, or funds list

B If multiple catalogers must be able to manage only exclusive parts of the
catalog

B If separate ERP systems must be used to manage different payments/
invoices

B If multiple system librarians must be able to configure only exclusive
configuration sets of the system

m If different users that are authenticated by the system must be authenticated
by different distinct authentication systems

Library Considerations

Some key processes may still take place at the library level for:
®m  Fulfillment
B Operator roles

B DPolicies
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B Acquisitions
B Purchase orders
B Fund availability
B Vendor availability

This means that if any of the following need to be managed separately, there
may still be a single institution set up, and the separation may be done at the
library level:

B Where there are separate fulfillment policies

B Where there are separately managed fulfillment processes, such as request
and loan management

B Where there are separate acquisitions processes for:
B Operators that must be able to purchase for specific libraries only
B Operators that must be able to make use of specific funds only

B Operators that must be able to make use of specific vendors only

Libraries

This section contains the following topics:
B  Managing Institutions and Libraries on page 187
B  Configuring General Relationships on page 197

B Configuring Campuses on page 198

Managing Institutions and Libraries

PERMISSIONS:

To manage institutions and libraries, you must have the following role:

B General System Administrator

Each Alma installation is composed of a single institution that includes one or
more libraries (refer to Alma Topology on page 184 for more information). Each
customer is assigned a customer code and institution code by Ex Libris. Library
codes can be configured by customers.

You manage institutions and libraries from the Organization Unit Details page
(Administration > General Configuration > Configuration
Menu > Libraries > Add a Library or Edit Library Information):
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EXLI‘DF\IS A‘ma - BTN £ Tasks  Analytice  Curently at: Main Library - ULING Receiv...

Organization Unit Details

Organization Unit Name  Main Campus Organization Unit Type  Institution Path  EX| DEV1.EXLDEVT_INST
Summary Libraries Contact Information Calendar Management
Organization Unit Hame = Main Campus Path  EXLDEW1 EXLDEVT_INST

Code EXLDEW1_INST
Description  Main Campus

Figure 139: Organization Unit Details Page

On the Organization Unit Details page (for an institution), the following tabs
appear:

B  Summary - Enables you to display and edit the general details of the
institution.

B Library — Enables you to display and edit the details of the libraries in the
institution.

B Contact Information — Enables you to display and edit the contact
information for the institution, including physical addresses, phone
numbers, and email addresses.

®m  Calendar Management — Enables you to configure the hours during which
the institution is open or closed.

The organizational structure is indicated in the Path column on the Libraries
tab/List of Libraries page (Administration > General

Configuration > Configuration Menu > Libraries > Add a Library or Edit
Library Information, click the Libraries tab).

List of libraries

Organization Unit Name Wain Campus Organization Unit Type [nstitution Path EXLDEVA1.EXLDEV1_INST
Summary Libraries Contact Information Calendar Management
Organization Units List
Add a Librarv Ii\ 2[3j[H Go|: 1-15 of &:
[ Organization Unit Name————Tbescription = JOrganizarion Unit Type |
1 ARCH - Library EXLDEV1.EXLDEV1_INST.ARCH
2 At Library - Library EXLDEV1.EXLDEV1_INST.UARCY
3 BURNS - Library EXLDEV1.EXLDEV1_INST.BURNS
4 COMP - Library EXLDEV1 EXLDEV1_INST.COMP
5 ERC - Library EXLDEV1.EXLDEV1_INST.ERC
6 Education Library - Library EXLDEV1.EXLDEV1_INST.UEDUC
7 English Literature 11 - Library EXLDEV1.EXLDEV1_INSTENGT1
8 GEO - Library EXLDEV1.EXLDEV1_INST.GEO
3 GOV - Library EXLDEV1.EXLDEV1 INST.GOV

Figure 140: List of Libraries Page

The Path column contains the customer code, institution code, and library code
elements. For example, if your customer code is EXLDEV1, your institutional
code is EXLDEV1_INST, and if your library code is UARCY, the path is listed as
EXLDEV1.EXLDEV1_INST.UARCV.
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You can configure or manage the following for your institution:
B General information

® Library details

®  Contact information

®m Calendar details

For details on configuring information for a resource sharing library, refer to the
procedure To configure resource sharing library information: in the Alma
Fulfillment Guide.

The following actions can be performed on this page:

B Editing the institution’s details (see Editing the Institution’s Details,
below)

B Adding/Editing Institution Libraries (see Adding/Editing Institution
Libraries on page 190)

®m Editing Contact Details (see Editing Contact Details on page 192)

B Adding/Editing Calendar Details (see Adding/Editing Calendar Details on
page 193)

B Adding/Editing IP Definitions for a Library (see Adding/Editing IP
Definitions for a Library on page 196)

Editing the Institution’s Details

You can edit the name and description of the institution.

NOTE:
To update this information in Primo, see Configuring the Primo
Institution in the Alma-Primo Integration Guide.

To edit the institution’s details:

1 On the Organization Unit Details page (Administration > General
Configuration > Configuration Menu > Libraries > Add a Library or Edit
Library Information), in the Summary tab, modify the name (required) and
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description (optional) of the institution. The code is automatically assigned
to you by Ex Libris.

EXLI‘DI'\IS AIITIa - ﬁ M e Tasks Analytics  Currently at. Main Library - ULINC Receiv...

Organization Unit Details

Organization Unit Name  Main Carpus Organization Unit Type  Institution Path  EXLDEV1.EXLDEVT_INST
Summary Libraries Contact Information Calendar Management
Organization Unit Mame * Main Campus Path  EXLDEW1.EXLDEWT_INST

Code EXLDEY1_INST
Description | Main Campus
Figure 141: Organization Unit Details Page

2  (Click Save.

Adding/Editing Institution Libraries

You can add a library to an institution, or modify the details of the libraries in
your institution.

NOTE:
To update this information in Primo, see Viewing and Exporting the
Alma Libraries in the Alma-Primo Integration Guide.

To add/edit libraries:

1 On the Organization Unit Details page (Administration > General
Configuration > Configuration Menu > Libraries > Add a Library or Edit
Library Information), click the Libraries tab. The List of Libraries page

opens.
List of libraries
Organization Unit Name Main Campus Organization Unit Type Institution Path EXLDEV1.EXLDEV1_INST
Summary Libraries Contact Information Calendar Management
Add a Librarv [1)2)(s)r] [ lgo] 1-15
[ [ Organization Unit Name Organization Unit Type
1 ARCH - Library EXLDEV1.EXLDEV1_INSTARCH
2 Art Library - Library EXLDEV1.EXLDEV1_INST.UARCV
3 BURNS - Library EXLDEV1.EXLDEV1_INST.BURNS
4 COMP - Library EXLDEV1 EXLDEV1_INST.COMP
5 ERC - Library EXLDEV1.EXLDEV1_INST.ERC
6 Education Library - Library EXLDEV1 EXLDEV1_INST.UEDUC
7 English Literature 11 - Library EXLDEV1.EXLDEV1_INST.ENG11
§ GEO - Library EXLDEV1.EXLDEV1 INST.GEO
3 GOV - Library EXLDEV1 EXLDEV1_INST.GOV
10 INT - Library EXLDEV1.EXLDEV1 INST.INT
11 K-C - Library EXLDEV1.EXLDEV1_INSTK-C
12 LAW - Library EXLDEV1.EXLDEV1_INST.LAW
13 Law Library - Library EXLDEV1.EXLDEV1_INST.ULAW

Figure 142: List of Libraries Page (Libraries Tab)
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2 Add, edit, delete, and/or view library information using the following
procedures:

a Toadd alibrary, click the Add a Library button. On the Add an
Organization Unit page, enter a name, code, and (optionally)
description for the library, and click Save. The library code is appended
to the path (organizational structure) indicated. For example, if your
customer code is EXLDEV1, your institutional code is EXLDEV1_INST, and
you have entered UARCV as your library code, the path is listed as
EXLDEV1.EXLDEV1_INST.UARCV.

b To edit a library, select Actions > Edit for the library that you want to
update.

B In the Summary tab, modify the library details as required.
Select the following defaults for a library:
— A default location for Acquisitions
— A default proxy profile

Identify the campus associated with the library. Note that a library
can be associated with only one campus.

Expand the Resource Sharing Information section and select Is
resource sharing library to designate the library as a resource
sharing library.

B Click the Contact Information tab to define specific library contact
details. See Editing Contact Details on page 192 for detailed
information on this tab.

B (lick the Calendar Management tab to define specific library
calendar details. See Adding/Editing Calendar Details on page 193
for detailed information on this tab.

B Click the IP Definitions tab to define specific IP version and match
criteria. For more information on the IP Definitions tab, see Adding/
Editing IP Definitions for a Library on page 196.

B Click Save.

¢ To delete a library, select Actions > Delete for the library that you want
to delete, and click Confirm in the Confirmation Message dialog box.

d To view the details of a library, select Actions > View for the library that
you want to view, and click View. The Organization Unit Details page
opens and displays the details of the selected library.

3 Click Save.
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Editing Contact Details

You can modify the contact details of the institution or library, including
physical addresses, phone numbers, and email addresses.

To edit contact details:

1  On the Organization Unit Details page (Administration > General
Configuration > Configuration Menu > Libraries > Add a Library or Edit
Library Information), click the Contact Information tab to add, update, or
delete contact information for the institution. The Organization Unit Contact
Information page opens.

Organization Unit Contact Information

Organization Unit Name Main Campus Organization Unit Type  [nstitution Path EXLDEV1.EXLDEV1_INST

Summary Libraries Contact Information Calendar Management

Add Address 1-10f

I N LTI * Creation Date

AutOA Street 1 User. Super 01/03/2012 05:17:10 AM IST Billing, Shippi
Add Phone Number

No records were found.

= Email Addresses

Add Email Address

No records were found

Figure 143: Organization Unit Contact Information Page (Contact Information Tab)

2 Modify the address details as required.

B To add an address, click the Add Address button. In the Add Address
dialog box, enter the address details, and click Add if you want to add
more addresses, or Add and Close if you do not want to add more
addresses.

B To edit an address, select Actions > Edit for the address that you want to
update. On the Address List page, modify the address details as
required, and click Save.

B To delete an address, select Actions > Delete for the address that you
want to delete, and click Confirm in the Confirmation Message dialog
box.

B To duplicate an address, select Actions > Duplicate for the address that
you want to duplicate, and then edit the address as required.

3 Modify the phone number details as required.

B To add a phone number, click the Add Phone Number button. In the
Add Phone Number dialog box, enter the phone number, and click Add
if you want to add more phone numbers, or Add and Close if you do
not want to add more phone numbers.
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B To edit a phone number, select Actions > Edit for the phone number that

you want to update. On the Phone Numbers List page, modify the
phone number details as required, and click Save.

To delete a phone number, select Actions > Delete for the phone
number that you want to delete, and click Confirm in the Confirmation
Message dialog box.

To duplicate a phone number, select Actions > Duplicate for the phone
number that you want to duplicate, and then edit the phone number as
required.

4 Modify the email address details as required.
B To add an email address, click the Add Email Address button. In the

Add Email Address dialog box, enter the email address, and click Add if
you want to add more email addresses, or Add and Close if you do not
want to add more email addresses.

To edit an email address, select Actions > Edit for the email address that
you want to update. On the Email List page, modify the email address
details as required, and click Save.

To delete an email address, select Actions > Delete for the email address
that you want to delete, and click Confirm in the Confirmation Message
dialog box.

To duplicate an email address, select Actions > Duplicate for the email
address that you want to duplicate, and then edit the email address as
required.

5 Click Save.

Adding/Editing Calendar Details

You can add to or modify the calendar details of the institution or library,
enabling you to configure the hours during which the institution is open or

closed.

To add/edit calendar details:

1  On the Organization Unit Details page (Administration > General
Configuration > Configuration Menu > Libraries > Add a Library or Edit
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Library Information), click the Calendar Management tab. The Calendar
Management page opens.

Calendar Management Canc
Organization Unit Name Main Campus Organization Unit Type  Institution Path EXLDEV1.EXLDEV1_INST
Summary Libraries Contact Information Calendar Management

Full Calendar Avplv Chanoes Add Record

[ Tinherited [Record type] ——— — Description ———|Valid from| Valid to_|From hour| To hour| RecurrencelRecurrence Iype| Day of week| Status |
1 Standard - 01/01/2011 1213142012 08:00 17:00 Yes - Monday QOpen
opening
hours
2 Standard - 01/01/2011 12/31/2012 08:00 17:00 Yes - Thursday QOpen
opening
hours
3 Event my event 0143142012 - - No - - QOpen
4 Event my event1 01/31/2012 02/29/2012 - - Yes Weekly Thursday QOpen
5 Standard QOpen 08:00-20:00 0211442012 021442015 08:00 20:00 Yes - Saturday QOpen
opening
hours
6 Standard QOpen 08:00-17:05 03/18/2012 03/18/2015 08:00 17:05 Yes - Sunday QOpen
opening
hours
7 Standard QOpen 08:00-17:00 02/23/2014 0212312017 08:00 17:00 Yes - Tuesday QOpen
opening
hours
8 Event end of yesr 09/23/2014 - - - No - - QOpen

Figure 144: Calendar Management Page (Calendar Management Tab)

2 To add a calendar record, click the Add Record button.

3 Inthe Add Record dialog box, locate the Record type field and select the
type of operating hours to add (required):

®  Event - Special dates, such as the end of the year, the end of the
semester, or an exhibition. Events appear in the library’s calendar, but do
not indicate whether the library is open or closed.

B Exception — Exceptions for open/closed dates and times, such as
holidays

B Standard Operating Hours — Regular dates and times during which the
library is open, based on a day of the week

Add Record

Record type ™ Standard apening hours e
Day of week ™ k"
From hour (HH:mm})*

To hour {HH:mm)*

Close m Add and Close

Figure 145: Add Record Dialog Box

NOTE:
Only one Standard Opening Hours record can be defined for a given time
period. To define alternative opening hours for specific days, such as
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holidays, you must define Open/Closed Exception records. For example,
if the library is generally open on Mondays from 9:00-19:00, but on the
tirst Monday in July there is a national holiday and the library is open
only from 12:00-17:00, you would define two Closed Exception records for
this day, one for 9:00-12:00 and the other for 17:00-19:00.

4  Enter the following details:

B When defining an event record:

whether the event recurs

the recurrence type, such as weekly or yearly — for recurring events
only

the day of the week — for recurring events only (required)
a description of the event (required)

the date on which the record is valid (required)

the time of the event

the date until which the record is valid - for recurring events only

B When defining an exception record:

the status, such as, open or closed (required)

the day of the week

a description of the exception (required)

the dates between which the record is valid (required)

the hours for which the record applies

B When defining a standard operating hours record (all fields are
required):

the day of the week to which the record applies
the hours for which the record applies

5 Click Add and Close to close the dialog box. A new record is added to the
list of records in the Calendar Management tab.

6 To edit a calendar record, select Actions > Edit for a record. The Calendar
Management page opens, where you can modify the fields described in step
4, above.

NOTE:

When editing a calendar record, you cannot modify the Record type

value.
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7 To delete a calendar record, select Actions > Remove for the set of calendar
hours that you want to delete, and click Confirm in the Confirmation
Message dialog box.

NOTE:
The records defined at the institution level are applicable to the libraries
within the institutions, unless separate records are defined at the library
level.

8 C(Click Save.

Adding/Editing IP Definitions for a Library

You can add an IP address to a library (refer to the procedure To add IP
definitions: on page 196), or modify the details of a library’s existing IP address
using Actions > Edit for the IP definition to be modified. The specified IP
addresses indicate the machines from which access to the library is permitted,
and are also used when configuring holdings by IP location in a Locations
Ordering Profile (see Configuring Locations Ordering Profiles in the Alma
Fulfillment Guide).

Once you have configured library IP definitions, you can then configure groups
with which library resources are associated using the Alma Available For
functionality (see Configuring Inventory Available For Management Groups
for Multicampus Environments on page 728 in the Alma Resource Management
Guide). The IP addresses of the libraries associated with the groups are the
machines that can access resources that are associated with the groups.
Resources are added to groups on the Electronic Service Editor page, via the
Available For tab (see Modifying a Service on page 304 or Modifying a
Portfolio Using the Electronic Portfolio Editor on page 349 in the Alma Resource
Management Guide).

To add IP definitions:

1  On the Organization Unit Details page (Administration > General
Configuration > Configuration Menu > Libraries > Add a Library or Edit
Library Information), click the Libraries tab and select Actions > Edit for a
library. The Organization Unit Details page for a library opens.

2 Click the IP Definitions tab. The IP Definitions page opens.
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IP Definitions
Organization Unit Name Education Library Organization Unit Type Library
Summary Contact Information Calendar Management IP Definitions

Add IP Definition

No records were found.

Figure 146: IP Definitions Page

3 Click Add IP Definition. The Add IP Definition dialog box opens.

Add IP Definition
IP Version *| |Pw [=]

IP Match *
Criteria

elicel Add | Add and Close

Figure 147: Add IP Definition Dialog Box

4  Select an IP version from the drop-down list and enter the matching IP
address.

5 Click Add or Add and Close. The new IP definition displays on the IP
Definitions page with the information that you entered.

IP Definitions

Organization Unit Name Law Library Organization Unit Type Library

Summary Contact Information Calendar Management IP Definitions

Add IP Definition

IP Mach Criteria
1Pvd 1.0.0.011

Figure 148: IP Definitions Page with IP Address

Configuring General Relationships

PERMISSIONS:

To configure general relationships, you must have the following role:

B General System Administrator

You configure general relationships on the Organizational Units Relations Setup
page (Administration > General Configuration > Configuration
Menu > Libraries > Relationships).
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For information on configuring general relationships, see Configuring
Fulfillment Relationships in the Alma Fulfillment Guide.

Configuring Campuses

PERMISSIONS:
To configure campuses, you must have the following roles:

B General System Administrator

Each Alma installation is composed of a single institution that includes one or
more campuses. This section describes how to manage the following campus
details:

B General information
B Libraries that are associated with the campus
B [P addresses from which access to the campus is permitted

You configure campuses on the Campus List page (Administration > General
Configuration > Configuration Menu > Libraries > Define Campuses).

Campus List
Find :
Add Campus
L Jecode  [eName L [SDescription
1 A A =
2:B B
3C (&
4 E E
5 H H
6l |
7 J
§ J_SMITH John Smith Campus
9L L R
10 Main Campus Main Campus name Main Campus
11 Morth Campus C North Campus C North Campus C
12 Morth Campus D North Campus D Morth Campus D
13 SOUTH_CAMPUS South Campus -

Figure 149: Campus List Page

You can perform the following actions on this page:

B Adding a Campus (see Adding a Campus on page 199)

® Editing Campus Details (see Editing a Campus on page 200)
B Viewing Campus Details (Actions > View)
n

Deleting Campus Details (Actions > Delete)
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Adding a Campus
Adding a new campus configuration enables you to define the following:
®  Campus code
B  Campus name
B Campus description
B  Proxy

To configure campus IP definitions and specify the libraries that are served by
the campus, you must first add the campus definition and then edit

(Actions > Edit) the campus that you configured (see Editing a Campus on
page 200).

To add a new campus:

1 On the Campus List page (Administration > General
Configuration > Configuration Menu > Libraries > Define Campuses),
click the Add Campus button. The Add Campus dialog box opens.

Add Campus
Code *
Name *
Description
Prozxy -
Close m Add and Close

Figure 150: Add Campus Dialog Box

In the Code field, enter a campus code.
In the Name field, enter a campus name.

Optionally, in the Description field, enter a campus description.

g = W N

In the Proxy drop-down list, select a proxy to be used as the campus-level
default proxy. The proxy options displayed in the drop-down list are
defined in your Integration Profiles (Administration > General
Configuration > Configuration Menu > External Systems > Integration
Profiles, locate the Resolver Proxy integration type).

6 Click Add to add the new campus and add another campus, or click Add
and Close to add the new campus and return to the Campus List page.
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Editing a Campus

Editing a campus enables you to modify or add the following information:

B General details

B Libraries served by the campus

IP definitions

To edit a campus:

1

2

On the Campus List page (Administration > General
Configuration > Configuration Menu > Libraries > Define Campuses),
select Actions > Edit for the specific campus record whose information you

want to update. The Campus page opens.

campus

General Details

Served Libraries

Code ™ Morth Campus C
Hame ™ Morth Campus C

Description | Morth Campus ©

Proxy

Cancel m

Campus Name MNorth Carmpus C - Campus Code Morth Carmpus C

IP Definitions

-

NI Save |

Figure 151: Campus Page

In the General Details tab, edit the campus information as required. For
details on the fields displayed on this page, see Adding a Campus on

page 199.

Click the Served Libraries tab to attach or remove libraries to the campus
that you are editing. The Served Libraries page opens.
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Served Libraries Cancel m

Campus Name PMorth Campus C Campus Code Morth Campus G

General Details Served Libraries IP Definitions

Find : in: | Go

1-10of1 Recards
| |$Name  fpescripton |

1 Education Library - Remove
Search Library ™ Art Library i’
Law Likirary
Main Campus
Main Library hd
Attach Library

Cancel [EENCH

Figure 152: Served Libraries Page

B To attach/add a library to the campus, select a library from the Search
Library list and click Attach Library. The library displays in the list of
served libraries.

NOTE:
A library can be associated with only one campus.

B  Toremove a library, click the Remove button in the row of the library
you want to delete and click Confirm in the Confirmation Message
dialog box to complete the process.

4  Click the IP Definitions tab to add, edit, or delete IP definitions associated
with the campus. The IP definitions you configure identify the machines
from which access to the campus is permitted, and are also used when
configuring holdings by IP location in a Locations Ordering Profile (see
Configuring Locations Ordering Profiles in the Alma Fulfillment Guide).

When you click Add IP Definition, the Add IP Definition dialog box opens.
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Add IP Definition

IP Version™ |Pvd -

IP Match™
Criteria

ol Add | Add and Close

Figure 153: Add IP Definition Dialog Box

Select an IP version in the IP version field, and enter an IP address or IP
address range (two valid IP addresses separated by a hyphen) in the IP
match criteria field. Click Add or Add and Close.

NOTE:
Subsequently, you can configure groups with which campus resources are
associated (see Configuring Inventory Available For Management
Groups for Multicampus Environments on page 728 in the Alma Resource
Management Guide and refer to Configuring Inventory Available For
Management Groups for Collaborative Environments on page 48). The
IP addresses of the campuses associated with the groups represent the
machines that can access resources associated with the groups. Resources
are added to groups on the Electronic Service Editor page, via the Group
Settings tab (see Modifying a Service on page 304 or Modifying a
Portfolio Using the Electronic Portfolio Editor on page 349 in the Alma
Resource Management Guide).

5 Click Save.

Locations

This section contains the following topics:
B Configuring Physical Locations on page 202

B Configuring Remote Storage Facilities on page 203

Configuring Physical Locations

PERMISSIONS:
To configure physical locations, you must have the following role:

B General System Administrator
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You configure physical locations on the Physical Locations List page
(Administration > General Configuration > Configuration

Menu > Locations > Physical Locations). The Physical Locations option is
enabled only when you select a library in the You are configuring: drop down
list at the top of the Configuration page (Administration > General
Configuration > Configuration Menu).

For information on configuring physical locations, see Configuring Physical
Locations in the Alma Fulfillment Guide.

Configuring Remote Storage Facilities

PERMISSIONS:

To configure the remote storage facilities, you must have the following
role:

B General System Administrator

You configure remote storage facilities on the Remote Storage page
(Administration > General Configuration > Configuration
Menu > Locations > Remote Storage).

Remote Storage List

Remote Storage Facilities

Add Remote Storace 1-60of 6 Reco

Priority
o " 5 . Compared to
Description + Transit Scheme ¥ other Remote
Storages
- High

RS_chen Remote Torage Chen QOwning Desk

RS Remote Storage - QOwning Desk Medium

CCRM LD CC Remote Storage Local Digitization Profile for handling digitization requests at the remote Qwning Desk Medium
storage facility

Dematic Dematic Dematic QOwning Desk Low

NCIP_RS NCIP_REMOTE_STORAGE - QOwning Desk Medium

sk Remote Storage for JJ - QOwning Desk High

ETEIE S BTN P

Figure 154: Remote Storage List Page

For information on configuring remote storage facilities, see Configuring
Remote Storage Facilities in the Alma Fulfillment Guide.

Work Orders and Depariments

This section contains the following topics:

B Configuring Work Order Types on page 204

B Configuring Work Order Type Statuses on page 211
B Configuring Work Order Departments on page 213
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Configuring Work Order Types

PERMISSIONS:

To configure work order types, you must have the following role:

B General System Administrator

A work order type indicates the type of library process to be carried out on a
resource, such as binding or cataloging.

You configure work order types on from the Work Order Types page
(Administration > General Configuration > Configuration Menu > Work
Orders and Departments > Work Order Types).

besed
1

N

w

S wo~w ;e

"
12
13
14
15

Work Order Types

You are configuring: Main Campus

Work Order Types

Add Work Order Tvoe

0102120347

0103120435
0105120549

0107120557
0110120544
0202120345
0203120349
0205120553
0205121646
0207120557

0210120546
0303120347
0305120540
0307120602
0310120546

010212034 7WorkOrderType

01031204 35WorkOrderType
0105120549WorkOrderType

010712055TWorkOrderType
0110120544WorkOrderType
0202120345WorkOrderType
0203120349WorkOrderType
0205120553WorkOrderType
0205121646WorkOrderType
020712055TWorkOrderType

0210120546WorkOrderType
0303120347WorkOrderType
0305120540WorkOrderType
0307120602WorkOrderType
0310120546WorkOrderType

Main Campus

Main Campus
Main Campus

Main Campus
Main Campus
Main Campus
Main Campus
Main Campus
Main Campus
Main Campus

Main Campus
Main Campus
Main Campus
Main Campus
Main Campus

Orgsnization Unit List

Departments
new department
0102120347WorkOrderDepg
test, x, new department
0103120435WorkOrderDepa
Alphabet Code - Test, awer
0105120549WorkQOrderDepd
Testing 888
0107120557WorkCOrderDepd
0110120544WorkOrderDepa|
0202120345WorkOrderDepa
0203120349WorkOrderDepd
0205120553WorkOrderDepa
0205121646WorkOrderDepd
0207120557WorkOrderDepd
And u 8675309
0210120546WorkOrderDepd
0303120347WorkOrderDepd
0305120540WorkOrderDeps
0307120602WorkOrderDepd
0310120546WorkOrderDepg

Figure 155: Work Order Types Page

Work orders are specifically for processing physical items and can be initiated
from the List of Items page (see Using the List of Items in the Alma Resource
Management Guide).
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Resource description History HELDREF Publications Washington, DC (0361-27549]
Holding Eegource Sharing Library Borowing Resoured Sharing Wiew all holdings
qEr L@ r]r_

List of Rems

Sort routine  Librardlocation * 9

Status Al = Fined M: Barocods ¥ Go

Additem | BindMems || Mowe Hems -1 0f 1 Reconds m
lnmm-

1 DBI10S00  Resour; Bos Besource Actions

¢1|ql-' source pu:e Sharing Visw

Llhr.ﬂ.":; Reguests E.l‘.'-a.'-'.':’.'-*l Duplicate
Wiz
Hem{Regquest
Edit
Withdrana

Figure 156: Work Order Request (Actions > Work Order) on the List of ltems Page

The following actions can be performed on the Work Order Types page:
B Add a work order type (refer to Adding a Work Order Type on page 206)

B Add, edit, or delete departments (Actions > Manage Departments; see
Adding a Department on page 207)

B Add or remove statuses (Actions > Manage Statuses)
® Edit a work order type (Actions > Edit)
B Delete a work order type (Actions > Remove)

Once you have created a work order type, you can then configure one or more
of the following:

B Departments (refer to Configuring Work Order Departments on page 213)
B Statuses (refer to Configuring Work Order Type Statuses on page 211)

Having work order types configured enables you to monitor physical items
with work requests and identify their processing status (refer to Monitoring
Requests and Work Orders in the Alma Fulfillment Guide).

NOTE:
For more information on Alma work orders, refer to the Work Orders and
Managing Physical Processes document under Alma > Product
Documentation > Fulfillment > How To Documents and Presentations
in the Documentation Center. You must be logged in to the
Documentation Center to access this information.
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Adding a Work Order Type

When you create a work order type, you define the following;:

Work order code
Work order name
Description (optional)

A recall request to be sent to the patron (optional)

After creating a work order type, you can specify which departments and
statuses are associated with the work order type. For details, refer to
Configuring Work Order Departments on page 213 and Adding a Work Order
Type Status on page 212.

To add a work order type:

1

On the Work Order Types page (Administration > General

Configuration > Configuration Menu > Work Orders and

Departments > Work Order Types), click the Add Work Order Type button.
The Add Work Order Type dialog box opens.

Add Work Order Type
Code™ Name™

Description

Recalls Loans ¥

ol Add | Add and Close

Figure 157: Add Work Order Type Dialog Box

In the Add Work Order Type dialog box, specify the following;:
®  Work order type code

®  Work order type name

B Description
n

Recalls Loans if this type of work order requires an item to be returned
more quickly

Selecting this option causes a recall request to be sent to the patron that
has borrowed the item.

Click Add or Add and Close.
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Adding a Department
When you create a work order department, you define the following:
B General details

Department code

Department name

Description

Work time (in days)

Map (URL link)

Printer

B Served libraries

B Contact information
B Addresses
B Phone numbers
B  Email addresses

B Operators (Alma operator user IDs)

To add a department:

1 Access the Department List page in one of the following ways:

B Select Actions > Manage Departments for a specific work order type/
row on the Work Order Types page (Administration > General
Configuration > Configuration Menu > Work Orders and
Departments > Work Order Types)

B Select Administration > General Configuration > Configuration
Menu > Work Orders and Departments > Work Order Departments
(see Configuring Work Order Departments on page 213)
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Department List
You are configuring: Main Campus Oranizstion U
Department Type Al = Find :
Add Department WEEIE M e 1
-
1 0102120347WOD 0102120347WorkOrderDepartment - 0102120347 Main Campus
2 0103120435W0OD 0103120435WorkOrderDepartment - 0103120435 Main Campus
3 0105120549W0OD 0105120549WorkOrderDepartment - 0105120549 Main Campus
4 0107120557WOD 0107120557 WorkOrderDepartment - 0107120557 Main Campus
5 0110120544W0D 0110120544WorkOrderDepartment - 0110120544 Main Campus
6 0202120345W0OD 0202120345WorkOrderDepartment - 0202120345 Main Campus
7 0203120349W0D 0203120349WorkOrderDepartment - 0203120349 Main Campus
8 0205120553W0OD 0205120553WorkOrderDepartment - 0205120553 Main Campus
9 0205121646W0OD 0205121646WorkOrderDepartment - 0205121646 Main Campus
10 0207120557WOD 0207120557WorkOrderDepartment - 0207120557 Main Campus
11 0210120546W0OD 0210120546WorkOrderDepartment - 0210120546 Main Campus
12 0303120347WOD 0303120347WorkOrderDepartment - 0303120347 Main Campus
13 0305120540W0OD 0305120540WorkOrderDepartment - 0305120540 Main Campus
14  0307120602WOD 0307120602WorkOrderDepartment - 0307120602 Main Campus
15 0310120546WOD 0310120546WorkOrderDepartment - 0310120546 Main Campus
Figure 158: Department List Page
2 On the Department List page, click the Add Department button.

Confirm/identify the work order type to be associated with the department.
The department configuration must be associated with a specific work order

type.

If you accessed the Department List page from the Work Order Types page
using a work order type row action (Actions > Manage Departments), you
have already identified the work order type with which the department is to
be associated. However, if you accessed the Department List page from the
Work Order Departments link on the Configuration page

(Administration > General Configuration > Configuration Menu > Work
Orders and Departments), clicking the Add Department button opens a list
of work order types from which you need to select one.

The General Information page opens. This is the first page of the Add
Department wizard.

General Information

Department Name - Department Code -

Department Details

Code * Hame *
Description
Work Time(days) 0 Map
Printer =]

4

Figure 159: General Information Page

Enter the general information details for the work order department that
you are creating using the descriptions in the table below.
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Table 10. Department — General Information Fields

Field Description

Code Enter a code for the work order department that you are
creating.
Name Enter the name that you want to display in the drop-

down list for Target Destination when you create a work
order (see Creating a Work Order Request in the Alma

Fulfillment Guide).
Description A textual description of the department.
Work Time (days) Enter the number of days that you want used to

calculate the Expiration Date that displays on the
Resource Request Monitoring page for the item being
processed. If the field is left blank or set to 0, a default of
7 days is used.

For details see Monitoring Requests and Work Orders
in the Alma Fulfillment Guide.

Map The URL of a map to assist patrons in finding the
department.
Printer The printer that is associated with the department can

be selected from the Printer list. The department prints
all non-automated print jobs on this printer.

5 Click Next. The Served Libraries page opens.

Served Libraries

Department Name First Bindery Department Code ABC

o ———————————————————— A ——

Main Campus Main Campus
Search Library * ARCH -
Art Library
BURNS
COMP i

Attach Library

Figure 160: Served Libraries Page

NOTE:
When configuring a department for an institution, the department applies
to all of the institution’s libraries. Therefore, configuring Served Libraries
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is not relevant when working on the institution level. In such cases,
continue with step 7.

6 From the Search library drop-down list, select a library that you want
attached to the department, and click Attach Library. The attached library
appears in the Name column.

7  Click Next. The Contact Information page opens.

Contact Information

Department Name First Bindery Department Code ABC

Add Address

Mo records were found

= Phone Numbers

Add Phone Number

Mo records were found

= Email Addresses

Add Email Address

No records were found

Figure 161: Contact Information Page

8 Click the relevant button (Add Address, Add Phone Number, or Add Email
Address) to enter the address (primary, queries, or shipping), phone
number, or email information for the work order department that you are
creating.

9 Click Next. The Operators page opens.

Operators 1-2-3 @) Back Cancel

Department Name First Bindery Department Code ABC

Add Operator

Brady, Marsha

Figure 162: Operators Page

10 Add an operator to be associated with the work order department that you
are creating by clicking Add Operator. The Add Operator dialog box opens.
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Add Operator

Operator* F

ol Add | Add and Close

Figure 163: Add Operator Dialog Box

Use the browse/search icon to locate the Alma user ID for the operator that

you want to add. Click Add or Add and Close to add the operator to the
Operators page.

The specified operator receives the Work Order Operator role for the work

order department. If no operators are specified, no user has this role for the
department, unless they are assigned the Work Order Operator role for the

work order department in User Management (see Managing User Roles on
page 89).

11 Click Save. The department is added to the Department List.

Department List Back
You are configuring: fain Campus Organization Unit List
Department Type Al = Find : in:| Code[ ] Go
Add Denartment « (4] [10/11/[1Z] [Gol 166 - 179 of 179 Records
[scode  lsName  lsDescripion [Departmentivpe ] [Managed by Circulation Desid____ |
b bb S a Institution Actions
Barcode Fix Place bfixplace www.barcodefixplace.com BARCODE Main Campus Actions
Digital Digital = DIG Main Campus Actions
Main Bindery Main Bindery E: BIND Main Campus Actions
MainLibAcgDept Main Library acquisitions Main Library acquisitions Dept MainLibAcg Main Campus Actions
natand natand o natan Institution Actions
123 new department = 0102120347 Main Campus Actions
22345 new department E 0102120347 Main Campus Actions

Figure 164: Department List Page

Departments that serve as work order departments for a circulation desk are
indicated by a yellow check mark in the Managed by Circulation Desk
column. For details on defining a circulation desk as a work order
department, see Adding a Circulation Desk in the Alma Fulfillment Guide.

To edit a department, click Actions > Edit on the Department List page.

Configuring Work Order Type Statuses

Work order type statuses enable you to define processing stages for work orders
that you can use to monitor the progress of a work order request. For details
regarding monitoring requests in Alma, see Monitoring Requests and Work
Orders in the Alma Fulfillment Guide.

On the Work Order Type Statuses page, you can perform the following actions:
B Add a status (see Adding a Work Order Type Status on page 212)

B Remove a status (click Remove)
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Work Order Type Statuses

You are configuring: Main Campus

Work Order Type Statuses

Work Order Type Code 0105120549 Work Order Type Name 0105120549WorkOrderType

Add Status

$hame  fbescripion

1 FNSH Finish
2 PRCS In Process

Figure 165: Work Order Type Statuses Page

Adding a Work Order Type Status

The work order type status definition/configuration is associated with a specific
work order type that you have previously configured and saved that displays
on the Work Order Types page. A work order type must have at least one status
with which it is associated.

To add a work order type status:

1 On the Work Order Types page (Administration > General
Configuration > Configuration Menu > Work Orders and
Departments > Work Order Types), select Actions > Manage Statuses for a
specific work order type to access the Work Order Type Statuses page.

: Work Order Types Babk

You are condigurnng: Liniversty

Add Work Order Tyme

1 F‘E air F‘epﬁl*“r'lewrﬁhl:un - Repair and Actions
FPreservation
Department
2 Digitize Scan and Scan and Dic Unwersity  Scan and Digit | Actions
Digitization Senices (Ma Department, Ci Manage

Manage
Statuses

Remove

Figure 166: Manage Statuses Action
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[ma}
w
[
o

ork Order Type Statuses

ol are
corfiguring:  Hniversity

Work Order Type Statuses

Work Order Digitize Work Order Scan and Digitization
Type Code Tyvpe Hame

Add Status
IWW

scan Scanning  Scanning University Remove

Figure 167: Work Order Type Statuses Page

2 On the Work Order Type Statuses page, click the Add Status button. The
Add Status dialog box opens.

Add Status

Code * Hame * Description

OEEl Add | Add and Close

Figure 168: Add Status Dialog Box

3 Enter the code, name, and description for the status that you are creating
and click Add or Add and Close. The status is added to the Work Order
Type Statuses page.

Configuring Work Order Departments

PERMISSIONS:
To configure work order departments, you must have the following role:

B General System Administrator

A work order department configuration defines the following information:

January 2015 213
Ex Libris Confidential



Alma Administration
Chapter 5: Configuring General Alma Functions

B General details

B Department code

B Department name
B Description

B Work time (in days)
B  Map (URL link)

B Printer

B Served libraries

B Contact information

B Addresses

B Phone numbers

B Email addresses

B Operators (Alma operator user IDs)

This information provides details regarding work order processing such who is
handling it and where.

You configure work order departments on the Department List page
(Administration > General Configuration > Configuration Menu > Work
Orders and Departments > Work Order Departments).

Department List
You are configuring: Main Campus Organization U
Department Type All = Find :
Add Department [2)3)) ™[ ed 1
Department lype [ Owner _ JHanage
1 0102120347WOD 010212034 7WorkOrderDepartment - 0102120347 Main Campus
2 0103120435W0D 0103120435WorkOrderDepartment 0103120435 Main Campus
3 0105120549W0OD 010512054 9WorkOrderDepartment 0105120549 Main Campus
4 0107120557WOD 0107120557 WorkOrderDepartment 0107120557 Main Campus
5 0110120544WO0OD 0110120544WorkOrderDepartment 0110120544 Main Campus
6 0202120345W0OD 0202120345WorkOrderDepartment 0202120345 Main Campus
7 0203120349W0OD 0203120349WaorkOrderDepartment 0203120349 Main Campus
8 0205120553W0D 0205120553WorkOrderDepartment 0205120553 Main Campus
9 0205121646W0OD 0205121646WorkOrderDepartment 0205121646 Main Campus
10 0207120557WOD 0207120557 WorkOrderDepartment 0207120557 Main Campus
11 0210120546W0OD 0210120546WorkOrderDepartment 0210120546 Main Campus
12 0303120347WOD 030312034 TWaorkOrderDepartment 0303120347 Main Campus
13 0305120540W0OD 0305120540WarkOrderDepartment 0305120540 Main Campus
14 0307120602W0D0 0307120602WorkOrderDepartment 0307120602 Main Campus
15 0310120546WOD 0310120546WorkOrderDepartment 0310120546 Main Campus
Figure 169: Department List Page
You can perform the following actions on this page:
B Add a department (see Adding a Department on page 215)
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B Edit a department (Actions > Edit; see Editing Details of a Department on
page 216)

B Delete a department (Actions > Delete)

NOTE:
For more information related to Alma work order departments, refer to
the Work Orders and Managing Physical Processes document under Alma >
Product Documentation > Fulfillment > How To Documents and
Presentations in the Documentation Center. You must be logged in to the
Documentation Center to access this information.

Adding a Department

The work order department identifies who is responsible for handling the work
order request and other criteria related to the department such as address,
phone number, printer, map URL (for locating the department), and so forth. A
department added to an institution can be accessed by all libraries in the
institution, while a department added to a library can be accessed by the
owning library and its served libraries.

To add a department:

1 Access the Department List page (Administration > General
Configuration > Configuration Menu > Work Orders and Departments
section > Work Order Departments).

Department List
You are configuring: Main Campus Organization U
Department Type All = Find :
Add Department [2)3]]) [ 6o 1
shame L [SDescription  |DepartmentType | SOwner  |Manage
1 0102120347WOD 0102120347WorkOrderDepartment - 0102120347 Main Campus
2 0103120435WOD 0103120435WorkOrderDepartment - 0103120435 Main Campus
3 0105120549W0OD 0105120549WorkOrderDepartment - 0105120549 Main Campus
4 0107120557WOD 0107120557 WorkOrderDepartment - 0107120557 Main Campus
5 0110120544WOD 0110120544WorkOrderDepartment - 0110120544 Main Campus
6 0202120345W0OD 0202120345WorkOrderDepartment - 0202120345 Main Campus
7 0203120349W0D 0203120349WorkOrderDepartment - 0203120349 Main Campus
§ 0205120553W0OD 0205120553WorkOrderDepartment - (0205120553 Main Campus
9 0205121646WOD 0205121646WorkOrderDepartment - 0205121646 Main Campus
10 0207120557WOD 0207120557 WorkOrderDepartment - 02071205857 Main Campus
11 0210120546WOD 0210120546WorkOrderDepartment - 0210120546 Main Campus
12 0303120347WOD 030312034 7WorkOrderDepartment - 0303120347 Main Campus
13 0305120540W0D 0305120540WorkOrderDepartment - 0305120540 Main Campus
14 0307120602W0OD 0307120602WorkOrderDepartment - 0307120602 Main Campus
15 0310120546WOD 0310120546WorkOrderDepartment - 0310120546 Main Campus
Figure 170: Department List Page
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NOTE:
You can also access the Department List page by selecting
Actions > Manage Departments for a specific work order type/row on the
Work Order Types page (Administration > General Configuration >
Configuration Menu > Work Orders and Departments section > Work
Order Types).

2 On the Department List page, click the Add Department button and select
the work order type from the list displayed (when there is more than one
work order type configured) to associate with the department that you are
creating. The department configuration must be associated with a specific
work order type.

3 Continue with step 4 under Adding a Department on page 207 that is part
of the section Configuring Work Order Types on page 204.

Editing Details of a Department

Editing the settings for a department are similar to creating a department (refer
to Adding a Department on page 215). Instead of being presented with a multi-
step wizard process, the existing department information is provided on the
following tabs:

B General Details

m Served Libraries

B Contact Information
B Operators

When you have created multiple departments, you will also find it useful to
select a Department Type from the drop-down list to filter the list of
departments displayed on the Department List page. The Department Types
that display in the drop-down list are the Name entries for the Work Order
Types that have been created and saved.

External Systems

This section contains the following topics:

B Configuring Integration Profiles on page 217
Configuring S/FTP Definitions on page 219
Configuring Allowed Client IPs on page 222
Configuring Allowed Emails on page 225

Configuring Allowed S/FTP Connections on page 227

216
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Configuring Integration Profiles

PERMISSIONS:
To configure integration profiles, you must have the following role:

B General System Administrator

Alma integrates with external systems (such as vendor systems, Enterprise
Resource Planning systems, catalog systems, remote storage systems, and so
forth) via standard protocols (such as S/FTP).

You configure integration profiles on the Integration Profile List page
(Administration > General Configuration > Configuration Menu > External
Systems > Integration Profiles).

Integration Profile List
Integration Type All = Find :
Add Intearation Profile [2)3]» ™| 6o 1-1
I R i T
1 SelfCheck Machine 002 = Self Check admini 06/
2 Self-Check Machine 005 ! Self Check ilanas 07
3 5555 T8RTATA - Users admin 06/
4 aa aa - Bursar exl_impl 0311
5 another proxy PROXY - Resolver Proxy admin1 01/
6 AUGMENTATION AUGMENTATION - Resolver admin1 04/1
Augmentation
7 AUGMENTATION1 AUGMENTATIONT1 - Remote Storage ex|_support 081
8 Automation Payment Automation Payment - Finance exl|_support 06/2
9 BIM Test BIMTEST - Online User Update  exI_impl 07
10 BURSAR BURSAR - Bursar admin1 0141
11 bursar bursar - Bursar ex|_support 11/2
12 bursar(user-name bursar{user-name) - Bursar exl_support 073
13 CC Resolver Proxy Profile PROXY_DEFAULT CC Resaolver Proxy Profile Resolver Proxy exl|_impl 0141
14 CC SAML System CC_SAML CC SAML System SAML ex|_impl 02/
15 CC User Ex CC User Ex CC User Ex Users admin1 05/1

Figure 171: Integration Profile List Page

The Integration Profile List page displays the following:

B a filter option, enabling you to display all external systems, or only external
systems of a specified integration type

B a find option. Note the option to search external systems by either of the in
drop-down options — code, description, and name.

B alist of the external systems
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exLibris A‘ma - N L Tasks  Analytics  Gurrently at Main Library - Main Girculation Desk Help  User, Super

xternal System List] Back
Integration Type Al = Find : A v Go
Add External System [4][2 (¥ W 110 of 16 Records
+ Integration Type _[Updated By Status Date I
Student Information Syster SIS Student Information System User Ex Libris 10372012 actions
OCLE Navigatar OCLE_NAVIGATOR OCLE Navigatar resaurce sharing profile Resource Sharng  Ex Libris 13012012 Actions
Relais 020 RELAIS_D20D Relais D20 resource sharing profile Resource Sharing Est Libris 030172012 Actions
ILLiad ILLIAD ILLiad resource shating profile Resource Sharing Ex Libris 030172012 Actions
Self Check SelfCheck - Self Check Ex Libris 310372012 Actions
PAYMENT PAVMENT o Payment Ex Libris 02042012 Actions
Lap LoAP LDAP authentication support LoAP Ex Libris 01022012 ctions
Discovery Interface Discoverylnterface : Discovery Interface  Ex Libris 0622012 actions
REMOTE ST REMOTE ST . Remote Storage Ex Libris 268132012 Actions
BURSAR BURSAR : Bursar Ex Libris 0832012 Actions
Add External System [4][2](»] [ 1-10 of 16 Records
Back

Figure 172: Integration Profile List Page

You can perform the following actions on this page:

®  Editing an Integration Profile (Editing an Integration Profile on page 218)
B Deleting an Integration Profile (Actions > Delete)

B Viewing job history (Viewing Job History on page 219)

For information on adding an integration profile, see the Alma Integrations with
External Systems Guide.

Editing an Integration Profile

You can edit an integration profile.

To edit an integration profile:

1  On the Integration Profile List page (Administration > General
Configuration > Configuration Menu > External Systems > Integration
Profiles), select the integration profile using one of the following methods:

B Click the code number of the profile you want to edit.
B Scroll to the profile you want to edit and click Actions > Edit.

The General Information page opens.
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External System

External System

Code 002 Name Self-Check Machine Integration Type Self Check

5

General Information Actions Contact Info

Code *| 002 Name * Self-Check Machine
Integration Type *| Self Check
System (for Ex * 2CQR
Libris’
informational
purposes)
Default [
Description

Figure 173: External System Page — General Information Tab

The General Information page has the following tabs:
B General Details

B Actions

®  Contact Information

2 Modify the information on the tabs as required. For details on the Actions
tab fields, see Table 16 in the Alma Integration with External Systems Guide.

3 Click Save. The changes are saved on the Integration Profile List page.

Viewing Job History

For information on viewing job history, see the specific sections in the Alma
Integration with External Systems Guide.

Configuring S/FTP Definitions

PERMISSIONS:
To configure S/FTP definitions, you must have the following role:

B General System Administrator

Many of the external systems require you to configure an S/FTP connection,
which is used by Alma and the external system to transfer files between
systems. Once this connection is defined, it can be assigned to the applicable
integration profiles (see Configuring Integration Profiles on page 217).

NOTE:
If you are working in a sandbox environment, or in a pre-”"Go Live” Alma
production environment, you must define the allowed S/FTP connections.
For details, see Configuring Allowed S/FTP Connections on page 227.
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You configure S/FTP connections (for institutions only) from the List of S/FTP
Connections page (Administration > General Configuration > Configuration
Menu > External Systems > S/FTP Definitions).

List of SIFTP connections Back

Find : in:| Al [x] Go
Add S/FTP connection 1-1of 1 Records
[$pescripion ]

SISSubmission Actions

Figure 174: List of S/FTP Connections Page

The List of S/FTP Connections page displays:

B alist of the S/FTP connections that are defined for the institution.

B a find option. Note the option to search organization unit relationships by
any of the in drop-down options — description, name, and type.

You can perform the following actions on this page:

B Adding an S/FTP connection (see Adding S/FTP Connections on page 220)

Viewing a defined S/FTP connection (Actions > View)

Editing a defined S/FTP connection (Actions > Edit)

Duplicating a defined S/FTP connection (Actions > Duplicate)

Deleting a defined S/FTP connection (Actions > Delete)
Adding S/FTP Connections
You can define new S/FTP connections for your institution.

To add a new S/FTP connection:

1 On the List of S/FTP Connections page (Administration > General
Configuration > Configuration Menu > External Systems > S/FTP
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Definitions), click the Add button. The Update S/FTP Connection page
opens.

Update S/FTP connection

Name - D - Context Type [ntegration
Definition Type FTP

= S/FTP Connection Details

Name *

Description
Server™ UserName *
Port™ Password *
Sub-directory Max. Number of Files | 1
Min. NHumber of Files | 1 Max. file size |1
Size type GB - Allow Navigation |True
Ftp Server Secured [ FTP Passive Mode []

Ftp Server Type  Default

Figure 175: Update S/FTP Connection Page

2 Enter a name (required) and a description (optional) for the new S/FTP
connection.

3 Enter information in the remaining fields, as described in the following
table.

Table 11. S/FTP Connection Fields

Field Description

Server (required) Specify the IP address of the server sending or receiving
the files. Note that your entry cannot begin with a dot,
and cannot begin or end with a quotation mark.

Port (required) Specify the server port to be used for sending or
receiving the files.

User name (required) Specify the user name for logging on to the server that is
sending or receiving the files.

Password (required) Specify the password for logging on to the server that is
sending or receiving the files.

Sub-directory Specity the subdirectory in which the files are saved.

NOTE:
This field cannot remain empty if you select MVS
as the FTP server type. (An error message will be

displayed.)
Max. number of files Not in use. Accept the default value.
Min. number of files Not in use. Accept the default value.
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Table 11. S/FTP Connection Fields

Field Description

Max. file size Not in use. Accept the default value.

Size type Specify the units used for the files sizes. The valid values
are: GB, MB, and TB. The default value is GB.

Allow navigation Select True if you want to enable access to other areas of
the FTP site, or False if you do not. The default is to
allow navigation (True).

FTP server secured Select the check box if the FTP server is secured.

NOTE:
If you select MVS as the FTP server type, do not
select this check box. Secure MVS servers are not

supported.
FTP passive mode Select to enable the client IP to work in passive mode.
FTP server type Select Default or MVS from the drop-down list. Select

the MVS option to work with IBM’s Multiple Virtual
Storage operating system.

4  Click Test FTP (recommended) to test the S/FTP connection you defined.
You should receive messages indicating that the FTP upload, download, and
delete were successful. If you do not receive such messages, resolve your S/
FTP connection issues before continuing.

5 Click Save to add the new S/FTP connection to the Alma system.

Configuring Allowed Client IPs

PERMISSIONS:
To configure allowed client IPs, you must have the following role:

B General System Administrator

Alma enables you to define various IPs that apply to the clients who use the
services of the institution and libraries within the institution.

You configure allowed client IPs from the ServiceClientldentifier Mapping
Table page (Administration > General Configuration > Configuration
Menu > External Systems > Allowed Client IPs).
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Ex[_ib|‘\|5 ﬁ " pe Tasks Analytics  Currently st Main Likrary - hain Circulation Desk
Mapping Table
‘fou are corfiguring: Main Campus
Sub Systern FULFILLMEMNT Table Name ServiceClientldentifier
Updated By adminl Last Updated 13/0352012
Table Description  Mapping extrenal client's ip addresses to institutions
[ Jinsiuion Code |Clent Updatos By LostUpdated | |
1 |Main Campus * 10.1.117.14 | 1911 iFurm01.corp.exlibrisgre 1911 OCLCImport v Ex Libris 130372012 Delete
2 | Main Campus » 1011167184 23 ilFurm01.corp.exlibrisgre 1901 Sip 2 ~ | Ex Libris 13/0372012 Delete
3 Main Campus v 10111741 | 1212 ilFurm01.corp.exlibrisgre 1911 OCLC Import % Ex Libris 130352012 Delete
4 Main Campus 10111714 1901 iFurm01.corp.exlibrisgre 1901 Sip 2 ~ ExLibris 130372012 Delete
Institution Code  Main Campus b Client IP
Client Port Server IP
Server Port Service  OCLC Impart b
Add Row
Cancel %

Figure 176: Mapping Table Page Allowed Client IPs

The ServiceClientldentifier Mapping Table page displays:

B details about the table that contains the allowed client IPs for the institution.
Most of the details are system-generated and cannot be edited.

B alist of the allowed client IPs that are defined for the institution

B agroup of input fields that enable you to define and create a new set of
allowed client IPs

You can perform the following actions on this page:

B Adding allowed client IPs (see To add a new allowed client IP:, below)

®m  Editing allowed client IPs (edit the institution, client IP, client port, server IP,
server port, and/or service on the ServiceClientldentifier Mapping Table

page)
B Deleting allowed client IPs (click Delete)

To add a new allowed client IP:

1  On the ServiceClientldentifier Mapping Table page
(Administration > General Configuration > Configuration
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Menu > External Systems > Allowed Client IPs), under Create New
Mapping Row, add a new allowed client IP.

Institution Code | Main Campus hd Client IP
Client Port Server IP
Server Port Senvice | OCLC Import v
Add Row

Figure 177: Create New Mapping Row Section of the Mapping Table Page

2 Enter the following information:
B Institution Code - Select your institution

B Client IP — Enter the IP address of one of the SIP or OCLC client
machines, or use the asterisk wildcard (*) to indicate a range.

B Client port — Should be identical to the server port

B Server IP - Enter alma.exlibrisgroup.com or
eu.alma.exlibrisgroup.com

B Server port — Enter the port number allocated to you by Ex Libris.
B From the Service drop-down list, select OCLC import or SIP 2.

3 Click the Add Row button. The new allowed client IP is displayed at the
bottom of the list of allowed client IPs.

4 (lick Save to store the new allowed client IP.

EXLI‘DI}IS ﬁ - o~ Tasks Analytics  Currently at Main Lilrary - Main Circulation Desk
Mapping Table
‘Pou are corfiguring: Main Campus
Sub Systern FULFILLMEMNT Table Name SericeClientldentifier
Updated By admini Last Updated 13/03/2012
Table Description  Mapping extrenal client's ip addresses to institutions
e T L TSI
Main Campus » 10111714 1911 iFurm01.corp.exlibrisgre 1911 OCLC\mpmt ~ | Ex Libris 13!'03!'2012 Delete
2 | Main Campus » 1011167184 23 ilFurm01.corp.exlibrisgre 1901 Sip 2 ~ | Ex Libris 13/0372012 Delete
3 Main Campus v 10111741 | 1212 ilFurm01.corp.exlibrisgre 1911 OCLC Import % Ex Libris 130352012 Delete
4 Main Campus 10111714 1901 iFurm01.corp.exlibrisgre 1901 Sip 2 ~ ExLibris 130372012 Delete
Institution Code  Main Campus b Client IP
Client Port Server IP
Server Port Service  QCLC Import e
Add Row
Cancel %
Figure 178: Mapping Table Page Allowed Client IPs
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Configuring Allowed Emails

PERMISSIONS:
To configure allowed emails, you must have the following role:

B General System Administrator

IMPORTANT:
Allowed Emails is not available in a regular production environment. The
configuration is available and active in the sandbox environment and on
the Alma production environment for customers who are still in the
implementation/testing phase and are not yet configuration certified.

Alma enables you to define specific email addresses/domains to be used for
your institution's communication during testing. This is intended to avoid any
stray communications.

NOTE:
When the table is accessible during testing, do not fully delete the entries
in it, since emptying the table allows unrestricted S/FTP communication
with any defined S/FTP in the system. Once emails/domains are
stipulated, only the stipulated emails/domains are allowed.

You configure emails or domains from the EmaillncludeList Mapping Table
page (Administration > General Configuration > Configuration
Menu > External Systems > Allowed Emails).

Mapping Table
You are configuring: Clean Training
Sub System [NFRA Table Name EmaillncludeList
Updated By - Last Updated -
Table Description | Email Include List
' Enabled Email / Email Domain Include list description Updated B
1 exlibrisgroup.com include only exlibris e-mails -
2 auto.tester. mail@exdibrisgroup.com Auto tester mail Ex Libris

Create a New Mapping Row

@ Quick Add
Email | Email Domain Include list description
Add Row
Figure 179: EmailincludelList Mapping Table Page
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The EmaillncludeList Mapping Table page displays:

details about the table that contains the allowed emails for the institution.
Most of the details are system-generated and cannot be edited.

a list of the allowed emails that are defined for the institution

a group of input fields that enable you to define and create a new set of
allowed emails

You can perform the following actions on this page:

Adding allowed emails (see To add a new allowed email/domain:, below)

Editing allowed mails (edit an email, email domain, or description on the
EmaillncludeList Mapping Table page)

Deleting allowed emails (click Delete)
Disabling an allowed email, if an allowed email is not currently required but

may be required in the future (click the yellow check mark < to the left of
the allowed email. To enable an email, click the relevant gray check mark

To add a new allowed email/domain:

1

On the Mapping Table page (Administration > General
Configuration > Configuration Menu > External Systems > Allowed
Emails), under Create New Mapping Row, add the new email.

Create a Hew Mapping Row

2

3

4

Email / Email Domain include list description

Add Row

Figure 180: Create New Mapping Row Section of the Mapping Table Page

Enter the following information:
®  Email or Email domain
B Description

Click the Add Row button. The new allowed email is displayed at the
bottom of the list of allowed emails. Note that by default, each email is

enabled. To disable an allowed email, click the yellow check mark to the
left of the email.

Click Save to store the new allowed email.
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Mapping Table
You are configuring: Clean Training
Sub System |INFRA Table Name Emaillncludelist
Updated By - Last Updated -
Table Description | Email Include List
| |  Enabled  |Email / Email Domain Include list description Updated By
1 exlibrisgroup.com include only exibris e-mails -
2 auto_tester. mail@exdibrisgroup.com Auto tester mail Ex Libris

Create a New Mapping Row

® Quick Add

Email / Email Domain Include list description

Add Row

Figure 181: Mapping Table Page Allowed Emails

Configuring Allowed S/FTP Connections

PERMISSIONS:

To configure allowed S/FTP connections, you must have the following
role:

B General System Administrator

IMPORTANT:
Allowed S/FTP Connections is not available in a regular production
environment. The configuration is available and active in the sandbox
environment and on the Alma production environment for customers
who are still in the implementation/testing phase and are not yet
configuration certified.

Alma enables you to define specific allowed S/FTP connections to be used for
your institution's communication during testing.

NOTE:
When the table is accessible during testing, do not fully delete the entries
in it, since emptying the table allows unrestricted S/FTP communication
with any defined S/FTP in the system.

You configure S/FTP connections from the FtpIncludeList Mapping Table page
(Administration > General Configuration > Configuration Menu > External
Systems > Allowed S/FTP Connections).
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exLibris m -

Tasks Analytics  Currently at: Main Library - Main Circulation Desk Help User, Super

Mapping Table === Saove |
¥ou are configuring: Main Campus
Sub System INFRA Table Name  FtplncludeList
Updated By adrminl Last Updated 03/04/2012
Table Description  Fip Include List
| Enabled  |FTP Hostname / IP include fip list description Updated By Last Updated o —
iperurm01 include only exdibris fip servers adrmini 030472012 Delete
fip.exdibris-usa.com KB fip server adrmini 030412012 Delete
iinst02 Local FTP Server Ex Libiis 030412012 Delete
Create a Hew Mapping Row
FTP Hostname / IP include ftp list description
Add Row
[ Save |

Figure 182: FTP Include List Mapping Table Page

The FtpIncludeList Mapping Table page displays:

details about the table that contains the allowed S/FTP connections for the
institution. Most of the details are system-generated and cannot be edited.

a list of the allowed S/FTP connections that are defined for the institution

a group of input fields that enable you to define and create a new set of
allowed S/FTP connections

You can perform the following actions on the FtpIncludeList Mapping Table
page:

Adding allowed S/FTP connections (see To add a new allowed S/FTP
connection:, below)

Editing allowed S/FTP connections (edit the FTP/IP hostname or description
of a S/FTP connection)

Deleting allowed S/FTP connections (click Delete)

Disabling allowed S/FTP connections if an allowed S/FTP connection is not

currently required but may be required in the future (click the yellow check
mark to the left of the S/FTP connection. To enable an S/FTP connection,

click the relevant gray check mark .)

To add a new allowed S/FTP connection:

1

On the FtpIncludeList Mapping Table page (Administration > General
Configuration > Configuration Menu > External Systems > Allowed S/

228
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FTP Connections), under Create New Mapping Row, add the new S/FTP
connection.

Create a Hew Mapping Row

FTP Hostname / IP include fip list description
Add Row

Figure 183: Ftpincludelist Page — Create New Mapping Row Section

2 Enter the following information:
®  FTP/IP hostname
B Description

3 Click the Add Row button. The new allowed S/FTP connection is displayed
at the bottom of the list of allowed S/FTP connections. Note that by default,
each S/FTP connection is enabled. To disable an allowed S/FTP connection,

click the yellow check mark < to the left of the S/FTP connection.

4 Click Save to store the new allowed S/FTP connection.

exLibrls A|ma‘ &- E Tasks  Analytics  Gurrently at Main Lisrary - Main Cireulation Desk Help  User, Super

Mapping Table

[etII Save |
“ou are corfiguring: Main Campus.
Sun System INFRA Table Name  FipincludeL ist
Updated By adminl Last Updated 03/04/2012
Table Description  Fip Include List
| Enabled  |FTP Hostname / IP include ftp list description Updated By Last Updated —————— |
ikperurmal include only exlibris fip servers admint 030472012 Delete
fip.exdibris-usa.com KE fip senver admint 0304/2012 Delete
ikinst02 Local FTP Server Ex Libris 0304/2012 Delete

Create a Hew Mapping Row.

FTP Hostname /1P include fip list description
Add Row

Cancel G

Figure 184: Mapping Table Page Allowed S/FTP Connections

Branding/Logo

This section contains the following topics:
B Configuring Alma Branding on page 230
B Configuring Skins on page 231
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Configuring Alma Branding

PERMISSIONS:
To configure Alma branding, you must have the following role:

B General System Administrator

Alma enables you to define a header logo, email logo, and/or login page logo for
your institution. You can also change the default blue in the user interface to a
different color.

You configure these elements on the Branding Management page
(Administration > General Configuration > Configuration Menu > Branding/
Logo > Alma Logo and Color Scheme).

I
o
5

Branding Management

Logged in institution: Clean Training Your institution has customized branding: false

Logo Upload

Load your new site-wide header logo: I Load your new Login page logo file:

Load your new email logo file:

Color Upload

General color (6 characters) Fade color (6 characters)

Figure 185: Branding Management Page

To configure Alma branding:

1 On the Branding Management page, under Logo Upload, browse to select
the header logo (to be displayed in the top-left corner of Alma), email logo,
and/or login page logo that you want to upload.

2 Under Color Upload, in the General color and Fade color text boxes, enter
the 6-digit HTML code (using the hexadecimal numeral system —see http:
html-color-codes.info, for example) of the colors you want to use. If you do
not want to use a gradient, enter the same code in both text boxes.

NOTES:
B If an email logo is not uploaded, the header logo is used as the email
logo.

B Due to a limitation in the system, you must currently select a logo file
from the Logo Upload section to ensure that the settings in the Color
Upload section take effect.

3 Click Upload to save your new settings. A message displays indicating that
the upload succeeded. To view your changes, you must clear your cache, log
out of Alma, and then log in again.

230
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NOTE:
The header logo should be 69 pixels x 26 pixels, the login page logo should
be 110 pixels x 36 pixels, and the email logo should be 30-70 pixels
(height) x 400 pixels (width). The new logo is displayed immediately.

Configuring Skins

PERMISSIONS:

To configure skins, you must have the following role:

B General System Administrator

Alma allows you modify the CSS (and associated image files) that the system
uses for the delivery tabs by uploading a customized CSS.

You can view and configure skins from the Manage Skins page
(Administration > General Configuration > Configuration Menu > Branding/
Logo > Delivery System Skins).

Manage Skins

== List of SKkins

Add Skin

MNo records were found.

Figure 186: Manage Skins Page

For information on configuring skins, see Branding the Delivery Tabs in the
Alma-Primo Integration Guide.

General Configuration

This section contains the following topics:

B Configuring Alma Letters on page 232

B Configuring Other Settings on page 265
B Configuring Institution Languages on page 270
B Configuring Home Page Notifications on page 272
B Configuring CRM Contacts on page 273
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Configuring Alma Letters

PERMISSIONS:
To configure Alma letters, you must have one of the following roles:
B General System Administrator

B [etter Administrator

Alma produces a variety of email letters as a means of notification. This section
describes how to configure these letters.

Alma letters are displayed on the LetterActivity Mapping Table page
(Administration > General Configuration > Configuration Menu > General
Configuration > Letter Activity).

Mapping Table Can
“You are configuring: Main Campus Organization Unit List
Sub System [NFRA Table Name LetterActivity
Updated By - Last Updated -
Table Description  Letter Activity
T T T T — lLastUpdated L
1 OrderListl etter EDI - - Cu
2 [AnalyticsLetter [EmaIL - - Cu
3 [AssignToL etter [EmaIL - - Cu
4 ConversationLetter EMA\L - - Cu
5 [EactivationtaskOverdueLetter [Emai - - Cu
] [FineFeePaymeniReceipiLetter [Emai - - Cu
7 [FinesAndFeesRepartLetter [Emai - - Cu
8 FulBarrowedByL etter [Emai - - Cu
9 FulBarrowinginfol etter [Emai - - Cu
10 FulCancelRequestLetter [Emai - - Cu
1 FulCitationSlipLetter [Emai - - Cu
12 FulCitationsSlipLetter [EmaIL - - Cu
13 FulDigitizationNatificationltemLetter | EMAIL - - cu
14 FulExpiredHoldShelfTransitLetter | EMAIL - - cu
15 FullncomingSlipLetter [EMAIL - - Cu

Figure 187: LetterActivity Mapping Table

The following table lists the letters available in Alma with the name of the letter
as it appears in the Letter Email table and as it appears in the Letter Activity
table:
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Analytics
Letter

Letter

Activity
Name

AnalyticsLetter

Table 12. Alma Letters

Description

Contains an analytics report that is sent to
report subscribers. For details on
configuring an analytics report, see
Creating a New Report in the Alma
Analytics Guide.

Yes

Assign To
Letter

AssignToLetter

Sent by a manager to assign a task to a
staff member.

Borrowed By
Letter

FulBorrowedB
yLetter

Sent to patrons indicating that a proxy
user has borrowed an item on their behalf.
For details on working with proxy users,
see Working With Proxy Users in the
Alma Administration Guide.

Yes

Borrowing
Activity
Letter

FulUserBorrow
ingActivityLett
er

Sent to patrons; contains a list of all the
patron’s loans, overdue items, and active
fines. Sent either by a job or by request.
For details on configuring the Borrowing
Activity Report, see Configuring
Fulfillment Jobs in the Alma Fulfillment
Guide.

Yes

Conversation
Letter

ConversationL
etter

Used to conduct communication with
vendors.

Courtesy
Letter

FulUserLoansC
ourtesyLetter

Sent to patrons in a nightly job; contains a
list of the patron’s loans that are due.
Generated when the Notifications - Send
Courtesy Notices and Handle Loan
Renewals job runs and one of the
following occurs:

B The conditions of an automatic loan
renewal rule are not met

B A block exists on the patron or item,
preventing item renewal (see
Configuring Block Preferences on
page 320)

For details on configuring courtesy
notices, see Configuring Fulfillment Jobs
in the Alma Fulfillment Guide.

Yes
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Letter

Letter
Activity
Name

Table 12. Alma Letters

Description

Patron

Facing

Export User ExportUserLett | A way to transfer files via FTP (the FTP No
Letter er receiver mechanism of the letters) used by
the Export Users job.
Fine and Fees | FinesAndFeesR | Sent to patrons; contains a report of the Yes
Report Letter | eportLetter fine and fee transactions that have been
performed over a 1- to 7-day period. For
details on configuring the fines and fees
report, see Creating Fines and Fees
Reports in the Alma Fulfillment Guide.
Fine Fee FineFeePayme | Sent to patrons; indicates that payment Yes
Payment ntReceiptLetter | has been received.
Receipt Letter
footer.xsl N/A Defines the text (such as Contact Us and Yes
Letter My Account) used in the footer for all
letter emails. For more information, see
Configuring Labels in Email Letters on
page 244.
Ful FulBorrowingl | Sent to patrons; indicates whether a Yes
Borrowing nfoLetter loaned resource sharing item was
Info Letter successfully renewed.
Ful Cancel FulCancelRequ | Sent to patrons; indicates that a request Yes
Request estLetter has been canceled and the reason for the
Letter cancellation.
Ful Citation FulCitationSlip | A slip that is printed out by library staff of | No
Slip Letter Letter a course reading list citation, so that the
item can be retrieved from the shelf. For
details on configuring reading list
citations, see Managing Citations in the
Alma Fulfillment Guide.
Ful Citations | FulCitationsSli | A slip thatis printed out by library staff of | Yes
Slip Letter pLetter all course reading list citations so that the
item can be retrieved from the shelf. For
details on reading list citations, see
Managing Citations in the Alma
Fulfillment Guide.
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Letter

Letter

Activity
Name

Table 12. Alma Letters

Description

Patron
Facing

Ful FulDigitization | Sent to a patron who asked for material to | Yes
Digitization Notificationlte | be digitized. The letter informs the patron
Notification mLetter that the digitization request has been
Item Letter completed and informs the patron where
the digital material can be viewed. For
details on configuring digitization
departments for processing digitization
requests, see Configuring Digitization
Departments in the Alma Fulfillment
Guide.
Ful Incoming | FullncomingSli | A slip that is printed out by library staff No
Slip Letter pLetter from the Resource Sharing Lending
Requests Task List when they need to
retrieve an item from the shelf to be
shipped to a borrower (see the print slip
description in Receiving Physical
Material in the Alma Acquisitions Guide).
Ful Lost Loan | FulLostLoanLe | Sent to patrons when a loan has been Yes
Letter tter declared lost. Sent either by a job or when
manually changing the loan. For details on
declaring a loan as lost, see Configuring
Overdue and Lost Loan Profiles in the
Alma Fulfillment Guide.
Ful Lost Loan | FulLostLoanN | Sent to patrons; indicates that if an Yes
Notification otificationLette | overdue resource is not returned, it will be
Letter r considered lost. For details on sending lost
loan notification letters, see Adding an
Overdue and Lost Loan Notification in
the Alma Fulfillment Guide.
Ful Lost FulLostRefund | Sent to patrons when a loan that was Yes
Refund Fee FeeLoanLetter | declared lost is found. Includes refund if
Loan Letter applicable.
Ful Outgoing | FulOutgoingE | The borrowing request sent to a partner No
Email Letter mailLetter with profile type Email.
Ful Personal FulPersonalDel | Sent to a patron when an item is scanned | Yes
Delivery iveryLetter in for personal delivery from a circulation
Letter desk that supports personal delivery.
Ful Pickup FulPickupRequ | Sent to users; contains a detailed list of No
Request estReportLetter | resources that need to be picked up.
Report Letter
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Letter

Letter

Activity
Name

Table 12. Alma Letters

Description

Patron
Facing

Ful Resource | FulReasourceR | A slip that is printed out by library staff No
Request Slip equestSlipLette | from the Pick Up Requested Resources
Letter r page when they need to retrieve an item
from the shelf. For details on pickup up
items from the shelf, see Pickup at Shelf
in the Alma Fulfillment Guide.
Ful Transit FulTransitSlipL. | A slip that is printed out by library staff No
Slip Letter etter that is added to an item when it is sent
from one place to another.
General GeneralAssign | Indicates that an item has been assigned to | No
Assign To ToLetter someone.
Letter
Interested In | InterestedInLet | Informs someone who is registered as Yes
Letter ter “interested in” about a change in a PO line
status. For details on interested users, see
the description in Table 5 of Receiving
Physical Material in the Alma Acquisitions
Guide.
Interested InterestedUsers | Lists the interested users when Print No
Users In InLetter Interested Users List is selected in the
Letter Receiving Workbench. For more
information, see Receiving Materiali in
the Alma Acquisitions Guide.
Legal Deposit | LegalDepositCl | Sent to vendors to remind them of a No
Claim Letter aimLetter previous request a copy of an item as
required by law.
Legal Deposit | LegalDepositO | Sent to vendors to request a copy of an No
Order Letter | rderLetter item as required by law.
Legal Deposit | LegalDepositR | Sent to vendors to confirm the receipt of a | No
Receipt Letter | eceiptLetter copy of an item requested as required by
law.
Lending LendingReqRe | A slip that is printed out by library staff Yes
Requests portSlipLetter | for the selected requests in the lending
Report Slip task list that lists the availability of the
Letter items so that they can be taken off the
shelf and shipped to the requester.
For more information see Managing
Resource Sharing Lending Requests in
the Alma Fulfillment Guide.
236 January 2015

Ex Libris Confidential



Alma Administration
Chapter 5: Configuring General Alma Functions

Letter

Loan Receipt
Letter

Letter
Activity

Name

FulLoanReceip
tLetter

Table 12. Alma Letters

Description

Sent to patrons after items are loaned from
the circulation desk. For details on
borrowing items from the circulation
desk, see Loaning Items in the Alma
Fulfillment Guide.

Patron
Facing

Yes

Loan Status
Notice

FulltemChange
DueDateLetter

Sent to patrons; indicates changes in the
status of a loan or the due date. For details
on managing patron activities, see
Managing Patron Services in the Alma
Fulfillment Guide.

Yes

mailReason.
xsl Letter

N/A

Defines the greeting (such as Dear Sir/
Madam) used in most letter emails. For
more information, see Configuring
Labels in Email Letters on page 244.

Yes

Notify E-
Activation
due Letter

Eactivationtask
OverdueLetter

Sent to the assigned operator when an
electronic activation task's due date has
passed by the Notify E-Activation Due
Task job. For more information on the e-
activation due date, see Managing
Electronic Resource Activation on

page 395the Manually Creating a PO
Line section of the Alma Acquisitions Guide
and the Managing Electronic Resource
Activation Activation and Other Settings
sections of the Alma Resource Managment
Guide.

Yes

On Hold
Shelf Letter

FulPlaceOnHol
dShelfLetter

Sent to patrons; indicates that an item is
ready for pickup at the hold shelf. For
details on picking up items from the hold
shelf, see Managing the Hold Shelf in the
Alma Fulfillment Guide.

NOTE:
For information on customizing the
On Hold Shelf letter to display the
Notes that may affect loan line only
if there is a block on the patron, see
Customizing Letters on page 253.

Yes

Order List
Letter

OrderListLetter

Sent to vendors; contains a list of ordered
items.

No
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Letter

Letter

Activity
Name

Table 12. Alma Letters

Description

Patron
Facing

Order Now OrderNowlLett | Sent to a staff user who initiates an No
Letter er immediate order that bypasses the usual
procedure. The letter indicates whether
the order is successful.
Overdue FulUserOverdu | Sent to patrons; contains a list of all the Yes
Notice Letter | eNoticeLetter patron’s loans due that day. Sent in a
nightly job.
Overlap OverlapAnalys | Sent to a staff user who runs an overlap No
Analysis isLetter analysis job. The letter indicates that the
Letter overlap analysis job has completed. For
more information regarding overlap
analysis, refer to Overlap Analysis on
page 597 in the Alma Resource Management
Guide.
PDA PdaThresholdL | Sent to the the PDA manager (PDA No
Threshold etter contact person) when the usage of PDA
Letter reaches the alert threshold.
PIN Number | PINNumberGe | Sent to patrons when a PIN codeissetin | No
Generation nerationLetter | the user management pages. For details
Letter on configuring user details, see Adding
Users on page 51.
PO Line POLineCancell | Sent to vendors, requesting that an order | No
Cancellation | ationLetter be canceled. For details on canceling a PO
Letter line, see Canceling PO Lines in the Alma
Acquisitions Guide.
PO Line POLineClaimL | Sent to vendors when an order does not No
Claim Letter | etter arrive by the expected date (see
Processing Claims in the Alma
Acquisitions Guide).
PO Line POLineRenewa | Sent to vendors, requesting that a No
Renewal ILetter subscription be renewed.
Letter For details on renewing PO lines, see
Renewals in the Alma Acquisitions Guide.
For details on configuring automatic
renewal of a PO line, see Configuring
Fulfillment Jobs in the Alma Fulfillment
Guide.
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Letter

Letter
Activity
Name

Table 12. Alma Letters

Description

Patron
Facing

Process Bib ProcessBibExp | Sent to a staff user, indicating that a No
Export ortFinishedLett | bibliographic export has finished. For
Finished er details on exporting bibliographic records,
Letter see the Export bibliographic records
description in Running Jobs on Defined
Sets in the Alma Administration Guide.
Process ProcessCreatio | This letter is sent upon completion of No
Creation nLetter some user-submitted jobs — for example,
jobs run via the Create Job page
(Administration > Manage Jobs > Run a
Job).
Receiving ReceivingSlipL | A slip that is printed out by library staff No
Slip Letter etter with item information that is put in a new
item when it arrives at the library. For
details on receiving material, see
Receiving Physical Material in the Alma
Acquisitions Guide.
Restricted RestrictedLogi | Sent to managers when when a login No
Login IP nlPLetter attempt is made from a restricted IP
Letter address. For more information, see
Security on page 277.
Return FulReturnRecei | Sent to patrons after items are returned to | Yes
Receipt Letter | ptLetter the circulation desk. For details on
returning items to the circulation desk, see
Returning Items in the Alma Fulfillment
Guide.
Short Loan FulShortLoanL | Sent to a patron when loaning an item for | Yes
Letter etter a short period (a number of hours),
informing the patron of the due date and
the fine policy. For details on loaning
items, see Loaning Items in the Alma
Fulfillment Guide.
This letter may have to be enabled for
some customers.
SMS Cancel FulCancelRequ | An SMS message sent to patrons Yes
Request estLetter (SMS) | indicating the reason for the request
Letter cancellation.
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Letter

Letter

Activity
Name

Table 12. Alma Letters

Description

Patron
Facing

SMS FulUserLoansC | An SMS message indicating that the due Yes
Courtesy ourtesyLetter date for a loaned item is approaching. For
Letter (SMS) details on configuring SMS messages, see
SMS Communications in the Alma
Integrations with External Systems Guide.
SMS Lost FulLostLoanLe | An SMS message sent to patrons when a Yes
Loan Letter tter (SMS) loan has been declared lost. Sent either by
a job or when manually changing the loan.
For details on declaring a loan as lost, see
Configuring Overdue and Lost Loan
Profiles in the Alma Fulfillment Guide.
SMS Lost FulLostLoanN | An SMS message sent to patrons; indicates | Yes
Loan otificationLette | thatif an overdue resource is not returned,
Notification r (SMS) it will be considered lost. For details on
Letter sending lost loan notification letters, see
Adding an Overdue and Lost Loan
Notification in the Alma Fulfillment Guide.
SMS User FulUserBorrow | An SMS message sent to patrons Yes
Borrowing ingActivityLett | containing a list of all the patron’s loans
Activity er (SMS) and active fines. Sent either by a job or by
Letter request. For details on configuring the
Borrowing Activity Report, see
Configuring Fulfillment Jobs in the Alma
Fulfillment Guide.
SMS Item FulltemChange | An SMS message sent to patrons Yes
Change Due | DueDateLetter | indicating changes to the due date. For
Date Letter (SMS) details on managing patron activities, see
Managing Patron Services in the Alma
Fulfillment Guide.
SMSOnHold | FulPlaceOnHol | An SMS message indicating that an item Yes
Shelf Letter dShelfLetter requested by a patron is on the hold shelf.
(SMS) For details on configuring SMS messages,
see SMS Communications in the Alma
Integrations with External Systems Guide.
SMS Overdue | FulUserOverdu | An SMS message indicating that a loaned | Yes
Notice Letter | eNoticeLetter item is overdue. For details on configuring
(SMS) SMS messages, see SMS Communications
in the Alma Integrations with External
Systems Guide.
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Table 12. Alma Letters

Letter Letter Description Patron
Activity Facing
Name

System Job SystemJobLette | Sent when jobs initiated in Alma start and | No

Letter r complete (letter is sent to the user who

initiated the job). For details on
configuring Alma jobs (processes), see
Monitoring Jobs on page 286.

Trial Letter TrialLetter Contains a request to evaluate an No
electronic resource. For details on
evaluating resources, see Evaluations
Workflow in the Alma Acquisitions Guide.

User Deletion | UserDeletionLe | Sent to a patron before the patron is No
Letter tter deleted, containing details of the patron’s
active fines and fees.

VIDEO:
See Letter Configuration for a detailed Ask the Expert session on
configuring Alma letters.

To configure and customize Alma letters:

1 Add the Letter Administrator role to the users who will be customizing or
maintaining the email letters. For more information on assigning roles, see
Adding Roles to Users on page 89.

2 Ifyou are working in a sandbox environment or a pre-”Go Live” production
environment, add the letter administrator email addresses to the allowed
email list (see Configuring Allowed Emails on page 225).

3 Confirm that all the appropriate letters are enabled (see Enabling/Disabling
Types of Email Letters on page 242).

4 Configure Alma to send you an XML copy of the letter in order to determine
which XML data fields are used for a specific type of letter (see Sending a
Letter’'s XML Output to the Letter Administrator on page 251).

NOTE:
Use this option with caution. It is possible to send several thousand emails
and impact system processing performance.

5 Perform a workflow (such as a fulfillment cancellation request) in Alma that
will send the type of letter that you want to customize.

You receive an e-mail with the XML in the body of the email.
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6 Customize the set text elements of a letter (see Configuring Labels in Email
Letters on page 244).

7  Customize the look-and-feel and content of a letter (see Customizing
Letters on page 253).

8 Test the output of the XML file and confirm that the letter appears correctly
(see Testing the Output of a Letter on page 255).

Enabling/Disabling Types of Email Letters

The LetterActivity mapping table page lists all of the email letters supported by
Alma and allows you to enable/disable types of letter emails (or notifications via
other channels) for an institution or a library. The system does not send email
letters and notifications for the disabled types of letters to staff users and
patrons.

NOTE:
For all of the steps involved in configuring Alma letters, see the procedure
in Configuring Alma Letters on page 232.
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Tasks Analytics | Currently at: Main Library Help

carcel IS

EfoDﬁsm -

Mapping Table

fou are corfiguring: Man Campues

Sub System  [MFRA, Table Mame LetterActivity

Upidated By - Last Updated -

Table Description  [Letter Activity

Customize

Customize
adminl 01082012 Restore
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize

Customize

Figure 188: LetterActivity Mapping Table
To enable/disable a letter:

1 On the LetterActivity mapping table page (Administration > General
Configuration > Configuration Menu > General Configuration > Letter
Activity), click the Customize button to enable the settings for a letter to be
modified.

The name of the button changes to Restore, which allows you to restore the
default settings for the specific letter type.

Click the check mark to the left of the letter’s name to enable/disable the
letter:

B The yellow check mark < indicates that the type of letter is enabled.

B The gray check mark  indicates that the type of letter is disabled.

3 C(Click Save.
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Configuring Labels in Email Letters

The code tables under the Letters subsystem define all labels associated with a
specific type of email letter. These code tables allow you to modify the default
text (which is the English version of the label) in the Description column and
the translations for other languages in the Translation column.

All Code Tables

jma)
i
&l
=

‘ou are corfiguring: Main Campus Organization Unit List

Sub System Letters =

Analytics Letter Letters Analytics Letter Actions
Borrowed By Letter Letters Due ltems - Actions
Borrowing Activity Letter  Letters Patron Circulation Summary - Actions
Conversation Letter Letters Conversation Letter - Actions
Courtesy Letter Letters Courtesy Motice - Actions
Fine Fee Payment Receipt Letters Fine Fee Payment Receipt - Actions
Letter Letter
Trial Letter Letters Trial Letter - Actions
User Deletion Letter Letters User Deletion Letternoga - Actions
Back

Figure 189: All Code Tables - Letters Subsystem (Partial List)

The following actions can be performed on this page:

B View the labels associated with a specific type of letter (select
Actions > View for the specific email letter whose information you want to
view).

B Modify the default labels for a specific type of letter (see To customize a
label in an email letter: on page 244).

B Modify the translations for a specific type of letter (see To translate a label
in an email letter: on page 247).

B Restore the out-of-the-box labels for a specific type of letter (see To restore
all default values for a letter email code table: on page 250).

NOTE:
For all of the steps involved in configuring Alma letters, see the procedure
in Configuring Alma Letters on page 232.

To customize a label in an email letter:

1 On the All Code Tables page (Administration > General
Configuration > Configuration Menu > General Configuration > Letter

244

January 2015
Ex Libris Confidential



Alma Administration
Chapter 5: Configuring General Alma Functions

Emails), select Actions > Customize for the specific email letter whose
information you want to edit. For example, if you want to update labels
used in the Ful Item Change Due Date letter, customize the Loan Status
Notice code table.

The page for the selected code table opens for editing.

Code Table Cancel EeEGL TP

You are corfiguring: Main Campus Organization Unit List
Table Information
Sub System LETTER Table Name footer. ksl Letter
Updated By - Updated on -

Patron Facing Yes
Table Description  footerxs| Letter

= footer.xsl Letter

Fitter : English =

o contact us | [Contact Us | Contact Us -

of  |ny_account | My Account | My Account - - Customize

Cancel

Figure 190: footer.xsl Letter Code Table

NOTE:
You can customize the email addresses to which the Contact Us and My
Account links are directed by modifying the parameter values of the
email_my_account and email_contact_us parameter keys in the General
Customer Parameters mapping table (Administration > General
Configuration > Configuration Menu > Other Settings).

2 Select English from the Filter drop-down list.

3 Click the Customize button next to the description that you want to modify
or translate.

The Customize button changes to Restore, and the Description field is
enabled for modification and translation.
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Codde Table

You are corfiguring: Main Campus

Table Information

Sub System LETTER
Updated By -

Cancel

Organization Unit List

Table Name footer xsl Letter
Updated on -

Patron Facing Yes
Table Description  footerxs| Letter

= footer.xsl Letter

Fitter : English =

Enabled Description Updated By|L ast Updated _
7 Contact Us - - Restore

of  |ny_account | My Account | My Account - -
Cancel

Figure 191: Label Enabled for Modification

Customize

4 Modity the text for the label in the Description column.

The addressFrom parameter (which appears in most of the letter code
tables) indicates the email address to which all nondeliverable email is to be
sent. Configure an email address for this action (such as alma-return-
emails@university.edu)and enter it as the addressFrom parameter value.
You can also specify an alias for the addressFrom parameter in the following
format alias <actual_email_ IDeuniversity.edus.Refer to the image
below for an example.
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Code Tahle

Tadsde: Imfor rmation

Uit By
Patron Facing Mo
Tahle Description

English =

Vs wid corfigaring: Unissrsty

Sub System LETTER

Prrind & notiication thal containg e inlerested ugers in a st

= Print a notification that containg the inlerested users noa let
Filtees :

Table Name [nlerested L'sers In Letter

Updated on

interestedlsarsList merestad Lisers List Interested Users List
2 subject Of iferested Usars List Of Interested Usars
letterMame List Of Interested Usars List OF Interested Users
| arderMumber Chrder Mumber Qrder Number
SINCangly Sinceraly Sancenely
B title Mitle Title
7 uzerhail Uzer Ma User Mail
i useriame Jzar Marme Ibser Mame
9 departrvent Y our Departent Your Depatment
10 | addrezsFrom Library <Alma_Library_Emaik@univ.edu> | ¥our Depadment&@arganization. com

Figure 192: addressFrom Alias Example

NOTE:

You can, at any time, click Restore to restore the initial code value.

5 Click Customize at the top or bottom of the page to store the modified

values.

The Letters subsystem on the All Code Tables page opens. For the
customized code table, the Customize menu item changes to Edit, and the
following actions are added to the Actions menu:

B Translate — Enables you to modify the translations for the labels, per

language.

B Restore — Enables you to restore the code table to its default values.

To translate a label in an email letter:

1 On the All Code Tables page (Administration > General
Configuration > Configuration Menu > General Configuration > Letter
Emails), select Actions > Translate for the specific email letter whose labels

you want to translate.

The page for the selected code table opens for translation. Note that the page
for English does not allow changes to the Translation column.
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Coide Table Cancel Save Translations

You are corfiguring: Main Campus Organization Unit |ist
Table Information
Sub System LETTER Table Name footer. sl Letter
Updated By - Updated on -

Patron Facing Yes
Table Description footer xs| Letter

== footer.x=l Letter

Filter : English =

e contact us | [Contact Us | Contact Us  exl_support 197012014

of Iy _account| My Account | My Account - -

Cancel

Figure 193: Code Table Opened for Translation (English)

NOTE:
You must customize the letter email code table and the label before you

can modify the translation for a label.

2 Select the translation language from the Filter drop-down list.

The page for the selected language opens for translation. Note that an
additional column is added for the Translate buttons.
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Code Table Cancel Save Translations

You are corfiguring: Main Campus Organization Unit List
Table Information
Sub System LETTER Table Name footer.xsl Letter
Updated By - Updated on -

Patron Facing Yes
Table Description footer. ksl Letter

== footer.xsl Letter

Filter : French =

Translate All

o Contact us | [Contact Us | Mous contacter]

-*\;3 [ry_account| by Accourt| Mon compte

Cancel

Figure 194: Code Table Opened for Translation (Non-English)

3 Click Translate next to the label that you want to modify. If you want to
translate all fields that have been marked for customization, click Translate
All above the list of labels.

The Translate button changes to Default, and the Translation field is
enabled for modification.
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Code Table Cancel Save Translations

You are configuring: Main Campus Oroanization Unit List
Table Infermation
Sub System LETTER Table Name footer.xs| Letter
Updated By - Updated on -

Patron Facing Yes
Table Description footer. xs| Letter

== footer.xsl Letter

Filter : French =

Translate All

Enabled Translation Updated By|Last Updated -
af contact us | [Contact Us |[Nous contacter |exl_suppart 19012014 | pefault

4 Imy_account | Wy Account | Mon compte

Cancel

Figure 195: Label Enabled for Translation

4 Modify the text for the label in the Translation column.

NOTE:
You can, at any time, click Default to restore the initial code value.

5 C(lick Save Translations.

To restore all default values for a letter email code table:

1 On the All Code Tables page (Administration > General
Configuration > Configuration Menu > General Configuration > Letter
Emails), select Actions > Restore for the specific email letter whose labels
you want to restore.

The page for the selected code table opens.

250 January 2015
Ex Libris Confidential



Alma Administration
Chapter 5: Configuring General Alma Functions

Code Table Cancel
Sub System LETTER Table Name footer ksl Letter
Updated By - Updated on -

Patron Facing Yes
Table Description  footer. ksl Letter

= footer.xsl Letter

Filter : French =

= contact us | [Contact Us | Mous contacter exl_support 19/401/2014

af’ [y _account| My Account | Mon compte - =

s

Figure 196: Code Table Opened for Restoration

2 Click Restore.

Sending a Letter’s XML Output to the Letter Administrator

The XML Letter Receiver page allows you to send the XML output for selected
letters to the Letter Administrator each time Alma sends a letter to a patron or
staff user. The XML output contains all of the data associated with a type of
letter. From this output you can determine which XML data fields are supported
by the letter. In addition, you can store the XML output in a file that has an .xml
suffix and use it to test changes to a letter’s style. For more information, see
Testing the Output of a Letter on page 255.

IMPORTANT:
Use this option with caution. It is possible to send several thousand emails
and impact system processing performance.
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.‘ -
ExLibris - ) Tasks  Analytics  Currently at Main Library Help

Xl Letter Recehse Cancal BEEVE

Kinl Recienen ILl

@ % Letter Type % Description

footer. ksl Footer Letter X501
mailFeason xsl Mail Reason Letter XS0
sendarReceivar. sl Sender Receiver Letter X5L

7 style. xsl Style Letter XSL
recordTitle. xsl record Title xsl
smsRecordTitle. ksl sme racord Title x5
FineFeaPaymentReceipiLetter Fine Fee Payment Receipt Letter
FulCancelRequestLetter Ful Cancel Request Letter
FulPlaceOnHoldSheiletter Ful Place On Hald Shelf Latter
FulReasourceRequestSlipLetier Ful Resource Request Slip Letter
SmsFulPlaceOnHoldShelfLetter =ms Ful Place On Hald Shelf Lette
FulDigitizationMatificationitermbLatter Ful Digitization Motification ltem Letter
TrialLetter Tral Letter
POLineClaimLetter FOLine Claim Letter

Figure 197: XML Letter Receiver Page

NOTE:
For all of the steps involved in configuring Alma letters, see the procedure
in Configuring Alma Letters on page 232.

To set up XML To Letter Admin:

1 On the XML Letter Receiver page (Administration > General
Configuration > Configuration Menu > General Configuration > XML To
Letter Admin), select a user profile to receive the XML from the XML
Receiver drop-down list.

NOTE:
Users assigned the Letter Administrator role appear in the drop-down list.
For more information on assigning roles, see Adding Roles to Users on
page 89.

2 Select the check boxes of the letters whose XML output you want sent.
3 Click Save.

The letter’s XML output is sent to the administrator each time a letter of that
type is sent to a user.
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Customizing Letters

The Configuration Files page lists all of the XML style sheets that are used to
format each type of letter and determine what XML data fields display in the
letter emails and SMS messages. Alma allows you to configure these style sheets
to customize letters for your institution. The customizations may include
changes to the style, the addition or subtraction of information sent to users, and

so forth.
Exl i'n.r‘iq - Taska Anahtics  Curmenty st Man Libears - Main Circuls Hal Uiz, Siipar
Cordiguraisan Files Back
Yiou mre configuring: N s Dieanizgbeon Vo Lid
(B oo
comomizedenmmied Foaname ————oecrpion  upsmesy lpamevae] |
fosllettersiempSmaFulPlacelnHaldSh . Sms Ful Piace On Hold Shelf Latte - Cusiemize
fualelerseall jemplataisyle Kel Style Letler X5L = - Cusiomize
irslettersicall lomplaie'smsFecom sms record Title wsl Custismize
feslattersdcall JamplatersandeRo: Sander Recaver Letiar 25 - - Cuminsmizs
fuEld fesl 1emplateimeanTi mecard Tille x& = Carsemize
5 Mail Reason Latter X5L Custemize
haather Lather X5 atlnind 1201 2701 2 Actimnn
foaleisrs'eall jamplalafootern 2s] Foaler Letier X250 - - CusEmize
frslletters U serDpkton Letter ks User Daletion Moidicalion Letiar Cussmize
feslatters Trall after s Trial Letiar - - Cusismize
duslefisre Sy et e o I K System Job Letier = Customize
rslletiersRecevingSlipLesiar wsl Recewing sp hlobificaton Latter Customize
trsleftersProceeshE spoif inha Fintgih B Exgort Notofocation Letier - Cumismizs
tneleflersPOLineR snewsll siber xe PCiline Renesal Letler - Customize
‘sl attersPOLIne ClamLatter xsl POLing Clain Lettar Cussmize
trsleftersPOLIneC ancalalipnl stin PCLing Cancalation Lathe - - Cumismizs
Figure 198: List of Configuration Files Page
NOTE:

For all of the steps involved in configuring Alma letters, see the procedure
in Configuring Alma Letters on page 232.

To customize a letter:

1  On the Configuration Files page (Administration > General
Configuration > Configuration Menu > General
Configuration > Customize Letters) click the Customize button next to the
XSL file of the letter, SMS message, or XSL template file that you want to
customize.

The contents of the selected XSL file are displayed:
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Configuration File

Filename | _jxsletters/POLineClaimLetterxs
File Key | POLineClaimLetter
Description  POLine Claim Letter

Updated by -
Update Date -
Enabled -ves- [=]
Content  <%xml version="1.0" encoding="utF-8"7> -

<xsl:styleshest version="1.0" xmins:xsl="http:/fwww.w3.org/1999/XSL/Transform">
<xslinclude href="headerxsl" />
<xslinclude href="senderReceiver.xs|" />
<xslinclude href="mailReason xsl" />
<xslinclude href="footer.xsl|" />
«<xslinclude href="style xsl|" />

L

<xslvariable name="conta1"=0</xsl:variable>

<xslvariable name="stepType" select="/notification_data/request/work_flow_entity/step_type" />
<xslvariable name="externalRequestld” select="/notification_data/external_request_id" />
<xslvariable name="externalSystem” select="/notification_data/external_system” /=

«<xsl:template match="/"»
<html=

<head=
<xsl-call-template name="generalStyle" />

</head=

<body=
<xslattribute name="style">

<xsl:call-template name="bodyStyleCss" />

Figure 199: Configuration File Page

NOTE:

The Enabled field on this page has no functionality.

Customize the XSL file of the letter or SMS message, or the XSL template file
as required, using the data in the XML file you received (see Sending a
Letter’s XML Output to the Letter Administrator on page 251).

The following examples show what you can do with XSL to customize the
output of your letters:

B The following XSL snippet utilizes the substring and string-length
functions to output the last four digits of a code:

<b>@e@requested for@@ :****x%*

<xsl:value-of select="substring (notification data/

user for printing/identifiers/code value/value,string-
length(notification data/user for printing/identifiers/code value/
value) - 3)"/></b>

B The following XSL snippet adds the notes from the vendor (from POL)
and the rush indicator to Order List Mail letter:

<tr>

<td><b>Notes To Vendor: </b><xsl:value-of select="/
notification data/po/po line list/po line/vendor note"/>&#160;</td>
</tr>
<tr>

<td><b>Is Rush? </b><xsl:value-of select="/notification data/po/
po_line list/po_line/rush"/>&#160;</td>
</tr>
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B The following XSL snippet ensures that the Notes that may affect loan
line appears in the On Hold Shelf letter only if there is a block on the

patron:
<tr>

<td><b>@@notes affect loanee:</b></td>
</tr>
<trs>

<td><xsl:value-of select="notification data/request/
system notes !=''"></td>

</tr>

B The following XSL snippet, when it follows the address line in the
SenderReceiver.xsl file, ensures that the user’s phone number is
included in all the letters that use this template.

<tr>

<td><xsl:value-of select="notification_data/user for printing/
phone"/></td>
</tr>

3 Click Customize to save your customizations.

The Configuration File page opens. A green check mark is displayed in the
Customized column to indicate that the letter has been customized, and the
Updated By and Updated Date columns are populated accordingly. The
Customize button is changed to an Actions button.

The following Actions button menu options are available for the customized
XSL file:

®m  Edit - Select to edit the XSL file.
B Restore — Select to restore the XSL file to its previous state.

B View Default — Select to view the default state of the XSL file.

NOTE:
If you use a tag to refer to an outside location such as a template or URL
(for example, <xsl:include href="http://{$PathToWeb}/html/xsl/
head.xsl">) and the outside source is changed, the XSL must be
refreshed (by re-saving it) in order for the new information to be included
in the letter.

Testing the Output of a Letter

The Notification Template page allows you to view the output of an email letter
by supplying an XML file that contains the data associated with the type of
email letter that you want to view or test.
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[KL[DHS - Tasks Analytice  Currently at Main Library  Help

Motification Template el Run XS |
Hotification Template
Xl to upload |, Upload
Letter type
Send by email Einail

Cance Run XSL

Figure 200: Notification Template Page

NOTE:

For all of the steps involved in configuring Alma letters, see the procedure
in Configuring Alma Letters on page 232.

To test the output of a letter:

1

On the Notification Template page (Administration > General
Configuration > Configuration Menu > General

Configuration > Notification Template), click the file icon, select an XML
file to upload, and click Upload.

To create the XML file, you must configure the system to send the XML
output for that type of letter to your letter administrator. For more
information, see Sending a Letter's XML Output to the Letter
Administrator on page 251.

To have the letter sent to you by email, select the Send by email check box
and enter your email address in the Email field.

If you select the Send by email check box and do not specify an email
address, the output will open in a new browser tab. Note that for this to
work in the browser, the browser must be set up to enable pop-up windows
or new tabs/windows.

Click Run XSL.

The system either displays the output or sends an HTML file to your email
address.

Example Letter Customization

This example shows how to make the following customizations to the
Borrowing Activity Letter email:
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1 Change the name of the letter
2 Add alibrary-specific message
3 Display the material type in the list of loans

(M

Extlbris

Borrowing Activity Letter |7 30/01/2014
Weister, Tim Mlain Campus
25 Cal.umet Awe 3353 5 Wabash
Des Flaines 60018 .
- Chicago

Dear Sir'Madam Weister

We would like to remind you that you have the following items at your disposal:

| 2
Loans
3
Title Due Date Fine Description
History 30/01/2014
sincerely
Crrculation Department
Main Campus
Cotitact Us Wy Account

Figure 201: Borrowing Activity Letter Emaill

For more examples on customizing letters, refer to the following documents in
the Documentation Center (Alma > Product
Documentation > Administration > How To Documents and Presentations):

B  How to Customize an Alma Letter by Library and Other Values

B  How to Use XSL Configuration to Change a Date Format in a Letter

To customize the Borrowing Activity Letter:

1 Change the name of the letter to Patron Activity Letter:

a  On the All Code Tables page (Administration > General
Configuration > Configuration Menu > General
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Configuration > Letter Emails), select Actions > Customize in the row
containing the Borrowing Activity Letter code table.

The Borrowing Activity Letter code table opens for editing.

== Patron Circulation Summary

Filter :

Impaort

o
i

o

Enalish =

author Auth Auth exl_support 310172014 Restore

IIetterName Borrawing ActhlthBDerWlng Activity Letter - =
call_nurber Call Mumber Zall Murnber - - Customize
department Circulation Depar Circulation Department - - Customize

Figure 202: Borrowing Activity Letter Code Table
Select English from the Filter drop-down list. In addition to changing
the names of labels, you can also translate the labels for other languages.
Click the Customize button in the row containing the letterName code.
In the Description field, change the text to Patron Activity Letter.

Click Customize at the top or bottom of the page to store the modified
values.

Configure the XML output for the letter to be sent to the letter administrator:

a

On the XML Letter Receiver page (Administration > General
Configuration > Configuration Menu > General Configuration > XML
To Letter Admin), select a user to receive the XML output from the XML
Receiver drop-down list.

Select the check box next to the FulUserBorrowingA ctivityLetter letter
type.
Click Save.

The letter’s XML output will be sent to the specified user each time a
letter of that type is sent.

Loan an item to a patron:

a

On the Patron Identification page (Fulfillment > Checkout/
Checkin > Manage Patron Services), enter a patron’s name in the Scan
patron’s ID or search for patron field and click Go.

The Patron Services page opens.
In the Scan item barcode field, enter the item’s barcode and click OK.

The item is listed in the Loans tab.
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Patron Sernvices

Patron \Weister, Tirm

ID rmattp 2

User group 11B8TI Faculty

Active | e .00 [

Edit Infq Send Activity Report
Returns Requests

i

Scan tem barcode

Renew All Change due date

Hotes User Hotes (0}

S OK Create ltem

31012014
03:38:52 AM
IST

[T History

I S T T TS T

he16001

Figure 203: Borrowing Activity Letter Code Table

¢ Click Send Activity Report to send the XML output in an email.

d Copy and paste the XML output from the email to an XML file (such as

BorrowingActivityLetter.xml).

4 Modify the XSL file to print a message for the Main Library only:

a  Access the list of XSL files on the Configuration Files page
(Administration > General Configuration > Configuration
Menu > General Configuration > Customize Letters).

b Click the Customize button in the row that contains the
FulUserBorrowingActivityLetter.xsl file.

The contents of the FulUserBorrowingActivityLetter.xsl fileis

displayed.
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0 Configuration File Cancel
Filename | jxslilettersiFullUserBorrowingActivityLetter ksl |
File Key [FulllserBarrowingActivityLetter |
Description  |Ful User Borrowing Activity Lettar |
Updated by -
Update Date -
Enabled - es- =l
Content | <7xml version="1.0" encoding="utf-5"7> ﬂ
<xslstylesheet version="1.0"
wmins: xsl="http:Aeanne w3 org/ 199955 L Transform " =
=yslinclude href="header xsl" /=
<yslinclude href="senderReceiver. xsl" /=
=zyslinclude href="mailReason. xsl" /=
<yslinclude href="footer xsl" /=
=xslinclude href="style xsl" /=
=yslinclude href="recordTitle. xsl" />
<xsltemplate match=""=
<html=
<head=
<usl call-template name="generalStyle" /=
</head=
<hody=
=usl attribute name="style"=
<xslcall-template name="bodyStyleCss" f=<l- style.xsl --=
=<fuslattribute= =l
Cancel
Figure 204: Configuration File Page
¢ Use the XML file that you created earlier to determine the full path

name of the field that contains the library name.
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Flnocification datax|

I+
=

<Zuml version='1.0' encoding='us-ascii' >

<general datax

<item loans>
<author></anthor:>
<harcoderbel600l</harcodes
<bDDking_request_id><fbDDking_request_id>
<description for display>Call Humber: 3460000
<due_ datex30f0172014</due dater
{due_date_start_calculatiDn_date>{fdue_datE_s
<external_item_id><fexternal_item_id>
<finer</finex
<fine action»</fine action>
<frDm_fulfillment_cnnfiguratinn_util>false<ff
<item_id>2310999990000121</item_id>
<itenLlDan_change_list><fitenLlDan_changE_lis
<itenLchatiDn_lih_id>5367020000121<£itenLch
<jDb_title>GeneralAdministratur<fjDb_title>
<library idx5867020000121</library idx
|<library_name>Main Library</library name> |

=
<likrars anit didz</lihrary unit dd=

Figure 205: Library Name Field in XML Output
Based on the nested elements in the above figure, the full path to the
library name is the following;:
/notification data/item loans/item loan/library name

On the Configuration page, search for the eeloansee placeholder in the
XSL file and add the bold text shown below:
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<xsl:if test="notification data/item loans/item loan">

<xsl:if test="notification data/item loans/item loan/
library name='Main Library'">
<center>
<span style="font-family:Arial; font-weight:bold">
<FONT COLOR="#FF0000">
<br></br><b> Please check due dates by logging
in to your library.</b>
</FONT>
</span>
</center>
</xsl:if>

<tr>
<td>
<b>@@loans@@</b>
</td>
</tr>

Alma replaces the placeholders with the labels/translations that are
defined in the associated Letters code tables.

5 While you are still editing the XSL file, add the Type column to the list of
loans:
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a Below the eeloansee placeholder in the XSL file, add the bold text as
shown in the following figure.

<b>@@loans@@</b>
</td>
</tr>

<tr>
<td>
<table cellpadding="5" class="listing">

<xsl:attribute name="style">

<xsl:call-template name="mainTableStyleCss" /> <!--
style.xsl -->

</xsl:attribute>

<tr>
<th>eetitleee</th>
<th>Type</th>
<th>eedue datee@@</th>
<th>ee@finee@e</th>
<th>@edescriptionee@</th>

</tr>

<xsl:for-each select="notification data/item loans/
item_ loan">
<tr>
<td><xsl:value-of select="title"/></td>
<td><xsl:value-of select="material type"/></td>
<td><xsl:value-of select="due date"/></td>
<td><xsl:value-of select="fine"/></td>
<td><xsl:value-of select="description"/></td>
</tr>
</xsl:for-each>

The XML field for the material type was determined by examining the
XML file.

NOTE:
A placeholder could not be used for the new column heading because the
material_type code is not configurable in the code table.

b Click Save.

6 Test your changes to the XSL file by uploading the XML file that you created
in step 3:
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a  Access the Notification Template page (Administration > General
Configuration > Configuration Menu > General
Configuration > Notification Template).

b Click the file icon, select an XML file to upload, and click Upload.
¢ Select the Send by email check box and enter your email address.

d Click Run XSL.

The system sends the letter email to the specified email address.

NOTE:
The Notification Template page allows you to test changes to the XSL files
only.

7 Repeat step 3 to see the full customization as shown below:

(M

Extbrs

Patron Activity Letter 30/01/2014
Weister, Tim Iulain Campus
25, Calumet Ave 3333 5. Wabash
Des Planes 60018 )
I Chicago

Dear Sir'Madam Weister

We would like to remind you that you have the following items at your disposal:
Please check due dates by logging in to your library.

Loans
Title Type Dre Date Fine Description
History Book 30/01/2014
Sincerely
Circulation Department
Main Campus
Contact s My Account
Figure 206: Customized Borrowing Activity Letter
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8 Configure the XML Letter Receiver page to no longer send XML output to
the letter administrator. For more information, see Sending a Letter’'s XML
Output to the Letter Administrator on page 251.

Configuring Other Settings

PERMISSIONS:

To configure these settings, you must have the following role:

B General System Administrator

This option enables you to customize the general parameters listed in Table 13

below.

You configure these settings on the CustomerParameters Mapping Table page
(Administration > General Configuration > Configuration Menu > General
Configuration > Other Settings).

extils o

Mapping Table

Table Information

Sub System

Table Description

= Mapping Table Rows

You are configuring: Main Campus.

INFRA

Updated By -

Customer Parameters

Tasks

1 [efault_language lgeneral

Analytics | Currently at Main Library - Main Circula.

Table Name  CustomerParameters
Last Updated -

2 [isplay_additional_holding fields in_getit | [general Hfalse HDlspIay additional holding fields in gefit | -

3 [display_alternative_call_number_in_getit | [general | fFalse | Display alternative call numbers in getit | -

4 [display_gelit target_in_new_window | [general ] frue | Display getittarget (ILL, Electronic servic] -

5 [display_viewit target in_new_window | [general ] frue | Display viewit target in new window |-

6 Email contact | lgeneral ] fibran s.co.l 10 ]

7 lemail_contact_us | lgeneral | [htpair [ |

8 Email_deposit_contact | lgeneral ] fibran scol 10 i

9 lemail_deposit_sender | lgeneral ] Management Department 1 -

10 [email_my_account | laeneral | [pttp:ir ][ I

11 email_sender ] lgeneral 11 11 ]

12 [EnvelopeFrom | lgeneral ] com 1 |

13 force_location_selection_on_login ] [general ] False ] Bhould the choose your current deskideg] -

14 fmulti_campus_inventory | [general ] true C fexlimpl
15 hz inventory | [general ] true I
16 page szs | genera |15 [
17 jprime_patron_info_updatable ] faeneral |12 ] liser is updatable ]-

18 prmo_pds_url | lgeneral 10 ] [Primo pds url ]

19 primo_service_page_url | jgeneral I I -

20 primo_test_pds_url | laeneral ][ | [Test pds url |

21 publishing_base _url ] jgeneral 11 11 ]

22 fetrieve_services_from_NZ | lgeneral ] firue 1 |

23 [ss_discovery_url ] general | hitp:#be-primo.hosted.exlibrisgroup. cum/\ |:| ex_impl
24 [smsDateFormat | [general | Bd-MMM HH:mm

25 [system_time_format | laeneral | hhmm:ss az | \ | =

2 fime_zone ] [general | Asiallerusalem exl_impl
27 |view_historical_loans_in_prime. ] laeneral | fFalse | rue > patrons will be able to view histori] -

Help

| [parameter key parameter module free = llesn:npilnn Llpdaied By [Last Updated

08/20/2014
08/202014
08/20/2014

08/20/2014

08/20/2014

Ex Libris, Imple.

SRRl Save |

Customize

Customize
Restore
Customize
Customize
Restore

Customize

Figure 207: CustomerParameters Mapping Table Page — Other Settings
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To edit other settings:

1 Inthe Mapping Table Rows section, locate the setting that you want to edit,
and click Customize.

2 Modify the parameter values as required to match your requirements. Refer
to Table 13 for additional information.

NOTE:
You can click Restore for a row to return the row parameter setting to its
initial parameter value.

Table 13. Mapping Table (General Configuration - Other Settings)

Parameter Key Parameter Value

default_language The default language of the user.

display_additional_holding_fields_in_get | If set to true, displays additional

it holdings information on the Get It tab
in Primo. For more information, see
Displaying Additional Holdings
Information in the Primo Get It Tab in
the Alma-Primo Integration Guide.

display_alternative_call_number_in_getit | If set to true, displays the alternative
call number information on the Get It
tab in Primo.

display_getit_target_in_new_window If set to true, displays the Get It target
in a new dialog box.

display_viewit_target_in_new_window If set to true, displays the View It
target in a new dialog box.

email_contact Not in use.

email_contact_us The email addresses to which the
Contact Us link is directed. For more
information, see Configuring Labels in
Email Letters on page 244.

email_deposit_contact Not in use.
email_deposit_sender Not in use.
email_my_account The email addresses to which the My

Account link is directed. For more
information, see Configuring Labels in
Email Letters on page 244.

email_sender Not in use.
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Table 13. Mapping Table (General Configuration - Other Settings)

Parameter Key Parameter Value

EnvelopeFrom If an institution has set up a spam filter,
the mail system checks whether the
email is actually being sent by the From
address. This may cause Alma emails
being sent by the system to be filtered
out as spam mail. To prevent this from
occurring, configure an email “envelope
from” address with a domain other
than the institutional domain. (This
must be a valid email address.)

NOTE:
Using EnvelopeFrom to capture
bounced emails depends on your
security policy. If your security
policy allows spoofing (that is,
allows you to get email from
alma.exlibris.com while the From
address is something else), the
EnvelopeFrom will work to
capture bounced emails.
However, if you have a high
security policy, the email server
will not receive these emails and
the EnvelopeFrom will not
enable you to capture bounced
emails.

force_location_selection_on_login If set to true, the system will open a
dialog box during logon, requiring staff
users to specify their physical location.
Otherwise, the system will
automatically set the physical location
to the user’s last specified location.

multi_campus_inventory_management If set to true, displays the Inventory
Network Groups link under Resource
Management > Resource
Configuration > Configuration

Menu > General that allows you to
define groups that you can use to
manage access to electronic resources.

page_size The number of records to show in all of
the lists in the system. Maximum is 20.

primo_patron_info_updatable If set to true, allows users to update
their patron information from Primo.
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Table 13. Mapping Table (General Configuration - Other Settings)

Parameter Key Parameter Value

primo_pds_url The URL that Alma uses to get bor-info
from PDS when getting a "View It"/"Get
It" request from Primo. It should be the
same URL as the one Primo uses to call
PDS.

primo_service_page_url Determines the base URL that is used to
receive a service page direct link to the
title when using the Alma Course
Information Web service. For more
information on this service, see https://

developers.exlibrisgroup.com/alma/
apis/soap/course

primo_test_pds_url Enables Alma to work with two
different PDS systems. If the Primo
View It/Get It template is configured to
env_type=test, Alma uses the test
PDS.

retrieve_services_nz (For consortia) If set to true, any Open
URL request to the Alma Link Resolver
consults the Network Zone to resolve
electronic services for resources that are
managed in the Network Zone and
available for the institution.

rss_discovery_url A customer parameter that links to a
discovery system (such as Primo) at the
institution level. For details, see
Configuring RSS in Alma in the Alma
Resource Management Guide.

smsDateFormat Not in use.
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Table 13. Mapping Table (General Configuration - Other Settings)

Parameter Key Parameter Value

system_time_format The time format (without dates) for self-
check machine messages. Use the
following characters, separated by
blanks, commas, hyphens or colons:

B a-textrepresenting AM or PM —for
example, PM

B H - anumber from 0-23
representing the hour in the
day —for example, 0

B k-anumber from 1-24 representing
the hour in the day —for example,
24

B K -anumber in the AM/PM from 0-
11 representing the hour in the
day —for example, 0

B h - anumber in the AM/PM from 1-
12 representing the hour in the
day —for example, 12

B m - anumber representing the
minute in the hour —for example, 30

B s-anumber representing the
second in the minute —for example,
55

B z - the general time zone—for
example, Pacific Standard
Time; PST; GMT-08:00

B Z - the RFC 822 time zone —for
example, -0800

For example:
B h:mm a indicates 12:08 PM
B K:mm a, z indicates 0:08 PM, PDT

time_zone Determines the offset from GMT that is
displayed in your interface on every
page in which a time is displayed (for
example, loan check-out and due
times).
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Table 13. Mapping Table (General Configuration - Other Settings)

Parameter Key Parameter Value

view_historical_loans_in_primo Enables historical loan information to
be sent to Primo. For more information,
see Displaying Historical Loans in
Primo in the Alma-Primo Integration
Guide.

3 Click Save to store your settings in the system.

Configuring Institution Languages

PERMISSIONS:
To configure institution languages, you must have the following role:

B General System Administrator

This option enables you to configure which languages are to be supported by
the institution.

Institution languages are predefined by Ex Libris; each language is either
enabled or disabled. Languages can be supported in the following contexts:

B Patron facing interfaces — Includes notifications (email and SMS), self-check
machine messages, and Get It, View It, and My Account tabs in Primo

B Staff facing interfaces — Includes the patron-facing interfaces and all other
Alma back-office elements
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To configure supported institution languages:

1 Open the InstitutionLanguages Mapping Table page
(Administration > General Configuration > Configuration
Menu > General Configuration > Institution Languages).

Mapping Table Canceg

You are configuring: Main Campus

Table Information

Sub System FULFILLMENT
Updated By -
Table Description  Institution Languages

| [ Enabled Supported for patron facing Supported for staff Ul Updated By |Last Updated | |
1 dbg > s

dbg (not listed) Yes Yes
de German Yes Yes
en English Yes Yes

Table Name InstitutionLanguages
Last Updated -

exl_impl 09/08/2014

es
ffr
it

Spanish; Castilian
French
Italian

Yes
Yes
Yes

No
No
Yes

exl_impl

09/08/2014

ko Korean Yes Yes
nl Dutch; Flemish Yes No
Norwegian Yes No

sv Swedish Yes No

Swo—No ;e W

Figure 208: InstitutionLanguages Mapping Table Page

The Supported for Patron Facing column indicates whether the language is
supported in patron-facing interfaces, such as notifications (email and SMS),
self-check machine messages, and Get It, View It, and My Account tabs in
Primo.

The Supported for Staff UI column indicates whether the language can be
selected as the staff-facing interface (when you click the name of the user in
the top right-hand corner of Alma and select the language from the
Language drop-down list).

NOTE:
The values in these columns are read-only and cannot be edited.

2 Click Customize to the right of the institution language that you want to
enable or disable.

3 To disable an enabled institution language, click the yellow check mark <"
to the left of the user language.

To enable a disabled institution language, click the gray check mark  to
the left of the user language.

NOTE:

If a language that is enabled is selected by a patron as their Preferred
Language, all emails received by the patron display in this language (see
the Preferred Language field in Table 2).
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4 Click Save to store the institution language settings in the system.

NOTE:

You can, at any time, click Restore to restore the initial Enabled parameter
value.

Configuring Home Page Notifications

PERMISSIONS:

To configure the Notification widget, you must have the following role:

B General System Administrator

You can configure the Notifications widget that is displayed on the Alma Home
page.

You configure the Notifications widget on the Home Page Notifications page
(Administration > General Configuration > Configuration Menu > General
Configuration > Home Page Notifications).

ExLibris - Tas) CisTanHy St Main Library Holp  Usar, Supar
Haame page Molific stions cancel EENCE
Viwd 30 configuning: Ben Campus Cirpgeization Uk Lig
sub System  MEML Table Mame  HomepsgeBullatin
Updated By - Last Updated -
Tabde Descriplion Homepage Bullelin
21152011 Uriversily of Knosdedge Fall semesier thess appne Dalate
282011 Uriversily of Knosdedge Spring sermesler begins Dilata
Davta a5 5000
Wassaye IFL Description
Aald How

Figure 209: Home Page Nofifications Page
To configure the Notifications widget:

1 On the Home Page Notifications page (Administration > General
Configuration > Configuration Menu > General Configuration > Home
Page Notifications), fill in the following fields:

B Date - the date you want to appear in the Notifications widget

272 January 2015

Ex Libris Confidential



Alma Administration
Chapter 5: Configuring General Alma Functions

B Message — the message that you want to appear in the Notifications
widget

B  Message URL - the URL to which you want the message to link
B  Description — a description of the message (for internal use)
2 Click Add Row to add the message to the Notifications widget.

3 Click Save to save your changes.

Configuring CRM Contacts

PERMISSIONS:
To configure CRM contacts, you must have the following role:

B General System Administrator

You can configure the contact names used when you open a support case from
within Alma. You can open a support case from within Alma by clicking the
Send to Ex Libris link beneath an electronic collection or electronic portfolio
search result in the Community Zone.

You configure CRM contacts from the CRMContacts Mapping Table page
(Administration > General Configuration > Configuration Menu > General
Configuration > CRM Contacts).

Mapping Table
You are configuring: Clean Training
Sub System INVENTORY Table Name CRMSiContacts
Updated By - Last Updated -
Table Description | CRM Contacts
T Customer Centor ID Updated E
1 Ron Smith rsmith sesee ron.smith@exdibrisgroup.c Ex Libris

Create a New Mapping Row

GOuickAdd
Name Salesforce ID
Customer Center ID e-mail
Add Row
Figure 210: CRMContacts Mapping Table Page
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To add CRM contacts:

1 On the CRMContacts Mapping Table page (Administration > General
Configuration > Configuration Menu > General Configuration > CRM
Contacts), enter the following information:

B Name — the name of the contact

B Salesforce ID — the Salesforce user name of the contact (if you are not
familiar with this, contact Ex Libris) + sf.com —for example,
exll1234@sf.com

B Customer Center ID - the Ex Libris Customer Center user name that is
associated with the relevant Salesforce user

B E-mail - the e-mail address of the contact
2 Click Add Row to add the contact.
3  When you are finished adding all of the contacts, click Save.

Widgets

This section contains the following topics:
B Configuring Widgets on page 274
B Configuring Primo Widgets on page 277

Configuring Widgets

PERMISSIONS:
To configure widgets, you must have the following role:

B General System Administrator

Alma lets you define widgets to be displayed on the Alma home page. Widgets
can consist of Alma analytics reports or Web pages that have been created. For
more information on configuring Alma analytics reports as widgets, see
Displaying Analytics Reports in Alma in the Alma Analytics Guide. This section
describes how to configure Web pages that you have created as widgets.

You configure widgets on the Customized Widgets page
(Administration > General Configuration > Configuration
Menu > Widgets > Customized Widgets).
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Alma- H- azk Analy Cumenily ai Memoial Libran - W
Custoanizad Whlgets . o
Siih Systaiam Nl Table Mama  |nstEw
Upilated By ) L Last Upsidated
Table Descriptien  Instilutior et
TBP GO uri=hitp e ybo com ankes Book Peddier GOBI 201 Diete
hi¥ Hot Adicks urt=hitpe Sl dropbo zuserconen comsdas b Recommander widget Fo e Dedete
Wiidged key ‘Wiilipet name
Pibalsagas 1R
Description
Addel Kt

Figure 211: Customized Widgets Page

The Customized Widgets page displays the following:

B Details about the table that contains the widgets for the institution. Most of
the details are system-generated and cannot be edited.

®m  Alist of the widgets that are defined for the institution.

B A group of input fields that enable you to define and create a new widget.

Adding a Widget

You can add new widgets, which you can then display on your Alma home
page (see Displaying a Widget on page 276). The widgets you add on the
institution level apply to all libraries within the institution.

To add a new widget:

1 On the Customized Widgets page (Administration > General
Configuration > Configuration Menu > Widgets > Customized Widgets),
in the Create a New Mapping Row section, enter a key and name for the
new widget. The widget name appears above the widget on the home page.
The widget key is a permanent name that cannot be edited.

2 Enter the following:

B Privileges — Indicates the privileges necessary to add and view the
widget.

B URL - The URL of the Web page that was created to serve as the widget.
(Do not add url= before the URL; Alma adds this.)
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B Description — A description of the widget

3 Click the Add Row button. The new widget is displayed at the bottom of the
list of defined widgets.

4  Click Save to store the new widget details in the system.

Alma . - asks Analytics  Cimently ol Memanial Libiai- M
Custoanizad Wilgets el
L i grring: B don Linrs it
Saib Syateim  Inira Table Mame  InsiwtionVicget
Updvied By MUCGBnssaor Las Updated
Table Descripiiem  Instilution dget
= Mapping Table Aows
Widget key _[Widget nama _JPrivileges JURL _ [Oeserlption  [LastUpdated ||
YEP GOBI uri=hitp-fiwewes. ybp com ‘Fankes Book Peddar GOBI 280201 Netete
hi Hat Adickss ur=hitpe 0dl dropbozusemonan com'wTs b Racommander widgel RN Deere
Widged ey ‘idged name
Prkdages UFL
Description
Add Bawi

Figure 212: Code Table Page Widgets

Displaying a Widget

After a widget has been defined, you can configure it to display on the Alma
home page.

To display a widget:

On the Alma home page, click Add Widget. A list of the widgets that are
defined for your user privilege is displayed. For example:

x

o Maotifications Maotifications YWidget
o Organization Calendar Calendar YWidget
o =ystem Job Dashboard systemn Job Dashboard Widget

o Frirmo Dashboard Frimo Dashboard Widget
Close

Figure 213: Add Widget
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Click the gray check mark  to the left of the widget that you want to display.

The check mark becomes yellow < to indicate that the widget is active. To
remove a widget from the home page, click the yellow check mark to the left of
the widget. The check mark becomes gray to indicate that the widget is not
active.

For example, if you select the check mark next to Notifications, the following
widget (that is, the Notifications Web page that was created and then defined on
the Customize Widgets page) is displayed on the home page:

Notifications -
2182011 University of Knowledge Fall semester thesis approval deadline

212812011 University of Knowledge Spring semester begins

Figure 214: Notifications Widget

Configuring Primo Widgets

PERMISSIONS:
To configure Primo widgets, you must have the following role:

B General System Administrator

You configure Primo widgets by selecting General

Configuration > Configuration Menu from the Administration menu, and
then selecting Primo Widget Search Fields, Primo Widget Search Precision, or
Primo Widget Configuration from the Widgets section on the Configuration

page.
For information on configuring Primo widgets, see Adding Primo’s Search Box
to the Alma Home Page in the Alma-Primo Integration Guide.

Security

This section contains the following topics:
B Configuring IP Group Configuration on page 278
B Configuring Login Restriction Configuration on page 279

B  Configuring a User to Not Have IP Restrictions Apply on page 282
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Configuring IP Group Configuration

PERMISSIONS:

To configure IP group configuration, you must have the following role:

B General System Administrator

You can restrict login access to Alma according to IP address. There are two
steps in configuring this feature. First you must define the allowed IP groups
and then you must configure login access for those groups.

To define allowed IP groups:

1 From the IP Group Configuration page (Administration > General
Configuration > Configuration Menu > Security > IP Group), click Add IP
Group. The following is displayed:

Add IP Group

Group code *

Group name *

@ﬂuick Add

IP Version
P4 -

IP Match Criteria

Add IP definition to group

oL Add | Add and Close

Figure 215: Add IP Group

2 Fill in the following fields:
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Group Code — A code for the IP group
Group Name — A name for the IP group that can be changed later

IP Version - Currently only IPv4 is available

IP Match Criteria — A specific IP address or an IP range (two valid IP
addresses separated by a hyphen)

3 Click Add IP definition to Group.
4 Repeat steps 2 and 3 as necessary.
5 Click Add or Add and Close.

The IP group is added to the list of IP groups on the IP Group Configuration
page.

Configuring Login Restriction Configuration

PERMISSIONS:

To configure login restriction configuration, you must have the following
role:

B General System Administrator

NOTE:
Before you can configure login restriction configuration, you must define
the allowed IP groups. For more information, see Configuring IP Group
Configuration on page 278.
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To configure login restriction configuration:

1  Open the Login Restriction Configuration page (Administration > General

Configuration > Configuration Menu > Security > Login Restriction
Configuration). The following is displayed:

eiions [N

Login Restriction Configuration  Cancel [ [HEIIE LRt B

IP restrictions manager L

IP Restriction Rules

Adid all groups

Mo records were found.

@ Quick Add

IP group™
Library Administrators * Add

SETIM Enable login restrictions | Save |

Figure 216: Login Restriction Configuration

2 Select the IP groups from the IP Group drop-down list whose IP addresses
you want to allow login access, and click Add, or click Add all groups to
add all the IP groups.

3 Select a manager from the IP restrictions manager box. This manager
receives the message sent by users when a login attempt is made from a
restricted IP address.

4 Click Save.

5 To enable login restrictions, click Enable login restrictions.

NOTES:

B You must click Enable login restrictions for the IP login restrictions to
take effect.

B Users with the General Administrator role are not restricted.
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If a user with a restricted IP address attempts to log in to Alma, the following
message is displayed:

Access to the system is blocked from your
current location, please change your location
or contact your system administrator

== Return to lagin page == Contact administrator

Figure 217: Access Blocked

6 Click Contact Administrator. The following is displayed:

Access to the system is blocked from your
current location, please change your location
or contact your system administrator

== Return to lagin page

Contact administrator

Message

[

Send request

Figure 218: Contact Administrator
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7 Enter a message and click Send Request.

Configuring a User to Not Have IP Restrictions Apply

PERMISSIONS:
To manage users, you must have one of the following roles:
B User Manager

B User Administrator

You can configure a user to not have IP restrictions apply.

To configure a user to not have IP restrictions apply:

1 Open the User Details page (Administration > User Management > Find
and Manage Users). The following is displayed:

exiiors [ &

User Details

Name Raobert J, Aaronson User group STUDEMT GRADUATE
External

Ianage fulfillment activities

General Information Contact Information Identifiers L Hotes Blocks

= User Information

First name *
Last name *
PIN number
Job category
Gender
Campus
Preferred language
Status date  07/17,/2011
Expiration date -
Resource sharing library

Created By ex|_impl (10/15/2008) |

= User Management Information
Disable all login restrictions ]

Figure 219: Disable All Login Restrictions

2 Select the Disable all login restrictions check box, and click Save. IP
restrictions do not apply to the user.
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Importing Information to Code Tables

Some of Alma’s code tables allow you to import data (such as academic
department and user group information) into them via an Excel (.xIs) file. This
allows you to export information from other systems or to add many records
quickly. The imported data replaces any existing data in the code table.

In order to import data, the Excel (.xls) file must include the following column
headers:

B  Code - This column contains the codes used by the system to map the
values defined in the Description column.

B Description — The display values of the codes defined in the Code column.

In the following example, the import Excel (.xls) file contains academic
department information for three departments:

A | B
1 Code Description
2 |EXACT Exact Sciences
3 |FINE Fine Arts
4 |CHEM Chemistry
5

Figure 220: Sample Academic Department Import File

NOTES:
B The Excel sheet must be named CodeTable.

B If you are importing statistical categories, use the format described in
Configuring Statistical Categories on page 160.

To import information to a code table:

1 Create your Excel (.xIs) file if one has not been provided.

2 On the page that contains the code table you want to update, click the
Import button. The Import Tables page opens.
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Import Tabhles

Please upload your file

= File Browse.. |

Language French hd

Cimport [ooe

Figure 221: Import Tables Page

Click the Browse button to locate and select the import Excel (.xls) file.

4 Inthe Language drop-down field, select the language used for the values
entered in the Description column of the Excel sheet.

5 On the Import Tables page, click the Import button. The Import Tables page
displays the data that was found in the import file.

6 If the import data is correctly displayed on the Import Tables page, click the
Import button. The imported data is displayed on the Code Table page, and
replaces any data that previously existed.
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Managing Jobs

This section includes:
B Overview of Jobs on page 285

B Monitoring Jobs on page 286

Overview of Jobs

There are two types of jobs in Alma:

B Jobs that are scheduled and run automatically by Alma, over which users
have no control.

B Jobs that users can control. These include the following:

Manually run profiles that govern the interaction between Alma and
external systems such as Student Information System import/
synchronization or ERP invoice export/import. These profiles may be
scheduled to be run by Alma (refer to Configuring Integration Profiles
on page 217)

Manually run record import profiles, or import profiles scheduled to be
run by Alma (refer to Managing Profiles for Record Imports on
page 509)

Manually run record publishing profiles, or schedules of these profiles
to be run by Alma (refer to Publishing to OCLC or Publishing to
Libraries Australia in the Alma Integrations with External Systems Guide,
or Exporting Alma Records to Primo in the Alma-Primo Integration
Guide)

Manually run the Borrowing Activity Report job, or schedules of this job
to be run by Alma (refer to Configuring Fulfillment Jobs in the Alma
Fulfillment Guide)
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Scheduled Send Courtesy Notices and Handle Loans Renewal job to be
run by Alma (refer to Configuring Fulfillment Jobs in the Alma
Fulfillment Guide)

Manually run lost loan profiles (refer to Configuring Overdue and Lost
Loan Profiles in the Alma Fulfillment Guide)

Manually run jobs on defined sets of bibliographic records or items
(refer to Running Jobs on Defined Sets on page 305)

Manually deleting bibliographic records that have no inventory (refer to
Managing Bibliographic Records on page 178)

Manually run normalization jobs on locally managed authority records
(refer to Performing Global Changes on Locally Managed Authority
Records on page 197)

Both types of jobs can be monitored using the Scheduled, Running, and History
tabs on the Monitor Jobs page (refer to Monitoring Jobs on page 286).

Jobs run in the background on dedicated batch servers. They are set to run as
close as possible to their scheduled time. Bulk jobs can run in parallel, but part
or all of a job may wait in a queue until a server is free and has the resources to

run it.

The scheduling options are predefined by Ex Libris and are set according to the
time zone of the Alma Data Center that is in the closest proximity to your
institution.

Monitoring Jobs

PERMISSIONS:

The following roles have access to the Monitor Jobs page and can monitor
the jobs that are relevant to their roles:

General System Administrator
Repository Manager

Catalog Manager

Catalog Administrator
Requests Operator
Purchasing Operator
Purchasing Manager

Acquisitions Administrator
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You can monitor both automatic system jobs run by Alma and jobs that are
configured and scheduled for running by users on the Monitor Jobs page
(Administration> Manage Jobs > Monitor Jobs).

NOTE:
Jobs may also be referred to as processes.

Monitor Johs Back
Scheduled Running History
Filter : Al = Find : in : Namne _| Ga
Refresh 1 -1 of 1 Processes .- Tools
« Job :
¥ Creaton = Submit Date
¥ Categol
Bepository Reppsitory  System 2311202012 231212012 95.92% Running
Relndex
Refresh
Back

Figure 222: Monitor Jobs Page

The Monitor Jobs page contains the following tabs:
B  Scheduled Tab

B  Running Tab

® History Tab

When accessing the Monitor Jobs page, the Running tab is displayed by default
(refer to the above figure).

Scheduled Tab

The Scheduled tab of the Monitor Jobs page lists jobs that have been scheduled
by users (for user-run jobs) or by Ex Libris (for automatically run system jobs) to
run at a specific time (as described in Overview of Jobs on page 285). The job
schedules cannot be changed in this tab — only viewed. Note that both active
and inactive jobs appear in the list. You can filter the list by job category.

Columns displaying up and down triangles provide ascending and descending
sort order.
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Figure 223: Monitor Jobs Page Scheduled Tab

The Scheduled tab displays the following information:

Table 14. Monitoring Jobs - Scheduled Tab

Column Name Description

Active Indicates if the job is active * " orinactive  .Jobs can
be activated/deactivated by Ex Libris staff only.

Name The name given to the job when it was created.

Job Category A category defined by the library component and the
user role associated with the job.

Creator The user who created the job. Jobs created by a specific
Administrator are listed as such (for example,
exl_admin). For automatically run Alma system jobs,
the name is indicated by a hyphen (-).

Schedule When the job is scheduled to run (for example, every
day at X time — refer to Overview of Jobs on page 285
for details).

Next Run The date and time of the next run of this job.

In addition, there is an Actions button that allows you to perform the following
activities:
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B Job History — displays the history of the job. For more information, see Job

History on page 295.

®  Email Notifications — allows you to configure email notifications that a job
has run. For more information, see Email Notifications on page 296.

NOTE:

The Run Now option is available only in the Sandbox environment.

The following table describes the jobs (both those scheduled by users and those
that are scheduled and run automatically by Alma) that commonly appear in
the Scheduled tab of the Monitor Jobs page.

Table 15. Scheduled Jobs

Name Description

PO Line - Packaging
(Alma-controlled)

PO lines are packaged —either automatically or
manually —into purchase order (POs) that are sent to
the vendor. For details on PO line packaging, refer to
Packaging Purchase Order Lines in the Alma
Acquisitions Guide.

NOTE:
This job must be enabled in order for PO lines to
be packaged into POs.

PO Line - Renewal
(Alma-controlled)

Subscriptions for both electronic and physical material,
such as magazines, journals, or periodicals, can be
renewed via the renewal job in Alma. For details on the
renewal job, refer to Renewal Workflow in the Alma
Acquisitions Guide.

NOTE:
This job must be enabled in order for PO lines to
be renewed.

PO Line - Claiming
(Alma-controlled)

Claims are generated for PO lines whose associated
resources have not yet been received or activated. For
details on claims, refer to Processing Claims in the
Alma Acquisitions Guide.

NOTE:
This job must be enabled in order for claims to be
generated.
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Table 15. Scheduled Jobs

Name Description

Trials - Start and Notify
Participants

(Alma-controlled)

This job starts a trial and notifies the participants that
the trial has begun. For details, refer to Evaluations
Workflow in the Alma Acquisitions Guide.

NOTE:
This job must be enabled in order for trial
participants to receive notifications.

PO Line - Deferred
(Alma-controlled)

PO lines in review and PO lines that have been
packaged but not yet approved can be deferred. For
details, refer to Deferring PO Line Workflow in the
Alma Acquisitions Guide.

NOTE:
This job must be enabled in order to enable PO
line deferral.

Recalculate Transactions
Exchange Rates

(Alma-controlled)

When the order/invoice currency is different from the
fund currency, this job takes the exchange rate on the
date of the transaction and calculates the transaction
amount. When Explicit Ratio = Yes for a transaction,
the rate used is pre-defined at the time of invoicing,
and transactions for which Explicit Ratio = Yes are not
included in this job.

PDA- Alert pda reached
threshold

If funds for a PDA program are entirely expended,
customers can suppress the PDA publishing until the
program’s funds are replenished.

For more information about pausing the PDA program,
see To pause a PDA program: on page 291 of the Alma
Acquisitions Guide.

ERP Export Using Profile
Pay Invoice

Sends invoices to Enterprise Resource Planning (ERP)
system. For information on configuring an ERP
publishing profile as well as scheduling and running
this job, see Financial Systems in the Alma Integrations
with External Systems Guide.

Synchronize Changes
from CZ

(Alma-controlled)

Updates authorities and resources from the
Community Zone to the local institution.

Requests - Handle
Expiration Step

(Alma-controlled)

When requests in the pickup from shelf stage have
passed their expiration date, the requested item is
marked as missing and the request is either transferred
to another holdings record, if one exists, or canceled.

January 2015

Ex Libris Confidential



Alma Administration
Chapter 6: Managing Jobs

Table 15. Scheduled Jobs

Name Description

Loans - Due Date
Correction after Calendar
Change

(Alma-controlled)

Changes the Loan due date of items with loans whose
due date now falls on a closed time (when the policies
indicate that they should not) due to calendar changes.

Notifications - Send
Courtesy Notices and
Handle Loan Renewals

Runs on all loans whose due date corresponds to the
current date minus the value of the
auto_renew_loan_days_parameter (see Configuring
Other Settings in the Alma Fulfillment Guide).

This job does one of the following, depending on the
automatic loan renewal rules, terms of use, and existing
recalls:

B If the conditions of an automatic loan renewal rule
are met — performs automatic renewal for an item

B If the conditions of an automatic loan renewal rule
are not met (and the loan is therefore not renewed) —
sends a courtesy notice informing the patron that
the item is due. One notice is sent per patron.

A courtesy notice is also sent if a block exists on the
patron or item, preventing item renewal (see
Configuring Block Preferences on page 320).

For information on configuring this job, refer to
Configuring Fulfillment Jobs in the Alma Fulfillment
Guide. For information on configuring the notifications
themselves, refer to Configuring Alma Letters on
page 232.

Loans - Handle Historical
Archiving

(Alma-controlled)

Archives completed loans to the Items History table by
anonymizing the records.

NOTE:
Active fines still retain links to item and loan
information.
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Table 15. Scheduled Jobs

Name Description

Notifications - Send
Periodic Fulfillment
Activity Report

Sends periodic fulfillment activity reports to patrons
with active loans and/or fees. The report includes
information on both loans and fees. For information on
configuring this job, refer to Configuring Fulfillment
Jobs in the Alma Fulfillment Guide. For information on
configuring the notifications themselves, refer to
Configuring Alma Letters on page 232.

NOTE:
If this job completes with errors, this may be due
to users not receiving the email sent, although
the job ran successfully.

Notifications - Send Due
Date Reminders

Sends reminders to patrons to indicate that loaned
items are due on the current date. (Note that the
courtesy notice is sent prior to this notice.) For
information on configuring the notifications
themselves, refer to Configuring Alma Letters.

Requests - Restore
Temporarily Shelved
Items

(Alma-controlled)

Creates restore requests (request type = restore item) on
all temporarily shelved items whose ‘due back date’ is
the current day or earlier so that these items can be
restored to their permanent locations by the circulation
desk operators at these locations. For more information
on this job, refer to Viewing Restore Request Jobs in
the Alma Fulfillment Guide.

Requests - Recalculate
after Inventory Update

(Alma-controlled)

Recalculates requests after changes to the inventory are
made. For example, if an item’s policy changes and a
request for the item may therefore no longer be fulfilled
due to the item’s having been added to the repository
or deleted from it, marked as missing, or moved to a
different owning library/location, this job cancels the
request.

NOTE:
The system allows inventory to be deleted —and
therefore any accompanying request to be
canceled or transferred to another item —until
the point at which the request reaches the hold
shelf. At this point, the request and its associated
inventory cannot be canceled/deleted.
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Table 15. Scheduled Jobs

Name Description

Loans - Change to Lost

(User can choose to run
immediately; Alma
automatically runs a
recurring daily batch job)

Change a loan’s status to lost according to the lost loan
profiles. For information on configuring lost loan
profiles, refer to Configuring Overdue and Lost Loan
Profiles in the Alma Fulfillment Guide. For information
on lost loan management, refer to Lost Loan
Management in the same guide.

Activate/Deactivate
Courses

(Alma-controlled)

Changes the status of courses to be aligned with their
start and end dates. When activating courses, this job
republishes all bibliographic data with the course data.
When deactivating courses, this job republishes all
bibliographic data without the course data.

This job also handles special course material by
suppressing or deleting items created only for the
course. For detailed information on courses, refer to
Managing Courses in the Alma Fulfillment Guide.

Distribute Central
Resource Sharing
Configuration

Distributes the following among all institutions in a
collaborative network:

Resource sharing partners
Rota templates

Rota assignment rules
Locate profiles

Workflow profiles

Sending borrowing request rules

After this job runs successfully, you can select

Actions > Report for the job on the Monitor Jobs page
History tab to open the Job Report page. Select
Actions > View failed records or Actions > View
succeeded records to view information on the relevant
parameter.
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Table 15. Scheduled Jobs

Name Description

Expired Lending Request

Checks for resource sharing lending requests that have
expired with an expiration date that has been
automatically communicated by the borrower in the
borrower request. The request then expires on the
lender side, and the borrower is automatically notified
about the expiration. In response, the borrower
automatically activates the next partner in the rota.

The Expired lending request job runs on requests that
have an expiration date in the past, and which contain
one of the following statuses:

B Created Lending Request
B Being Processed
B Locate Failed

If you have a lending request that you specifically do
not want to expire, assign it the status Non-Expiring.

When the job runs and detects expired requests:
B An Expired ISO message is sent to the partner
B The resource request is canceled

B The request’s status is changed to Expired

When the borrower receives the Expired ISO message,
it activates the next partner in the rota. If there is no
additional partner in the rota, the request is considered
expired.

Publishing to OCLC -
Bibliographic Records

Publishes bibliographic records and embedded
holdings to OCLC. For information on configuring
publishing to OCLC profiles, refer to Publishing to
OCLC in the Alma Integrations with External System
Guide.

Inventory - Electronic
Collection Activation/
Deactivation

(Alma-controlled)

Sets the availability of an electronic collection
according to the activation start date and end date.

MMS - Build Record
Relations

(Alma-controlled)

Creates relationships between MMS (bibliographic)
records.
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Table 15. Scheduled Jobs

Name Description

Authorities - Handle
Local Authority Record
Updates

(Alma-controlled)

Uses all recently updated local authority records to
mark all non-linked bibliographic headings that match
them. The marked headings are then linked to the
authority records.

Authorities - Link BIB
Headings

(Alma-controlled)

Links bibliographic headings to matching authority
headings (preferred and non-preferred), giving priority
to local authorities, if enabled. Bibliographic headings
that are linked to non-preferred authority headings are
marked for preferred term correction.

Authorities - Preferred
Term Correction

(Alma-controlled)

Updates bibliographic data fields that have been
marked for preferred term correction by the
Authorities - Link BIB Headings job.

B Daily schedule of
Analytics reports and
dashboards

B Weekly schedule of
Analytics reports and
dashboards

B Monthly schedule of
Analytics reports and
dashboards

(Alma-controlled)

Processes all scheduled reports and dashboards, and
distributes them to their subscribed users.

System Maintenance Job

(Alma-controlled)

A system maintenance job run periodically by Alma.

Users SYNCHRONIZE
Using Profile Student
Information System

Imports and synchronizes user information from
external sources such as a Student Information System
(SIS). For information on configuring a SIS profile as
well as scheduling and running this job, refer to
Student Information Systems in the Alma Integrations
with External System Guide.

Export to Bursar Using
Profile Bursar

Exports patrons fines and fees to the bursar system. For
information on configuring a bursar publishing profile
as well as scheduling and running this job, refer to
Bursar Systems in the Alma Integrations with External
System Guide.

Job History

Select Actions > Job History for a job in the Scheduled tab. The History tab is
displayed for the particular job (refer to History Tab on page 299):

January 2015

295

Ex Libris Confidential



Alma Administration
Chapter 6: Managing Jobs

Filter : Al
Refresh

PO Line - Acquisition
Defemred
PO Line - Acquisition
Defemred
PO Line - Acquisition
Defersed

Monitor Johs Cancel
Scheduled Running History
Submit Date from | 28/01/2013 F| to |Z0012013 [Z 1] | Apply Filter

. Job
A oy .
Hame |% Categor]” Creato

in:

Marme = | &a

-3 of3

Processes

Systemn 02013 2909032013 Completed Actions
200:02 PM 13:00:14 PM Successfully
Systemn 032013 290032013 Completed Actions
200003 PM 13:00:14 PM Successfully
System 28/01/2013 28/01/2013 Completed Actions
23:00:08 PM 15 23.00:08 Ph with Errors
Cancel

Figure 224: Job History for PO Line - Deferred Job

Email Notifications

You can configure

email notifications that a job has run to be sent to Alma users

as well as any email address.

To configure email notifications for jobs:

1  On the Monitor Jobs page (Administration > Manage Jobs > Monitor Jobs),
select Actions > Email Notifications on the Scheduled tab for the job whose
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email notification you want to configure. The Email Notifications for

Scheduled Jobs page opens.

Ennail Notific ations for Scheduled Jobs

Joly Name

= Subscribers by User

Add User

Mo recards ware found

= Subscribers by Email address

Add Email Address

Mo records ware found

Tasks  Analytics
Cancel m
PO Line - Packaging

cancel |EEXCH

Figure 225: Email Notifications

2 Click Add User to configure email notifications to be sent to Alma users.

The following is displayed.

Add User

Usel A Send on Success

Close m Add and Close

Send on Erron

Figure 226: Add User

3 In the User text box, enter the name of an Alma user or click the Find icon
and select the Alma user to whom you want email notifications sent.

4  Select the Send on success check box to have an email notification sent
when the job completes successfully and select the Send on error check box
to have an email notification sent when the job does not complete
successfully.
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NOTE:
A successful completion of the job does not mean that the job did not
produce errors. Rather, it means that the job completed with the status of
Completed Successfully (as shown in Monitor Jobs > History tab).

5 Click Add if you want to configure another user to receive an email
notification for the job; otherwise, click Add and Close.

6 Click Add Email Address to configure email notifications to be sent to an
email address as well and follow the steps described above.

7  After you have completed configuring the email notification recipients, click
Save.

When a job completes, all subscribers receive an email notification for the job.

Running Tab

The Running tab (refer to Figure 222) of the Monitor Jobs page enables you to
view details of all running jobs—both those that users schedule and run and
those automatically run by Alma. The list of jobs can be filtered by Category and
can be searched using the quick-search Find field.

The following two types of jobs may be run:

B Single-threaded — These jobs are processed in one run, within a relatively
short time period (up to 30 minutes). The progress of the job is not shown in
the Running tab. An example of a single-threaded job is the fiscal period
rollover job.

B Multi-threaded — These jobs are processed in small bulks, using parallel
threads. The Running tab shows the job’s progress as it is run. Examples of a
multi-threaded job are indexing, publishing, and SIS imports/
synchronization.

The Running tab displays the following information:

Table 16. Monitoring Jobs - Running Tab

Column Name Description

Name The name given to the job when it was created (see
Running Jobs on Defined Sets on page 305).

Job Category A category defined by the library component and user
role associated with the job.

Creator The user who ran the job. For user-submitted jobs, the
name is the user’s user name. For system jobs, the name
is System.

Submit Date The date and time when the job was submitted.

Start Date The date and time when the job started.
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Table 16. Monitoring Jobs - Running Tab

Column Name Description

Progress The percentage of progress in the execution of the job.

Status The current progress of the job. The following statuses
are available:

B Pending — The job is waiting to be run.

B Initializing — This is relevant for multi-threaded jobs
only.

B Running — The job is being run.
B Aborting — Alma is stopping the job.

B Finalizing — The actions that result from the job
running are being carried out—for example, the
FTP of processed files.

Finished jobs can be viewed in the History tab (see
History Tab on page 299).

Click any of the column headers to sort the jobs into ascending or descending
order by that column.

To refresh the page view as the job progresses, click the Refresh button.

History Tab

The History tab of the Monitor Jobs page lists all the jobs that have been run
given a user’s specifications for submit dates, filter parameters (Job Category),
and/or search results. The job history for a job is displayed for a maximum of
one year after being run.
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Figure 227: Monitor Jobs: History Tab

The History tab provides:

A Submit Date from/to filter that allows users to enter a date range for the
completed jobs they want to view. By default, this filter is set to the past day.

A Find search box that allows users to search in the Name and Job Details
columns. Note that searches can be done only on jobs within a 30-day range.

Sorting on most columns by ascending and descending order
A Refresh button for updating the list as jobs finish their runs
A Tools button (for exporting to Excel)

An Actions button that, when clicked, allows the user to view a report of the
process or events that occurred when running the job.

It also displays the following fields:

Table 17. Monitoring Jobs - History Tab

Column Name Description

Name The name given to the job when it was created (refer to
Running Jobs on Defined Sets on page 305).

Job ID The ID of the job.

Job Category A category defined by the library component and user
role associated with the job.

Creator The user who ran the job. For user-submitted jobs, the
name is the user’s user name. For system jobs, the name
is System.
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Table 17. Monitoring Jobs - History Tab

Column Name Description

Submit Date The date and time when the job was submitted or
scheduled.

Start Date The date and time when the job started to run.

End Date The date and time when the job completed.

Status The status of the completed job. The following statuses

are available:

u Completed successfully — The job was
processed successfully.

L Completed with errors — The job failed to be

processed completely due to a technical problem.
The job may have been partially processed.

u Completed with no bulks — The job completed

successfully; however, no records were handled
because no relevant records were found.

u Completed with Warnings — The job completed
successfully, but produced warnings.

u III Failed — the job failed to run.

The Actions button for each job includes two drop-down options:
B Report - Displays a job report (refer to Viewing Job Reports below).

®  Events — View a list of job events (refer to Viewing Job Events below).

Viewing Job Reports
You can view job reports for jobs in the History tab.

To view a job report, click the job name link in the Name column on either the
Running (Figure 222 on page 287) or History (Figure 227 on page 300) tabs. You
can also view a job report by selecting Actions > Report in any row in the
History tab.

The following is an example of a job report:
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EXLiDl}IS m @' ' Tasks Analytics  Currently at: Resource Sharing Library - ..

Job Report
Process ID 957753440000121 Name Motifications - Send Due Date Reminders
Completed » o
Successfully Started on 11/19/2014 04:00-01 Prt 17 Finished on 117192014 04:00:11 P IST
Total runtime 10 Seconds Createdby System

Status Completed Successfully Status date 11/15/2014 04:00:11 P IZT

Records processed 0 Records with exceptions 0

Job Events

Export To Excel
Overdue notice letters were sent to users(0}
Failed to send overdue notice letters to usersidy

Figure 228: Job Report Page

For information on job reports for imports, see Viewing an Import Job Report
in the Alma Acquisitions Guide.

Viewing Job Events

Events reports list additional information about completed jobs, highlighting
the significant actions such as successful completion of a job and information
about any errors that occurred during the running.

To view job events for a completed job, select this option from the Actions
button (Actions > Events). The events related to the job are listed on the Events
Report page (Figure 229).

Events vary according to the type of job and the job’s tasks and parameters.
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Events Report Back

Description -

Events Report

Filter : &ll =
1 - 4 of 4 Records

Systemn job status{DESCRIPTIOM=system job has  30/01/2013  Informaticn Repository Systemn

completed successfully, ERROR_MESSA... 19:01:44 I5T

systemn job Change loans status to lost according 30/01/2013  Information Metadata Systemn
to loan lost profiles with id 2... 19:00:02 IST Import

systemn job Change loans status to lost sccording 230/01/20132  Information Metadata System
to loan lost profiles with id 2... 19:00:02 IST Imiport

Systemn job status{[DESCRIPTIOM=system job has  30/01/2013  Information Repository System
started, ERROR_MESSAGE=the job fini... 19:00:02 IST

Back

Figure 229: Events Report Page

Point your cursor over any event description to view the complete description.
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Running Jobs on Defined Sets

PERMISSIONS:
To run jobs on defined sets, you must have one of the following roles:
Digital Inventory Operator
Catalog Manager or Administrator
General System Administrator
Electronic Inventory Operator

Repository Manager

Requests Operator

Jobs (also called processes) originate from system-defined task chains or from
task chains defined by General or Catalog Administrators (refer to Configuring
Processes in the Alma Resource Management Guide).

You can run a job by accessing the Create Job - Select Job to Run page
(Administration > Manage Jobs > Run a Job), selecting a job, and following the
wizard prompts for entering the necessary information (set of data on which to
perform the job, parameters if any, and schedule). For details, refer to the
procedure To run a job: on page 316.

NOTE:
Only jobs specifically allowed for your role appear in your list of available
jobs. Jobs that originate from task chains defined by General or Catalog
Administrators (see above reference) can be run only by General or
Catalog Administrators.

The following table lists the name, description, and role for each system- or
administrator-defined job per content type.
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Table 18. System-Defined Jobs per Content Type

Type Description

(filter)

Bibliographic title (all titles sets):

Delete Withdraw Deletes sets of bibliographic records. See Catalog
bibliographic Batch Deleting Bibliographic Records in Manager,
records the Alma Resource Management Guide. Catalog
Administrator
Export Export Exports a set of bibliographic or metadata Cataloger,
bibliographic records to the user’s PC or FTP site. For Catalog
records parameters, define: Manager,
Catalog
|
Output format Administrator
B Bibliographic record formats to include
B Number of records in file
B Expand routine (currently supports only
Add Holdings Information)
B Export into folder
B FTP configuration
B FTP subdirectory
306 January 2015

Ex Libris Confidential



Alma Administration
Chapter 7: Running Jobs on Defined Sefts

Table 18. System-Defined Jobs per Content Type

Type Description
(filter)
Identifying MARC 21 Calculates whether or not a bibliographic Catalog
brief records Management | record is brief by using one of the two Manager,
Tags following brief record algorithms provided | Catalog
with Alma that need to be activated by Administrator

Ex Libris. (These algorithms are fixed and
cannot be customized.) To confirm that a
brief record algorithm has been activated
for your system, save a new brief record to
the repository using the MD Editor and
check for the Brief indicator (refer to Brief
on page 163 in the Alma Resource
Management Guide for more information).

Algorithm 1:
#rule "Brief 050 042 subjects "

# when

# MARC.control."LDR".EncodingLevel

does not contain " ,1,2,4,7"

# or MARC does not contain "050"
# or MARC does not contain "042"
# or MARC does not contain "6XX"
# then

# set brief."true"
#end

Algorithm 2:

#rule "Brief 050 or 086 245 260 6XX
or 502 or 520 "

# when

# MARC.control."LDR".EncodingLevel
does not contain " ,1,2,4,7"

# or MARC does not contain
"050, 086"

# or MARC does not contain "245"
# or MARC does not contain "260"

# or MARC does not contain
"6XX,502,520"

# then
# set brief."true"
#end

(where the encoding level (Leader, position 17)
value equals “#” or “1” or “2”, or “4” or “7”)

There are no parameters to set for the job.
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Table 18. System-Defined Jobs per Content Type

Type Description
(filter)
Link a set of Metadata Allows an institution to link to records from | Catalog
records to the Management | the Network Zone. See Linking Sets of Manager,
Network Zone Institution Zone Records to Network Zone | Catalog
Records on page 21. Administrator
Mark MMS MARC 21 Marks bibliographic records for Catalog
records for Management | synchronization or no-synchronization with | Manager,
synch with Tags an external catalog (OCLC). This gives you | Catalog
external catalog the option to synchronize bibliographic Administrator
records or holdings. For parameters, select
whether or not to synchronize with an
external catalog.
Suppress MMS | MARC 21 Marks bibliographic records as suppressed | Catalog
from discovery | Management | or non-suppressed from discovery (Primo, | Manager,
Tags Primo Central, and Google Scholar). For Catalog
parameters, select whether or not to Administrator
suppress from discovery.
Synchronize MARC 21 Bib | Allows you to mark whether a set of records | Catalog
MMS with Normalization | should be published to Libraries Australia. | Manager,
national catalog For information, see Publishing to Catalog
Libraries Australia in the Alma Administrator
Integrations with External Systems Guide.
Unlink bib Metadata Unlinks bibliographic records that have Catalog
records from Management | been authorized/linked to Community Zone | Administrator,
authority records so that institutions wanting to General
records implement local authorities can System
subsequently authorize/link those same Administrator
bibliographic records to local authority
records.
CN import CZ member
Import CZ CN_IMPORT_ | Harvests CZ-linked electronic records from | Catalog
records from CzZ_ consortium members, and displays these Manager,
CN/NZ RECORDS records in the NZ as being linked to the CZ. | Catalog
members task This enables users to search the NZ for all Administrator

CZ records that are already in use by the
consortium.
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Table 18. System-Defined Jobs per Content Type

Type

(filter)

Description

Digital title sets:

Ex Libris Confidential

Clean Thumbnail Not currently in use. Digital
operat1011'a1 Cleans cache of digital file thumbnails. Inventory
thumbnails Operator
There are no parameters to set.
Extended,
Repository
Manager,
Repository
Administrator
Export Export Not currently in use. Repository
1nv.er.1tory Exports inventory records. There are no Manager,
entities arameters to set Repository
p ) Administrator
Physical item:
Cancel physical | Request Cancels open requests for physical items. Fulfillment
items requests For parameters, provide a cancellation Services
reason and a note, if appropriate, together Manager,
with an option of choosing to cancel only Fulfillment
requests that are still in the pickup stage. Administrator,
Catalog
Administrator
Change loanto | Loan Updates item loan status to claimed Circulation
claimed returned. There are no parameters to set. Desk Manager,
returned Fulfillment
Administrator
Change loanto | Loan Updates item loan status to lost. There are
lost no parameters to set.
Change Information Updates holdings information for a set of Physical
holdings Update physical items or physical titles. For more Inventory
information information, see Performing Global Operator,
Changes on Holdings Records in the Alma | Repository
Resource Management Guide. Manager,
Repository
Administrator
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Table 18. System-Defined Jobs per Content Type

Type Description
(filter)
Change Information Updates item information for a set of Physical
physical items Update physical items or physical titles. For more Inventory
information, refer to Performing Global Operator,
Changes on Item-Level Information in the | Repository
Alma Resource Management Guide. Manager,
Repository
NOTE: Administrator

Items are updated as missing only if
the status is empty (Condition = If
field empty) or if the item is defined
as Technical (migration).

Close lost loans | Loan Closes all loans in a fulfillment set. There Repository
are no parameters to configure. Manager (with
institution-

All items in the fulfillment set are closed

(even if they are not marked as Lost). level scope)

This job closes both paid and unpaid lost
loans, but does not delete the item
associated with the loan. Any fines or fees
associated with the loan remain on the
patron's record.

If a lost loan is returned after the loan has
been closed, the Lost Item Replacement Fee
Refund Ration policy is not invoked; rather,
any credit due for the returned loan must be
applied manually to the patron's record.

After running this job, the item’s job type
changes to Missing.

Create physical | Request Creates a work order request for all the Fulfillment
item work items in the set. For parameters, select: Services
orders Operator,
B Work order type Fulfillment
B Department Services
Manager,
NOTE: Fulfillment
Both parameters are required. Administrator
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Table 18. System-Defined Jobs per Content Type

Type Description
(filter)
Export physical | Export Exports physical items from any title-level Physical
items set. For parameters, select: Inventory
Operator,

|
Output format (CSV) Repository

B Export into folder (institution or private) | Manager,

Repository

Administrator
Export physical | Export Exports physical item labels for printing. Physical
items labels For parameters, select: Inventory

m Output format (XML) Operator,

Receiving

B Export into folder (institution or private) | Operator,

B Template (00, 01, or other configured by &ef;:zfy
your institution to designate printing a Repos%to,ry
spine label or printing a barcode) Administrator

Move physical | Move Items Update item information and initiate Physical
items moving a set of physical items to a new Inventory
location. Parameters include the following: | Operator,
. Repository

|
New library Manager,

B New Location (within New Library) Repository

B Sent from library Administrator

B Temporary or permanent change type

Rebuild item Item Generates descriptions based on templates | Physical
description Description that include enums/chrons, item forms, and | Inventory
rules. There are no parameters to define. Operator,
Repository
Manager,
Repository
Administrator
Withdraw Withdraw Receives an itemized set of physical items, Physical
items validates that the items are eligible for Inventory
deletion (for example, they are not onloan | Operator

or linked to a PO line), and deletes them. Extended,

For more information, see Performing Repository

Withdrawals in the Alma Resource Manager,

Management Guide. Repository

Administrator
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Table 18. System-Defined Jobs per Content Type

Type

(filter)

Description

Physical titles sets:

Cancel physical | Request Cancels open requests for physical titles. Fulfillment
titles requests For parameters, provide a cancellation Services
reason and a note, if appropriate. Manager,
Fulfillment
Administrator
Local authorities:
Delete local Withdraw Deletes an itemized set of local authority Catalog
authority records that are not locked for editing. Manager
records Disconnects the related bibliographic
records from the deleted authority records.
Export Export Exports a set of local authority records. Repository
Authority Note that your environment must be Manager,
Records configured to support the management of Repository
local authorities. Administrator,
Catalog
Manager,
Catalog
Administrator
Portfolio:
Change Information Updates portfolio information for a set of Electronic
electronic Update electronic portfolios. For more information, | Inventory
portfolio see Performing Global Changes on Operator,
information Portfolios in the Alma Resource Management | Repository
Guide. Manager,
Repository
Administrator
Delete Withdraw Deletes portfolios that have been added toa | Electronic
portfolios set. For more information, see Deleting Inventory
Portfolios in the Alma Resource Management | Operator
Guide. Extended
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Table 18. System-Defined Jobs per Content Type

Type

Description

Export
electronic
portfolios
(continued on
next page)

(filter)

Export

Exports active electronic portfolios that are
included in the following types of sets:
electronic portfolio, electronic title, and all
titles. The output format of the export file is
either the TXT, KBART, or Google Scholar
(which is based on the

institutional holding.xsd file)
format. For parameters, define:

B Output Format — Select either Google
Scholar XML schema, TXT schema, or
KBART schema from the drop-down
list.

B Number of records in file — Select the
number of records (not portfolios) to
store per output file: One File, 1000,
5000, or 10000. Note that each collection
is written to a separate file (according to
the KBART standard) even if you select
the One File option.

B Export into folder — Indicates whether
the export job is available to you only
(Private) or to all users (Institution).

B FTP configuration — Specify the FTP
configuration to be used from the drop-
down list of available FTP
configurations.

B Subdirectory — Specify the subdirectory
in which the files should be placed for
the FTP upload.

B Add interface name (Google Scholar
only) — Indicates whether the portfolio's
interface name is included with the
record. If the portfolio is part of an
electronic collection, the record includes
the interface name that is defined at the
electronic collection level.

NOTE:
For an example of running this job,
see How to Export Electronic Portfolios.
(Note that you must be logged in to
the Documentation Center in order to
view this document.)

Repository
Administrator
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Table 18. System-Defined Jobs per Content Type

Type Description

(filter)
Export B Export only active portfolios (KBART
electronic only) — Select the Yes option to export
portfolios only active portfolios.
(continued)

B Link Resolver base URL (KBART and
TXT only) — Enter the base URL for the
Alma Link Resolver using the following
format and inserting your institution's
information where indicated:

http://<Primo_host server:ports/
openurl/<Primo_institution codes/
<Primo_view_code>?

If you are unfamiliar with your base
URL for the Alma Link Resolver, contact
Ex Libris Support for assistance.

For the KBART schema, all portfolios in the
set are exported in the following way,
according to the KBART standard:

B All portfolios belonging to the same
e-collection are part of one file.

B All standalone portfolios that have the
same interface attribute are part of
another file.

B All standalone portfolios that do not
have an interface attribute are part of a
third file.

The file naming convention for KBART files
is INTERFACE _COLLECTION DATE.txt.If the
interface or collection name is not available,
the system replaces the missing name with
MISC.

VIDEO:
For more information about
exporting portfolios in .txt format,
see the Export Portfolios in .txt
Format video (5:36 mins). For
more information about exporting
portfolios in KBART format, see
the Export Electronic Portfolios in
KBART Format video (6:03 mins).
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Table 18. System-Defined Jobs per Content Type

Type Description

(filter)
Publishing bulk:
Bib OCLC Publishing If the need arises (for example, a library or | Catalog
republish set of institution changes its name), republishes Manager
titles Alma records based on a set. For more

- . information, see Publishing to OCLC in the
Holdings Publishing Alma Integrations with External Systems Catalog
OCLC Guide, or Exporting Alma Records to Primo | Manager,
republish set of in the Alma-Primo Integration Guide. Catalog
titles Administrator
Primo Publishing Catalog
republish set of Manager,
titles Catalog
Administrator

Purchase order line:

For more information and instructions on PO line jobs, see Performing Global Changes on PO

Lines on page 221.
Change PO Change PO Allows you to change the status of the PO Purchasing
lines status Lines Status lines in the set. Operator,
Purchasing
Manager,
Acquisitions
Administrator
Update PO Update PO Allows you to select the parameters and Purchasing
lines Lines conditions by which to update the PO lines | Operator,
information Information in the set. Purchasing
Manager,
Acquisitions
Administrator
Update PO Update PO Adjusts the PO line allocation percentage Purchasing
lines Lines between funds, or changes the PO line Operator,
transactions Transactions allocation from one fund to another fund. Purchasing
Manager,
Acquisitions
Administrator
Update PO Update PO Allows you to navigate to a specified stage | Purchasing
lines workflow | Lines in the workflow for the selected set. Operator,
Workflow Purchasing
Manager,
Acquisitions
Administrator
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Table 18. System-Defined Jobs per Content Type

Type Description
(filter)
Representation
Withdraw Withdraw Runs a deletion job on remote and local Digital
digital digital objects belonging to a set you Inventory
representations specify. Task parameters allow you to Operator,
choose whether to delete the bibliographic | Digital
records, suppress them from publishing, or | Inventory
do nothing. By default, the bibliographic Operator
records remain intact in your repository, Extended
whether you have the objects deleted or not.
User Sets
Update user Update User Updates parameters for a set of users. You User Manager,
information Information select the parameters that you want to User

update for a user set; after running this job, | Administrator
the specified parameters are updated for all
users in the set.

VIDEO:
For more information on this job,
see the Bulk Actions on a Set of
Users video (4:33 mins).

Torun a job:

1  On the Create Job — Select Job to Run page (Administration > Manage
Jobs > Run a Job), find the job you want to run using the Find search box,
tilters, sort options, and navigation links available. For example, use the
Type drop-down list to filter according to the type of request or job being
run and the use the Source type drop-down list to filter according to
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whether the job was created by Ex Libris and is available out-of-the-box or
whether it was created by the customer.
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Figure 230: Create Job - Select Job to Run Page

The Create Job — Select Job to Run page has the following columns.

Table 19. Create Job - Select Job to Run Page Columns

Name Description

Name The name of the job as entered in the system.
Description A description of the job as entered in the system.
Content Type The type of set that the job is acting upon. For example,

Physical title, Digital title, Bibliographic title.

Type The type of request or job being run (for example,
export, move items, or requests).

2 Select the job you want to run, and click Next.

The Create Job - Select Set page opens.
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Figure 231: Create Job - Select Set Page

The sets listed on this page are defined on the Manage Sets page (see
Adding and Modifying Sets in the Alma Resource Management Guide). If
there are no sets defined or if you require a specific set for the job you are
running, you should first define the set and then run the job.

Select the set you want to use and click Next.

The Create Job - Enter Task Parameters page opens.

Ry @ Jaby - Enter Task Parameters 1-2 @- 4 -5  Back Cancel

Task Parameters: MmsTag SyncExternal

Synchronize with = Publish Biblicgraphic records {:Publish holdings only £ Don't publish
External Catalog?

Back Cancel

Figure 232: Create Job - Enter Task Parameters Page
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NOTE:
The parameters displayed on the Create Job - Enter Task Parameters Page

are determined by the type and definition of the job being run.

4  Define the parameters, as required, and click Next. The Create Job - Job
Details and Schedule page opens.

Fami a Job- Job Details and Schedule 1-2-3-@r5 Back Cancel

General Information

Jols M =| 223 MedBulk

Schedule Job
{*:

As soon as possible

Back Cancel

Figure 233: Create Job - Job Details and Schedule Page

5 Enter a name (required).

NOTE:
The value you enter identifies this job for editing and monitoring (see

Monitoring Jobs).

6 Select a schedule for the job, if more than one option is listed. Options may
include a specific date and time, an interval, or As Soon As Possible.

7  Click Next. The Create Job - Review and Confirm page opens.
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Fun a Joby - Review and Confirm

General Information

Process Name 223 MedBulk

Set Information
Set IO B93TEE20000121

Name Medicine

Scheduling

Schedule Assocon 8s possible

Task Parameters: MmsTag SyncExternal

Synchronize with Publish haldings only
External Cataleg?

1

2

o

4 (8) Back Cancel

Back Cancel JEMTINNE

Figure 234: Create Job - Review and Confirm Page

8 Review the displayed information and perform one of the following:

B Click Submit to run the job according to the selected schedule. You can
monitor the progress of the job on the Monitor Jobs page (see

Monitoring Jobs on page 286).

®  Click Back if you want to go back and correct any of the information that

you have entered for the job.

NOTE:

When you click Back, you are taken back one page at a time. You can click

Back on any page to go back to the previous page.

B Click Cancel to delete the job creation and return to the home page.
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